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Section 1 - Product Overview

Package Contents

D-Link DAP-1533 Wireless N450 MediaBridge®/Access Point

Ethernet Cable

Power Adapter

CD-ROM with User Manual

Note: Using a power supply with a different voltage than the one included with the DAP-1533 will cause damage and void the
warranty for this product.
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Section 1 - Product Overview

System Requirements

« An Ethernet-based Cable or DSL modem with a broadband router
- IEEE 802.11n/g/a wireless clients (AP and Bridge modes)

« |[EEE 802.11n/g/a wireless router or access point (Bridge mode)

+ 10/100/1000 Ethernet Devices

Network Requirements

Computer with the following:
« Windows®, Macintosh, or Linux-based operating system
« An installed Ethernet adapter

Browser Requirements:

Web-based Configuration « Microsoft® Internet Explorer® 6.0 or higher
Utility Requirements + Google® Chrome 2.0 or higher

« Mozilla® Firefox® 3.0 or higher

« Apple Safari® 3.0 or higher

Windows® Users: Make sure you have the latest version of Java installed.
Visit www.java.com to download the latest version.

D-Link DAP-1533 User Manual
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Section 1 - Product Overview

Introduction

Wireless N450 MediaBridge®/Access Point - Flexible networking solutions
Whether you're wanting to give high bandwidth to your Ethernet-ready devices in your entertainment system or you want to
add wireless capability to your existing wired network, the Wireless N450 MediaBridge®/Access Point is perfect for you.

Wireless Bridge Mode - Great for connecting your entertainment system to your existing wireless network
With 4 Gigabit ports, you can connect any Ethernet-enabled devices such as cable/satellite boxes, game consoles,
Internet-ready TV or Network Attached Storage (NAS) to your existing wireless network for blazing wired speeds.

Access Point Mode - Extend your existing wired network
Connect the Wireless N450 MediaBridge®/Access Point to an existing wired network to extend it wirelessly. Stream HD videos
to the far corners of your home or play online games without any skipping or delays.

Dual Band - Great performance for everything you do

The dual band technology in the Wireless N450 MediaBridge®/Access Point means you can select either 2.4GHz or 5GHz wireless
signals to adjust for your different networking needs. You can do all you normally do with your network using the 2.4GHz band.
The 5GHz band helps avoid interference by providing a clearer wireless band for HD signals.

Think green

D-Link Green™ devices are about providing eco-friendly alternatives without compromising performance. They are designed
to help conserve energy, protect our environment from harmful substances, and reduce waste by using recyclable packaging.
Learn more, visit www.dlinkgreen.com.

* Maximum wireless signal rate derived from |EEE Standard 802.11g, 802.11a and 802.11n specifications. Actual data throughput will vary. Network conditions and environmental
factors, including volume of network traffic, building materials and construction, and network overhead, lower actual data throughput rate. Environmental conditions will
adversely affect wireless signal range.

D-Link DAP-1533 User Manual 7



Section 1 - Product Overview

Features

« Faster Wireless Networking - The DAP-1533 provides up to 450Mbps* wireless connection with other 802.11n wireless
clients. This capability allows users to participate in real-time activities online, such as video streaming, online gaming,
and real-time audio. The performance of this 802.11n wireless access point gives you the freedom of wireless networking
at speeds 13x faster than 802.11g.

« Compatible with 802.11a and 802.11g Devices - The DAP-1533 is still fully compatible with the IEEE 802.11a/g
standard, so it can connect with existing 802.11a/g PCl, USB, and Cardbus adapters.

« WPS PBC- (Wi-Fi Protected Setup Push Button Configuration) Push Button Configuration is a button that can be pressed
to add the device to an existing network or to create a new network. A virtual button can be used on the utility while
a physical button is placed on the side of the device.

This easy setup method allows you to form a secured wireless link between the DAP-1533 and another WPS-enabled
device. A PCis no longer needed to log into the Web-based interface.

« Share Multifunction Printers and 3G Mobile Internet Connection - Through the SharePort™ Plus Utility, you can
connect multifunction printers to the USB ports to share printing and scanning functions among family members.

« User-friendly Setup Wizard - Through its easy-to-use Web-based user interface, the DAP-1533 lets you control what
information is accessible to those on the wireless network, whether from the Internet or from your company’s server.
Configure your access point to your specific settings within minutes.

D-Link DAP-1533 User Manual 8



Section 1 - Product Overview

Hardware Overview
Connections

N
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AP 5GHz

1 WPS Button

Press for 3 seconds to start the WPS process. After pressing, the AP or Bridge LED (depending
what mode you have selected) will blink. Within 2 minutes, press the WPS button on the wireless

device you want to connect to.

2 LAN Ports (1-4)

Connect 10/100/1000 Ethernet devices such as computers, switches, and NAS devices.

Mode Switch

Three-way switch used to select AP 2.4GHz, AP 5GHz or Bridge mode.

4 USB Port

Connect a multifunction printer and share printing and scanning functions to users on your
network. You may also connect a USB thumb drive/external hard drive for WCN and sharing files.

ON/OFF Button

Press to power on and off your DAP-1533.

Reset Button

Pressing the Reset button restores the DAP-1533 to its original factory default settings.

Power Receptor

Receptor for the supplied power adapter.

D-Link DAP-1533 User Manual




Section 1 - Product Overview

LEDs

1 Power LED A solid green light indicates a proper connection to the power supply.
A solid light indicates that the DAP-1533 is in AP mode. This LED will blink during the
2 AP LED .
WPS connection process.
. A solid light indicates that the DAP-1533 is in bridge mode. This LED will blink during
3 Bridge LED .
the WPS connection process.

D-Link DAP-1533 User Manual
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Section 2 - Installation

Installation

This section will walk you through the installation process. Placement of the DAP-1533 is very important. Do not place the
DAP-1533 in an enclosed area such as a closet, cabinet, or in the attic or garage.

D-Link DAP-1533 User Manual 11



Section 2 - Installation

Wireless Installation Considerations

The D-Link wireless access point lets you access your network using a wireless connection from virtually anywhere within the
operating range of your wireless network. Keep in mind, however, that the number, thickness and location of walls, ceilings,
or other objects that the wireless signals must pass through, may limit the range. Typical ranges vary depending on the types
of materials and background RF (radio frequency) noise in your home or business. The key to maximizing wireless range is to
follow these basic guidelines:

1. Keep the number of walls and ceilings between the D-Link access point and other network devices to a minimum.
Each wall or ceiling can reduce your adapter’s range from 3-90 feet (1-30 meters.) Position your devices so that
the number of walls or ceilings is minimized.

2. Be aware of the direct line between network devices. A wall that is 1.5 feet thick (.5 meters), at a
45-degree angle appears to be almost 3 feet (1 meter) thick. At a 2-degree angle it looks over 42 feet (14 meters)
thick! Position devices so that the signal will travel straight through a wall or ceiling (instead of at an angle) for
better reception.

3. Building Materials make a difference. A solid metal door or aluminum studs may have a negative effect on
range. Try to position access points, wireless access points, and computers so that the signal passes through
drywall or open doorways. Materials and objects such as glass, steel, metal, walls with insulation, water (fish
tanks), mirrors, file cabinets, brick, and concrete will degrade your wireless signal.

4. Keep your product away (at least 3-6 feet or 1-2 meters) from electrical devices or appliances that generate RF
noise.

5. If you are using 2.4GHz cordless phones or X-10 (wireless products such as ceiling fans, lights, and home security
systems), your wireless connection may degrade dramatically or drop completely. Make sure your 2.4GHz phone
base is as far away from your wireless devices as possible. The base transmits a signal even if the phone is not
in use.

D-Link DAP-1533 User Manual 12



Section 2 - Installation

AP/Bridge Mode

Depending on how you want to use your DAP-1533 will determine which mode you use. This section will help you figure out
which setting works with your setup.

AP Mode

If you already have a wired or wireless router, and want to add an access point to connect your wireless clients to your network,
you will need to move the switch on the back panel of the DAP-1533 to “AP2.4GHz" (for 2.4GHz) or “AP 5GHz" (for 5GHz).

Wired PC Router Wireless N450
Media Bridge®/AP
DAP-1533

Bridge Mode

If you want to connect multiple Ethernet-enabled devices such as game consoles, media players, or network attached storage
devices wirelessly to your wireless router or AP device, you will need to move the switch on the back panel of the DAP-1533

to “Bridge”.

Game Console

__))) = Media Player

Wired PC Router Wireless N450
Media Bridge®/AP

DAP-1533
@ NAS

D-Link DAP-1533 User Manual 13



Section 2 - Installation

Create a Full MediaBand (5GHz wireless) Network

If you have two DAP-1533 devices and want to create a wireless network with full MediaBand technology you will need to
connect one Wireless Bridge to your router and move the switch on the back panel to“AP 5GHz". The second Wireless Bridge will
need to be placed next to your Ethernet-enabled devices and you will need to move the switch on the back panel to “Bridge”.

L 3
ROUTER

=L

E=

®

——
——
——
——
——
——
——

g
i
I
1
©

)
<)

WIRED PC

GAME
CONSOLE

WIRELESS N450 WIRELESS N450 @ NETWORK
MEDIA BRIDGE®/AP MEDIA BRIDGE®/AP TV VIEWER
(DAP-1533) (DAP-1533)

@ NAS
ﬂh MEDIA PLAYER
i

D-Link DAP-1533 User Manual

14



Section 2 - Installation

One Touch AP Configuration

OneTouch AP Configuration works like WPS but can transfer the wireless settings from an existing access point or wireless router to the DAP-1533in
access point mode. This is best used if you are using the DAP-1533 to replace and existing access point or wireless router. If you want to connect your
DAP-1533 to your wireless clients, or using Bridge mode, refer to WPS.

1. Select AP 2.4GHz or AP 5GHz Mode located on the back of the device. Then, Insert the power adapter into the power receptacle located on the rear
panel of the DAP-1533 and plug the adapter into a suitable nearby power source. Press the power button to turn the device on.

2. Press the WPS button on your Router or Access Point. The AP LED will flash on and off.

3. Press the WPS Push Button on the DAP-1533 and hold it for 5 seconds.

4. When One click AP setup is complete, your DAP-1533 will have the same Wireless settings as your existing Router or AP.

5. Connect an Ethernet cable from one of the LAN ports on the DAP-1533 and connect it to an Ethernet port on your existing AP or wireless router.
Note: Since the DAP-1533 and your existing access point or wireless router will have the same wireless settings, you will need to make sure they are

out of range with each other. If they are within range, this may cause interference. It is strongly recommended to disable the wireless function on your
existing access point or wireless router.

D-Link DAP-1533 User Manual 15



Section 3 - Configuration

Configuration for AP Mode

This section will show you how to configure your new D-Link wireless access point using the web-based configuration utility.

Web-based Configuration Utility

To access the configuration utility, open a web browser
such as Internet Explorer and enter http://dlinkap or
http://192.168.0.50 in the address field.

Note: You must include http:// in order to connect to the
web browser.

Enter Admin for the user name and then enter your
password. Leave the password blank by default.

If you get a Page Cannot be Displayed error, please refer to
the Troubleshooting section for assistance.

3 D-Link - Microsoft Internet Explorer

File Edit Wew Favorites Tools Help

@Back - \‘__,,-' \ﬂ @ _;\] f;__j Search

Address [&] http://dinkap | B G0

Log in to the Access Point
User Name : _

Password :

D-Link DAP-1533 User Manual
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Section 3 - Configuration

Setup Wizard

Click Launch Wireless Setup Wizard to quickly configure
your access point.

If you want to enter your settings without running the
wizard, click Wireless Settings (on the left side) and
skip to page 21.

T ———.:un-—_-um—'“
.,..___ = -

DAP-1533 // AP | | ADVANCED MAINTENANCE STATUS HELP
| WIRFLESS CONNECTION SETUP WIzaRD R

If you would ke to utilize our easy ta use web-based wizard to assist you in connecting your
DAP-1523 to the wireless network, click on the button below,

Launch Wireless Setup Wizard |

Note: Some changes made using this Setup Wizard may require you to change some settings
oh your wirgless client adapters so they can still connect to the D-Link Access Point,

WIRELESS

D-Link DAP-1533 User Manual
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Section 3 - Configuration

Wireless Setup Wizard

This Wizard is designed to assist you in connecting your wireless device to your access point. It will guide you through step-
by-step instructions on how to get your wireless device connected.

Click Next to continue. (WIRELESSCOMCTIONSETPWIZARD

This wizard is designed to assist you in your wireless netwark setup, It will guide you throuagh step-by-step
instructions on how to set up your wireless network and how to make it secure,

Nextl Cancel |

Select WPS as the configuration method only if your

wireless device supports Wi-Fi Protected Setup. | SELECT CONFIGURATIONMETHOD

Please select one of the following configuration methods. Click Next to continue.

Skip to page 20 for Manual configuration.

{* WPS - Select this option if your wireless device supports WPS (Wi-Fi Protected Setup)
" Manual - Select this option if you want to setup your network manually,

Click Next to continue.

Prey | Mexk | Cancel

D-Link DAP-1533 User Manual 18



Section 3 - Configuration

Click Next to continue.

Click End to complete the setup.

Please press down the Push Button {physical or virtual) on the wireless
device you are adding to your wirgless network within 115 seconds ...

You have succeeded to add the wireless device to your wireless netwark,

The wireless setup wizard has completed.

Finish |

D-Link DAP-1533 User Manual
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Section 3 - Configuration

Select Manual as the configuration method to set up
your network manually.

Click Next to continue.

Enter a network name (SSID) and uncheck Assign a
network key to automatically create a network key.

To Manually assign a network key, check Assign a
network key and enter a key in the box.

Click Next to continue.

Click Save to save your network settings.

Please select one of the following configuration methods and click next to continue,

 wWPS - Select this option if your wireless device supports WPS (Wi-Fi Protected Setup)
& Manual - Select this option if you want to setup your network manually

Prevl Nextl Cancel I

Give your network a name, using up to 32 characters,

Network Name (S5ID) : |uirclessnetworkl

V¥ Assign a network key
The WPa (Wi-Fi Protected Access) key must meet the following guidelines

- Between 8 and 63 characters (A longer WRA key is more secure than a short one)

Network Key : |m\,pranetwnrkkey1234

Prev| Mext| B

Please keep a note of the following settings for future reference.
wireless Network Mame (S5ID) : wirclessnetwork 1
Auto (WPA or WPAZ) TKIPFAES

Wireless Security Mode :

MNetwork Key : mywpanetworkkey1234

D-Link DAP-1533 User Manual



Section 3 - Configuration

Enable Check the box to enable the wireless function. If

Wireless:

Wireless
Network
Name:

Wireless Band:

Wireless
Mode:

Enable Auto
Channel Scan:

Wireless
Channel:

Channel
Width:

Visibility
Status:

Manual Configuration
Wireless Setup

you do not want to use wireless, uncheck the box to
disable all the wireless functions.

When you are browsing for available wireless
networks, this is the name that will appear in the list
(unless Visibility Status is set to Invisible, see below).
This name is also referred to as the SSID. For security
purposes, it is highly recommended to change from
the pre-configured network name.

Displays either 2.4GHz or 5.0GHz.

Choose the wireless mode you would like to use.

Select to enable auto channel scan.

The Auto Channel Scan setting can be selected to
allow the DAP-1533 to choose the channel with the
least amount of interference.

Operating frequency band. Choose 2.4GHz for
visibility to legacy devices and for longer range.
Choose 5GHz for least interference.

Select Invisible if you do not want the SSID of your
wireless network to be broadcasted by the DAP-1533.
If checked, the SSID of the DAP-1533 will not be seen

WIRELESS NETWORK SETTINGS

Enable Wireless : Always V Add Mew Schedule

Wireless Network Name :  |diink_media (Also called the S5I0)
Band :
wireless Mode @ | Mixed 802, 11n and 602,11 [+
Enable Auto Channel Scan :
wireless Channel :
Channel Width :
Visibility Status:

(Dornain: LS )
20 MHz [w]
® vishle O Trwisibla

WIRELESS SECURITY MODE

Security Mode : | wPa-Personal [+

Uze WPA or WPA2 mode to achieve a balance of strong security and best compatibility, This
mode uses WRA for legacy clients while maintaining higher security with stations that are WPAZ
capable, also the strongest cipher that the client supports will be used, For best security, use
WPAZ Only rmode, This mode uses AES{CCMP) cipher and legacy stations are not allowed
access with WRA security, For maximurn compatibility, use YWPA Only. This mode uses TEIP
dipher, Some garning and legacy devices wark anly in this mode,

To achieve better wireless performance use WPAZ Only security mode (or in other words AES
cipter ),

WPA Mode :
Cipher Type :

Auto (WPA or WRAZ) [ |
TKIP and AES [+

PRE-SHARED KEY

Enter an 8- to 63-charactet alphanurmeric pass-phrase, For good security it should be of ample
length and should not be a commmonly known phrase,
Pre-Shared Key :

by Site Survey utilities so your wireless clients will have to know the SSID of your DAP-1533 in order

to connect to it.

D-Link DAP-1533 User Manual



Section 3 - Configuration

Enable Wireless:

Wireless Network
Name:

Wireless Band:

Wireless Mode:

Enable Auto
Channel Scan:

Wireless
Channel:

Wireless Setup

2.4GHz

Check the box to enable the wireless function. If
you do not want to use wireless, uncheck the box
to disable all the wireless functions. You may also
set up a specific time range (schedule). Select a
schedule from the drop down menu or click Add
New Schedule to create a new schedule.

When you are browsing for available wireless
networks, this is the name that will appear in the
list (unless Visibility Status is set to Invisible, see
below). This name is also referred to as the SSID.
For security purposes, it is highly recommended
to change from the pre-configured network name.

Displays the band you are using.
Select one of the following:

802.11n Only - Select if you are only using 802.11n
wireless clients.

SETLP W

WIRELESS SETUR

L

Mixed 802.11n and 802.11g - Select if you are using

a mix of 802.11n and 11g wireless clients.
Mixed 802.11n, 802.11g and 802.11b - Select if

you are using a mix of 802.11n, 11g, and 11b wireless

clients.

P

D

Lza this section to configure the wireless settings for your D-Link Access Point. Please note
that changes made on this section may also need to be duplicated on your wirgless clisnts and
P,

[ Save Settings ] [ Don't Save Settings ]

Wireless Network Name :  |diink (2lso called the SSID
Wireless Band : 2.4GHz
Wireless Mode : | Mxed 802.11n, 802.11g and 802.11b [ |
Enable Auto Channel Scan :
Wireless Channel :
Channel width :

Enable Wireless :

(Dornain:Us)

Auto Z0/40 MHz [ |

Visibility Status: @ visible O Invisible

WIRELESS SECURITY MODE

Securtty Mode : [rore[y]

Click the Scan button to search for all available devices connected to your DAP-1533’s Ethernet ports

WIRELESS NETWORK SETTINGS in

The Auto Channel Scan setting can be selected to allow the DAP-1533 to choose the channel with the least amount of interference.

D-Link DAP-1533 User Manual
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Section 3 - Configuration

Enable Wireless:

Wireless Network
Name:

Wireless Band:

Wireless Mode:

Enable Auto
Channel Scan:

Wireless Setup

Check the box to enable the wireless function. If
you do not want to use wireless, uncheck the box
to disable all the wireless functions. You may also
set up a specific time range (schedule). Select a
schedule from the drop down menu or click Add
New Schedule to create a new schedule.

When you are browsing for available wireless
networks, this is the name that will appear in the
list (unless Visibility Status is set to Invisible, see
below). This name is also referred to as the SSID.
For security purposes, itis highly recommended
to change from the pre-configured network
name.

Displays the band you are using.

Select one of the following:

802.11n Only - Select if you are only using
802.11n wireless clients.

Mixed 802.11n and 802.11g - Select if you are
using

a mix of 802.11n and 11g wireless clients.
Mixed 802.11n, 802.11g and 802.11b - Select if

5GHz

DAP-1533,
(5]

SETU
WIRELESS SETUP

LAN SETUP

you are using a mix of 802.11n, 11g, and 11b wireless

clients.

Lse this section to configure the wireless settings for your D-Link Access Point, Please note
that changes made on this section may also need to be duplicated on your wireless clients and
(HIE

[ Save Sethings l [ Don't Save Settings ]

Enable Wireless :

o s 3] st

dink_media {lsa caled the SSID)
Wireless Band :  5GHz
[ Mixed 802 11n and 802. 11a [+ |

Enable Auto Channel Scan :

wireless Network Name :

wireless Mode :

wireless Channel :
Channel Width :
Visibility Status:

(Dormain:s)

Auto 20/40 MHz

@ wvisible O Invisibie

Secunty Mode : [tene[v]

Click the Scan button to search for all available devices connected to your DAP-1533’s Ethernet ports

WIRELESS NETWORK SETTINGS in

WIRELESS SECURITY MODE a

Wireless The Auto Channel Scan setting can be selected to allow the DAP-1533 to choose the channel with the least amount of interference.

Channel:
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Channel Width: Select the Channel Width:
Auto 20/40 - Select if you are using both 802.11n and non-802.11n wireless devices.

20MHz - Select if you are not using any 802.11n wireless clients.

Visibility Status: Select Invisible if you do not want the SSID of your wireless network to be broadcasted by the DAP-1533. If checked, the SSID of
the DAP-1533 will not be seen by Site Survey utilities so your wireless clients will have to know the SSID of your DAP-1533 in order

to connect to it.

Security Mode: Enabling Hidden Mode is another way to secure your network. With this option enabled, no wireless clients will be able to see
your wireless network . In order for your wireless devices to connect to your Access Point, you will need to manually enter the

Wireless Network Name on each device.
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LAN Setup
Dynamic IP

This section will allow you to change the local network settings of the access point and to configure the DHCP settings.

Device Name: Enterthe Device Name of the AP.Itisrecommended
to change the Device Name if there is more than
one D-Link device within the subnet.

Helpful Hints...
LAN Use the d ro p_doWn menu to se | ect D nam ic | P = Use this section to configure the internal network settings of your AP, Device Nami
y Device Name allows you to configure this device maore easlly when your network using TCP{IP
. . . protocol. You can enter the device name of the AP into your web browser to access the
Connectlon (DHCP) to automatlca”y obta'n an IP address on instead of IR address for configuration. Recommend to change the device name if there're
more than one D-Link devices within the subnet,

Sawe Settings | Don't Save Settings | Rehoot Mow |

Type: the LAN/private network.

DEYICE NAME

Device Mame allows you to configure this device more easily, You can enter "http://"device
name" into your sweb broswer instead of IP address for configuration. (Default: hittp:/fdlinkap)

Device Name :  |dlinkap

LAN IP¥4 CONNE! ON TYPE

Choose the IPv4 mode to be used by the Access Point.

My LAN Connection is : | Dynamic IP (DHCP) ~

) LAN CONNECTION TYPE

Enter the IPv4 Address Information.

1P Address : W

Subnet Mask : W
Gateway Address : W
Primary DNS Server : W
Secondary DNS Server :© W

LAN IPv6 CONNECTION TYPE

Choose the IPv6 mode to be used by the Access Point.

My IPy6 Connection is @ |Link-local only -
LAN IPv6 ADDRESS SETTINGS

Use this section to configure the internal network setings of your AP. The LAN IPv6 Link-Local
Adderess is the IPvE Address that you use to access the web-hased management interface.

LAN IPv6 Link-Local Address : FEB0::218:E7FF:FE95:5E7C/ 64

WIRELESS
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Section 3 - Configuration

Device Name:

IPv4 Connection
Type:

Access Point IP
Address:

Subnet Mask:

Default
Gateway:

Static IP

Enter the Device Name of the AP. Itis recommended
to change the Device Name if there is more than
one D-Link device within the subnet.

Use the drop-down menu to select Static IP.
Enter the IP address of the access point. The default
IP address is http://192.168.0.50. If you change the
IP address, once you click Save Settings, you will
need to enter the new IP address in your browser
to get back into the configuration utility.

Enter the Subnet Mask assigned by your ISP.

Enter the Gateway assigned by your ISP.

DAP-1533 // AP SETUP ADYANCED MAINTENANCE STATUS
SETUP WIZARI

P
LAMN SETLP

Lze this section to configure the internal network settings of your &P,

Device Mame allows you to configure this device maore easily when your network using TCP/IP
protocol, You can enter the device name of the AP into your web browser to access the
instead of IP address for configuration. Recorrmend to change the device name if there're
more than one D-Link devices within the subnet.

Don't Save Settings Reboak Maw |

Save Settings

DEVICE NAME

Device Mame adlows you ta configure this device mare easily, vou can enter “http:/f device
name" into your web broswer instead of IP address for configuration, (Default: http:/fdinkap)

dlinkap

LAN IP¥4 CONNECTION TYPE

Choose the IP¥4 mode to be used by the Access Point.

My LAN Connection is : |static F vl

Device Name :

STATIC IP ADDRESS LAN CONNECTION TYPE

Enter the static address Information

LAN IPv6 CONNECTION TYPE

Choose the IPv6 mode to be used by the Access Point.

1P Address :

Subnet Mask :
Gateway Address :
Primary DNS Server :
Secondary DNS Server :

=i

My IPv6 Connection is : [ Link-local anly

LAN IPv6 ADDRESS SETTINGS

LUse this section to configure the internal network setings of your AP, The LaM IPv6 Link-Local
Adderess is the IPv6 Address that you use to access the web-based management interface.

LAN IPv6 Link-Local Address : FEBD::218:F7FF:FE95:5E7C/ 64

HELP

Helpful Hints...

WIRELESS
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LAN Setup
Static IPv6

IPv6 Address: Enter the static IPv6 address provided by your
Internet Service Provider.

Subnet Prefix Enter the IPv6 subnet prefix length.
Length:

Default Enter the default gateway IP address.
Gateway:

Primary DNS Enter the primary DNS server IP address.
Server:

Secondary DNS Enter the secondary DNS server IP address.
Server:

LAN IPv6 CONNECTION TYPE

Choose the IPv6 mode to be used by the Access Point.

My IPvH Connection is

IPv6 Address

Subnet Prefix Length
Defaut]l Gateway
Primary DNS Server
Secondary DNS Server

LAN IPv6 ADDRESS SETTINGS

Enter the IPv6 address information.

|
—
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LAN Setup
IPv6 - Auto-Configuration

Obtain IPv6 Select to obtain IPv6 DNS Servers automatically.
DNS Servers
automatically:

Use the following Enter a specific DNS server address.
IPv6 DNS Servers:

Primary DNS Enter the primary DNS server IP address.
Server:

Secondary DNS Enter the secondary DNS server IP address.
Server:

LAN IPv6 CONNECTION TYPE

Choose the IPv6 mode to be used by the Access Point.

My IPv6 Connection is ;[ Zdaeiyile iy XY e

IPv6 DNS SETTINGS

Obtain DNS server address automatically or enter a specific DNS server address.

' Obtain IPv6 DNS servers automatically
" Use the following IPv6 DNS servers

Primary DNS Server : |

Secondary DNS Server : |
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Advanced
MAC Address Filter

The MAC address filter section can be used to filter network access by machines based on the unique MAC addresses of their
network adapter(s). It is most useful to prevent unauthorized wireless devices from connecting to your network. A MAC address
is a unique ID assigned by the manufacturer of the network adapter.

Configure MAC  When Turn MAC Filtering OFF is selected, MAC
Filtering: addresses are not used to control network access. When

Turn MACFiltering ON and ALLOW computers listed

to access the network is selected, only computers

with MAC addresses listed in the MAC Address List are

granted network access. When Turn MAC Filtering ON

and DENY computers listed to access the network

is selected, any computer with a MAC address listed in — Eoill | oo

the MAC Address List is refused access to the network. WIRELESS ACCESS SETTINGS

Configure MAC Fittering below:
ITurn MAC Filkering OFF ;I

The MAC (Media Access Controller) Address filter option is used to control network access
based on the MAC Address of the network adapter. A MAC address is a unique 1D assigned by
the manufacturer of the network adapter. This feature can be configured to ALLOW or DENY
network /Internet access,

Don't Save Settings Reeboot Now

Add MAC This parameter allows you to manually add a MAC

MAC Address wireless Client List
Filtering Rule: filtering rule. Click the Add button to add the new MAC Fomoovono | & [Fecrades J==a)
filtering rule to the MACFiltering Rules list at the bottom o o000 il i adies 2 ill
: [oviooionioniomon | 22| [Mac address =1 Clear
of this screen. el —F =
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Transmit
Power:

WMM Enable:

Short Gl:

IGMP
Snooping:

WLAN
Partition:

HT20/40
Coexistence:

Advanced Wireless

Sets the transmit power of the antennas.

WMM is QoS for your wireless network. This will
improve the quality of video and voice applications
for your wireless clients.

Check this box to reduce the guard interval time
therefore increasing the data capacity. However,
it is less reliable and may create higher data loss.

This enables IGMP snooping for the wireless
connection. We recommend enabling this if
you often use multicast services such as video
conferencing and streaming audio/video.

Select to enable this feature.

You may choose to Enable or Disable this feature.
Enabling this feature allows two “channels,” or
paths on which data can travel to be combined to
increase performance in some environments.

These options are for users that wish to change the behaviour of their 802.11n wireless radio
from the standard setting, D-ink does not recommend changing these settings from the
factory default, Incorrect settings may impair the performance of your wireless radio, The
default settings should provide the best wireless radio performance in most environments.

[ Save Setkings ] [ Dan't Save Settings ] [ Reboot Now

ADVANCED WIRELESS SETTINGS

Transmit Power :

WMM Enable :

Short GI :

IGMP Shooping :

WLAN Partition :
HT20/40 Coexistence : @ Enable

D-Link DAP-1533 User Manual

30



Section 3 - Configuration

QoS

The Quality of Service (QoS) feature regulates the flow of data through the access point by assigning a priority to each packet.
It enhances your experience of wireless network usage by prioritizing the traffic of different applications. Enabling this option
allows the AP to prioritize traffic.

Enable QoS: Enable this option if you want QoS to prioritize
your traffic.

Priority by LAN There are four priority levels for all LAN ports.
Port: The priority level values assigned are LAN Port -
1 for Background, LAN Port 2 for Best Effort, | e e R e L
LAN Port 3 for VldeO, and LAN Port 4 for VOlce — different application. The DAP-1533 supports four priority levels,
(Voiceis the highest level and Background is the

lowest level) at a normal priority. Select from ENABLE QOS
the drop-down options. Enable Qos :

PORT PRIDRITY

Lan Port 1 : m
LanPort 2 : Im
Lan Port 3 : Im
LanPort 4 : [voce =]

Save Settings Don't Save Settings Feeboot Mow |

WIRELESS
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Wi-Fi Protected Setup

This feature allows you to add devices to your network using a PIN or button Press. Your devices must support Wi-Fi Protected

Setup in order to be configured by this method.

Enable: Selectto Enable this feature and add devices to
your network.

WI-FI PROTECTED
SETUP

USER LIMIT

Wi-Fi Protected Setup is used to easily add devices to a network using a PIM or button press,
Devices must support wWi-Fi Protected Setup in order to be configured by this method.

1f the PIN changes, the new PIN will be used in following Yi-Fi Protected Setup process.
Clicking on "Don't Save Settings” button will not reset the PIN,

However, if the new PIM is not saved, it wil get lost when the device reboots or loses power,

Save Sektings | Don't Save Settings | Reboot Mow |

WI-FI PROTECTED SETUP

Enable : [

Reset to Unconfigured
PIN SETTINGS

Current PIN : 47505049
Generate New PIN I Reset PIN to Default |

ADD WIRELESS STATION

Add Wireless Device with 'WPS |
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User Limit

The User Limit section allows you to set a maximum number of wireless clients that can connect to the access point.

Enable User Check the box to enable.
Limit:

User Limit Enter the maximum number of clients allowed to m

(1-32): connect to the access point.

Please Apply the settings to limit how many wireless stations connecting to AP,

Save Setbings | Don't Save Settings | Reboat Mow |

USER LIMIT SETTINGS |

Enable User Limit : [~

User Limit{1 - 32) : ID

WIRELESS
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Maintenance

Admin

This page will allow you to change the Administrator password. The administrator password has read/write access.

Password:

Verify Password:

Enter a new password for the Administrator
Login Name. The administrator can make
changes to the settings.

Enter the same password that you entered in
the previous text box in order to confirm its
accuracy.

""" ——-ﬂ#"“
'.‘_‘:'_"-:._‘ -

Enter the new password in the "Mew Password" field and again in the next field to confirm,
Click on "Save Settings" to execute the password change, The Password is case-sensitive, and
can be made up of any keyboard characters, The new password must be between 0 and 15
characters in length.

Save Settings I Don't Save Setkings | Rebookt Mow |

PASSWORD

Please enter the same password into both boxzes, for confirmation.

Password : |
Verify Password : |

ADMINISTRATION

Enable Graphical v
Authentication :

Log in to the Access Point

User Name : |ndmin .[
Password : |

Enter the correct password above and
then type the characters you see in the

picture below.
. . &05 v Regenerate I
Login I
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Save to Local
Hard Drive:

Load from Local
Hard Drive:

Restore to Factory
Default:

Reboot the Device:

System

Use this option to save the current access point
configuration settings to a file on the hard disk of
the computer you are using. First, click the Save
button. You will then see a file dialog, where you
can select a location and file name for the settings.

Use this option to load previously saved access
point configuration settings. First, click Browse to
find a previously save file of configuration settings.
Then, click the Load button to transfer those
settings to the access point.

This option will restore all configuration settings
back to the settings that were in effect at the time
the access point was shipped from the factory.
Any settings that have not been saved will be lost,
including any rules that you have created. If you
want to save the current access point configuration
settings, use the Save button above.

Note: Restoring the factory default settings will not
reset the Wi-Fi Protected Status to Not Configured.

Click to reboot the access point.

ADMIN

SYSTEM
FI LE

_ﬁh

DAP-1533 // AP SETUP ADYANCED MAINTENANCE STATUS “

SAVE AND RESTORE

Save Settings To Local Hard Drive: ..

I Browse... I
Upload Settings |
Restore To Factory Default

N Restore Device |
Settings:
Reboots The Device: oo

Load Settings From Local Hard
Drive:

The current system settings can be saved as a file onto the local hard drive. You can upload
any save settings fie that was created by the DAP-1533,

Helpful Hints...

WIRELESS
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Firmware

You can upgrade the firmware of the access point here. Make sure the firmware you want to use is on the local hard drive of
the computer. Click on Browse to locate the firmware file to be used for the update. Please check the D-Link support website
for firmware updates at http://support.dlink.com. You can download firmware upgrades to your hard drive from this site.

Browse: After you have downloaded the new firmware,
click Browse to locate the firmware update on your
hard drive. Click Upload to complete the firmware
upgrade.

Upload: Once you have a firmware update on your

computer, use this option to browse for the file and

then upload the information into the access point.

Language Pack

You can change the language of the web Ul by uploading
available language packs.

Browse: Afteryou have downloaded the new language pack,
click Browse to locate the language pack file on your
hard drive. Click Upload to complete the language
pack upgrade.

DAP-1533 // AP SETUP ADVANCED MAINTENANCE STATUS “

SYSTEM
TIME
L3 ¢ CHECK

SCHEDULES

There may be new firmware for your DAP-1533 to improve functionality and performance.
Click here to check for an upgrade on our support site.

After you have download the new firmware file from our support site, dlick the Browse button
below to find the firmware file on your local hard drive. Click the Upload button to update the
firmware on the DAP-1533

Do not update firmware through wireless network!!

FIRMWARE INFORMATION

Date: Mon, 22 Aug 2011

Current Firmware Version : 1.00
Current Language Pack Version: No Language Pack

Remove Language Pack:  Remove

Check Online Now for Latest Firmware Version:
FIRMWARE UPGRADE

Note: Some firmware upgrades reset the configuration options to the factory
defaults. Before performing an upgrade, be sure to save the current configuration
from the Maintenance — System screen.

To upgrade the firmware, your PC must have a wired connection to the access
point. Enter the name of the firmware upgrade file, and click on the Upload button.

Upload :

LANGUAGE PACK UPGRADE

Erowse. .

Upload :

Helpful Hints...

Frmware Updates:
Firmware updates are
released periodically to
improve the
functionality of your
Access Point and also
to add features. If you
run into a problem
with a specific feature
of the Access Point,
check our support site
by dicking on the Click
here to check for an
upgrade on our
support site link and
see if an updated
firmware i avaiable for
your Access Point.
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Time
The Time Configuration option allows you to configure, update, and maintain the correct time on the internal system clock.
From this section you can set the time zone that you are in. Daylight Saving can also be configured to automatically adjust the

time when needed.

Time Zone: Select your Time Zone from the drop-down

Daylight Saving: To select Daylight Saving time manually, click
the Enable Daylight Saving check box. o Helpful Hints:..
The Time Configuration option alows you to configure, update, and maintain the carrect time Swt?m‘_-.T;imE
Enable NTP NTP is short for Network Time Protocol. NTP e NTH (Natwar Time roAmec Savar, DGt Sovr s 350 B2 Confures o sopnt
Server: synchronizes computer clock timesin a network ECEC
of computers. Check this box to use a NTP ESECSMNN  soosetng: | oootswossns | Rebacttiow |
server. This will onIy connect to a server on the TIME CONFIGURATION
Internet, not a local server. Time @ Tusday, Ly 19, 2011 3:50:37 M
Time 2one : [{GMT-08:00) Pacffic Tims (US/Canada), Tijuana =1l
NTP Server Used: Select the NTP server from the drop-down i::::ah[:a;:::;?:f::z Il:lo_o_l
menu and then click Update Now. Month Week Day of Week Time

Daylight Saving Dates : DST Start [mar =] [3rd =] [sun =] [1am =]

DsTEnd [rov =] [zrd =] [5un =] Jram =]

Set the Time and To manually input the time, enter the values
Date Manually: in these fields for the Year, Month, Day, Hour,
Minute, and Second and then click Save

Settings. You can also click the Copy Your

Computer’s Time Settings button at the FIEV TDE BATE D T FRRIIELLT

bottom of the screen.

AUTOMATIC TIME CONFIGURATION

Enable NTP Server : [~
NTP Server Used : | << | Select MTP Server 2

Date And Time : Year [2011 =] Month [Jan =] Day  [13 =]

Hour [o3 =] Minute [s9 o Second 13 =] [am =]

Copy Your Computer's Time Settings |

WIRELESS
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System Check

This section Ping Tests by sending ping packets to test if a computer on the internet is running and responding.

Ping Test / The Ping Test / IPv6 Ping Test is used to send
IPv6 Ping Test: Ping packets to test if a computer is on the
Internet. Enter the host name or IP/IPv6 address

that you wish to Ping, and click Ping.

Plng ReSUIt: The resu lts Of your p In g attem pts wi ” be RE Fing Test sends "ping" packets to test a computer on the Internet,
displayed here. P

SYSTEM CHECK PING TEST

Host Name or IP Address : |

IP¥6 PING TEST

Host Name or IPv6 Address: |

PING RESULT

Enter a host name or IP address above and click "Ping"

WIRELESS
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Schedules

Name: Enter a name for your new schedule.

Days: Select a day, a range of days, or All Week to
include every day.

Time: Enter a start and end time for your schedule.
Schedule Rules Thelist of schedules will be listed here. Click the

List: Edit icon to make changes or click the Delete
icon to remove the schedule.

SCHEDLLES

WIRELESS

The Schedule configuration option is used to manage schedule rules for wireless Lan control
features.

ADD SCHEDULE RULE

Name :
Day(s) : & allweek 0 Select Day(s)
7 sun ™ Mon ™ Tue ™ wed IT Thu 7 Fri [T sat
AllDay -24hes: [

Time format : |24-h0ur vl

Start Time : (hour:minute)

|nn : |nn |AM vl
End Time : IDD . IDD IAM vl (hour:minute)
Save |

Clear |

SCHEDULE RULES LIST :

Name Day(s) Time Frame
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Status
Device Info

This page displays the current information for the DAP-1533. It will display the LAN and wireless LAN information.

General: Displays the access point’s time and firmware

version.

-mﬁ_

LAN: Displays the MACaddress and the private (local)
IP settings for the access point.

Al of your Internet and network connection detais are displayed on this page. The firmware
version is also displayed here.

Wireless LAN: Displays the wireless MAC address and your

wireless settings such as SSID and Channel.

Time : Tuesday, July 19, 2011 2:17:12 AM
Firmware VYersion : 1.00, 22, Jul, 2011

MAC Address : 00:18:E7:95:5E:7C
Connection : Dynamic IP
IP Address : 192,163.0.101
Subnet Mask : 255.235.255.0
Gateway Address : 192.168.0.1

WIRELESS LAN

MAC Address : 00:18:E7:95:5E:7C
Network Name {SSID) : dlink
Channel : 1
Security Mode : Disable
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Logs

The access point automatically logs (records) events of possible interest in its internal memory. If there isn’t enough internal

memory for all events, logs of older events are deleted, but logs of the latest events are retained. The Logs option allows you
to view the access point logs.

Log Options: There are two types of logs that can be viewed:
System Activity, Debug Information, Attacks,
Dropped Packets and Notice.

B o | | s | oo DT o
Apply Log Settings Click to apply the log type settings you chose. . wes '
Use this option to view the device logs, You can define what types of events you want to view

nOW: STA 5 and the event levels to vigw.

LOG OPTIONS

Log Type : [¥ Systern Activity " Debug Information W attacks
™ Dropped Packets W haotice

First Page: Click to view the first page.

Last Page: Click to view the last page. topyiog sirgrion |
Previous: Click to view the previous page. Frapage | Lestpege | preinc | Met | e | saveloo |

Refresh |
1/2
Time Message
Jul 1902:15:12  klogd started: BusyBox v1.01 (2011.07.14-09:06+0000)
Jul 1902:15:02  Lease of 192.168.0.101 ohtained, lease time 604500

Clear: Delete all of the log content. W1S021502  Sereling discover...

Jul 19 02:15:02  DHCP client start.

Next: Click to view the next page.

Jul 19 02:15:02  [Initialized, firmware version: 1.00MA ]

Save Log: Click the Save button to save the access point log W 19021500  Brifge frewaling registered
ul 19 02:15:00
ﬁ |e to you r CompUter' l 1902:15:00  0x000000720000-0x0000007f0000 @ MAC
1l 1902:15:00  0x0000007b0000-0x000000720000 ¢ LANG
1l 1902:15:00  0x000000030000-0x0000007b0000 & linuxt

Refresh: Click to refresh the information on this page.

D-Link DAP-1533 User Manual 41



Section 3 - Configuration

Statistics

The Statistics page displays all of the LAN and Wireless packets transmit and receive statistics.

TX Packets: The total number of packets sent from the access
point. - ———_

RX Packets: The total number of packets received by the access - fov..... | R I e -
point. el mamosTatisTcs A

Traffic Statistics display Receive and Transmit packets passing through your router,

TX Packets Displays the number of packets that were dropped 4= | BT

Dropped: while sending, due to errors, collisions, or access an

point resource limitations.

Sent : 6210 Received : 3627
TX Packets Dropped : RX Packets Dropped :
Collisions : Errors :
RX Packets Displays the number of packets that were dropped WIRELESS STATISTICS
Dropped: while receiving, due to errors, collisions, or access Sent : Received :

TX Packets Dropped : R¥ Packets Dropped :
Collisions : Errors :

point resource limitations.

TX Bytes: Displays the number of bytes that were sent from
the access point.

RX Bytes: Displays the number of bytes that were received
by the access point.
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Setup
Advanced
Maintenance
Status

SETUP

« Setup Yizard
= Wireless Setun
» Lan Setupn

ADYANCED

» MAC Address Fiter
e pAdvanced Wirgless
-
.

rotected Setup
Llser Limit

MAINTENANCE
Adrmin

.
= Systermn

= Fitrnware
= Time

* Schedules

STATUS

Device Info
Logs
Statistics
Wirelass
IS
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Configuration for Bridge Mode

This section will show you how to configure your new D-Link wireless MediaBridge using the web-based configuration utility.

Web-based Configuration Utility

To access the configuration utility, open a web-browser
such as Internet Explorer and enter http://dlinkap or enter
192.168.0.50 in the address field. File Edit ‘iew Favorites Tools  Help

Qe - () - [x] [2] (] j) oot
Note: You must include http:// in order to connect to the _ 2
web browser. Address €] http://dinksp [~ o

A D-Link - Microsoft Internet Explorer

Select Admin from the drop-down menu and then enter
your password. Leave the password blank by default. 1T T

User Hame :

Password :

[ togn |
If you get a Page Cannot be Displayed error, please refer to =

the Troubleshooting section for assistance.
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Setup Wizard

This wizard is designed to assist you in configuring the wireless settings for your bridge. It will guide you through
step-by-step instructions on how to setup your wireless network.

If you would like to utiize our easy to use web-based wizard to assist you in connecting your
DAP-1533 to the wireless network, click on the button below:,

Cl iC k La u nCh Wi TEIESS Setu p Wiza rd . Launch Wireless Setup ‘Wizard |

Note: Some changes made wsing this Setup Wizard may require you to change some settings
on your wirgless client adapters so they can still connect to the D-Link Access Point,

WIRELESS

Click Next to continue with the wizard setup.

This wizard is designed to assist you in your wireless network setup, It wil guide you through step-by-step
instructions on how to set up your wireless network and how to make it secure,
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Select WPS configuration if you want to use Wi i - e RRBEREI

Protected Setup.

Please select one of the folowing configuration methods and dick next to confinue,

If you want to set up your network manually, skip to page ) WPS - Select this option if vour wirsless device supports WPS (Wi-Fi Protected Setup)
47.

O Manual ~ Select this option if you want to setup your network manually

Click Next to continue. [ Prey ] [ Mk ] [ Cancel ]

Press down the WPS Button on the wireless device you S TATREREGMI

are adding to your network to complete the setup.

Please press down the Push Button (physical or virtual) on the wirgless
device you are adding to your wirgless network within 115 seconds ..
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Select Manual configuraton to set up your network R RRATATETEO M

manually.

Fleaze select one of the following configuration methods and dick next to continue,
Click Next to continue. O WPS - Selact this option if your wirsless device supports WRS (Wi-Fi Protected Setup)

) Manual - Select this option if you want to setup your network manually

[ Presy ] [ Mk ] [ Canicel ]

Please wait while your device scans for an available
Network.

Scanning &vailable Metwork...

If you clicked on Site Survey, the following screen will

be displayed.
. . . SSID BSSID Charnnel Type Encrypt Signal  Select

Select your wireless router or access point from the list varila SCOSSBROORSL  1E4GH) o WER/OPEN %4 O
. . wanilla 00:24:01:AB:CD:E9 1(B+3) AP WEPOPEN o1 -
and click Connect to com plete the Setup Wizard. varilla 00:24:01:4B:C7:C9 1(B+G) &P WEPJOPEN 94 O
Chocolate 06: 1C:F0:6E:AF: 24 2(B+GH) AP MNOME{OPEN o4 »
wishfi 00:24:0L:7AET: 44 B(B+GHN) &P WEP/OPEN 47 O
wanilla 00:24:01:AB:CE:09 6(E+G) AP WEROPEN =21 »
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Based on the wireless router or AP device you are

connecting to, select the Security Mode which applies.

Click Next to continue.

If you choose WEP, enter the wireless security password
and click Next to complete the Setup Wizard.

Click Finish to connect to the wireless device.

Please salect the wireless security mode.

() None
(5 WEP

) Auto{WPA or WPAZ)

[ Prey ] [ Mext ] [ Cancel ]

Please enter the wireless password to establish wirgless connection,

Password Type: |64Bit (10 hex digits) =

Password: |

The wireless setup wizard has cormpleted,
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Select Auto (WPA or WPA2) and click Next to continue.

Flease select the wireless security rmode,

) None
) WEP
(&) Auto{WPA or WRAZ)

[ Prev ] [ Mext ] [ Cancel ]

Enter the WPA/WPA2 Personal Passphrase and click  |EeiauR A

Next to establish wireless connection.

Click Finish to complete the setup.

Please enter the WPA/WPAZ-Auto personal passphrase to establish wireless connection.

WPA/WPA?2 Personal Passphrase : | | (8 to 63 characters)

[ Prewv ] [ Mext ] [ Exit ]

The wireless setup wizard has completed.
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Wireless Setup
2.4 GHz

Wireless Type: Select Infrastructure or Ad-Hoc from the drop-down

menu.
" _—_——”:
Wireless When you are browsing for available wireless
Network networks, this is the name that will appear in the list (o
Name: (unless Visibility Status is set to Invisible, see below).
. . . Use this section to configure the wireless settings for your D-Link Access Point. Please note
Th|S name Is aISO referred tO as the SSI D FOI’ secu rlty LA SETUR that changes made on this section may also need to be duplicated on your wireless clients and
op . . — "
purposes, it is highly recommended to change from
the pre'conﬁgured network name' [ Save Setkings } [ Don't Save Settings ]
:
Wireless Displays 2.4GHz. wireless Type: nfrastrucre [V
Ba nd: wireless Network Name :  dink '(Alsu called the SSID)

Band - z4e ]

Wireless Mode : | Mixed 502.11n, 802.11g.and 802.11b |

Wireless Choose the wireless mode you would like to use.

wireless Channel :

Mode: Channel Width : j

. .
Wireless The Auto Channel Scan setting can be selected to —
Channel: allow the DAP-1533 to choose the channel with the MAC Source: [

least amount of interference. MaC Addres: |

Channel Select the Channel Width:
Width: Auto 20/40 - Select if you are using both 802.11n and non-802.11n wireless devices.
20MHz - Select if you are not using any 802.11n wireless clients.

Wireless This feature allows you to clone the wireless MAC address to connect the device.
MAC Clone:

Enable: Select to enable Wireless Mac Clone.

MAC Enter the desired MAC address connected to your bridge to enable the clone function.
Address:
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Wireless Setup
5 GHz

Wireless Select Infrastructure or Ad-Hoc from the drop-down
Type: menu.

Wireless When you are browsing for available wireless

isi : : -L_JIHL;ﬂ;JIﬁﬂﬂllﬁﬁﬁllﬂﬁﬂlllﬁll
Network networks, this is the name that will appear in the list 533 [foros
Name: (unless Visibility Status is set to Invisible, see below). | T ——

. . . Use this section to configure the wireless settings for your D-Link Access Point. Please note
Th|S nameIs aISO referred tO as the SSI D. For secu rlty LaN SETUP that changes made on this section may also need to be duplicated on your wireless clients and

[BiE,

purposes, it is highly recommended to change from
the pre-configured network name.

[ Save Settings l l Don't Sawe Settings ]

WIRELESS NETWORK SETTINGS i

Wi re I ess D i S p | ays 5 G H Z. wireless Type: |Infrastructure . Site Survey
Band: Wireless Network Name @ |dink (&lso called the S5ID)

Band :

Wireless Mode :  |Mixed 802.11n and 802.11a [

Wireless Choose the wireless mode you would like to use. wheloss Chaririels |3

Mode: Channel Width : [ uto 2040 Hre [v]

.
Wireless The Auto Channel Scan setting can be selected to codl: B

Channel: allow the DAP-1533 to choose the channel with the MAC Source:
least amount of interference. MAC Addres:

Channel Select the Channel Width:
Width: Auto 20/40 - A feature that enables Wi-Fi CERTIFIED n products that operate with 40 MHz channels in the 2.4 GHz frequency band to
sense other Wi-Fi devices in the channel and coordinate a switch to the default mode of 20 MHz channels. Wi-Fi CERTIFIED n devices
that support 40 MHz channels in 2.4GHz must include support for this optional feature.

40MHz - A mode of operation in which two “channels,” or paths on which data can travel, are combined to increase performance in
some environments. In the 2.4 GHz frequency band, Wi-Fi CERTIFIED n products are configured to operate using 20 MHz channels
by default, and must employ coexistence mechanisms to help ensure that the device defaults to 20 MHz operation when sharing
the frequency with other Wi-Fi networks. In the 5 GHz frequency band, interference is not an issue, so coexistence mechanisms are
not required.
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Wireless This feature allows you to clone the wireless MAC address to connect
MAC the device.
Clone:

Enable: Select to enable Wireless Mac Clone.

MAC Enter the desired MAC address connected to your bridge to enable the clone function.
Address:
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LAN Settings

Static

This section will allow you to change the local network settings of the bridge and to configure the Static settings.

Device Name:

LAN Connection
Type:

IPv4 Address:

Subnet Mask:
Default Gateway:
Primary DNS
Server:

Secondary DNS
Server:

My IPv6
Connection:

Enter the Device Name of the AP and click Next to
continue. Itisrecommended to change the Device
Name if there is more than one D-Link device within
the subnet.

Use the drop-down menu to select Static IP if
your ISP assigned you the IP address, subnet
mask, gateway, and DNS server addresses. Select
Dynamic IP (DHCP) to automatically assign an
IP address to the computers on the LAN/private
network.

Enter the IPv4 address assigned by your ISP.

Enter the Subnet Mask assigned by your ISP.

Enter the Gateway assigned by your ISP.

Enter the primary DNS server IP address.

Enter the secondary DNS server IP address.

Select the mode you would like the router to use to
connect to the IPv6 Internet from the drop-down
menu.

LAMN SETUP

Helpful Hints.

Use this section to configure the intemnal network settings of your AP, 8 Name
Device: Name allows you to configure this device mare asily when your network Lsing TCR/IP

protocal, You can enter the device name of the AP into your web browser to access the

instead of IP address for configuration, Recommend to change the device name if there're

mare than one D-Link devices within the subnet.

Save Settings Dont Save Settings

Device Mame allows you to configure this device more easily. You can enter “http ) "device
name” into your web broswer instead of 1P address for configuration, (Default: http:/fdlinkap)

Device Name @ |dlinkap

LAN IPV4 CONNECTION TYPE

Choose the IPv4 mode to be used by the Access Point.

My LAN Connection is : | Static P -

STATIC IP ADDRESS LAN CONNECTION TYPE

Enter the static address Information

IP Address : W

Subnet Mask : W
Gateway Address : W
Primary DNS Server : W
Secondary DNS Server : lmn—

LAN IPv6 CONNECTION TYPE

Choose the IPv6 mode to be used by the Access Point.

My IPv6 Connection is @ |Link-local only -

LAN IPv6 ADDRESS SETTINGS

Use this section to configure the internal network setings of your AP, The LAN IPvé Link-Local
Adderess is the IPvG Address that you use to access the web-based management interface,

LAN IPv6 Link-Local Address : FESD::218:E7FF:FEQ5:5E7C/ 64

WIRELESS
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Dynamic

LAN Connection Select DHCP to automatically obtain an IP address
Type: on the LAN/private network.

=g this section to configure the internal netwaork settings of your AP,

Device Mame allows you to configure this device maore easily when your network using TCP/TP
protocal, You can enter the device name of the AP into your web browser to access the
instead of IP address for configuration. Recormmend to change the device narme if there're
more than one D-Link devices within the subnet,

Save Settings Don't Save Settings

DEVICE NAME

Device Marme allows you to configure this device more easily, You can enter “httpe [ device
narme" into your web broswer instead of IP address for configuration. (Default: http:/fdinkan)

Device Name :  |dirkap

LAN IPY4 CONNECTION TYPE

Choose the IPv4 mode to be used by the Access Point.

My LAN Connection is © |Dynamic IF (DHCF) =
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Advanced
Advanced Wireless

This section allows uses to change the LAN Settings. We do not recommend changing these settings from the factory default.

HT20/40 You may choose to Enable or Disable this
Coexistence: feature. Enabling this feature allows two
“channels,” or paths on which data can travel to

be combined to increase performancein some  [oar.ssso R RGN~ [ AT B
environments. owmewmarss o

These options are for users that wish to change the behaviour of their 802.11n wireless radio Advanced Wireless:
from the standard setting. D-link does not recommend changing these settings from the It is recommended
factory default. Incorrect settings may impair the performance of your wireless radio. The tl leave these
default settings should provide the best wireless radio performance in most environments. options ir default
values. Adjusting them
Save Settings Don't Save Settings could negatively

[ e ] [ e ] impact the

ADVANCED WIRELESS SETTINGS \
h

Transmit Power : 100% ~
HT20/40 Coexistence : @ Enable ) Disable
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QoS

The Quality of Service (QoS) feature regulates the flow of data through the access point by assigning a priority to each packet.
It enhances your experience of wireless network usage by prioritizing the traffic of different applications. Enabling this option
allows the AP to prioritize traffic.

Enable QoS: Enable this option if you want QoS to prioritize

your traffic. ”’—"!x

DAP- K //Bn'd_ge SETUP ADYANCED MAINTENANCE STATUS HELP

TRELE:

Priority by LAN There are four priority levels for all LAN ports. The
Port: priority level values assigned are LAN Port 1 for
QoS stands for Quality of Service for Wireless Inteligent Stream Handling, a technology
BaCkgrOU nd, LAN POI‘t 2 fOI‘ Best EffOl‘t, LAN Port developed to enhance the experience of using a wireless network by prioritizing the traffic of
3 for Video and LAN Port 4 for Vo|ce (Voice |S the different application. The DAP-1533 supports four priority levels.
(]
highest level and Background is the lowest level)
at a normal priority. Select from the drop-down
options.

Save Settings | Don't Save Settings |

ENABLE QOS

Enable QoS : [

PORT PRIDRITY

LanPort 1: [veice o]
LanPort 2 : [voice o]
LanPort 3: [woce o]
LanPort 4 : [voce o]
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Maintenance

Admin

This page will allow you to change the Administrator password. Admin has read/write access.

Password:

Verify Password:

Enter a new password for the Administrator
Login Name. The administrator can make
changes to the settings.

Enter the same password that you entered in
the previous textbox in order to confirm its
accuracy.

Enter the new password in the "MNew Password” field and again in the next field to condirm.
Click on "Save Settings” to execute the password change. The Password is case-sensitive, and
can be made up of any keyboard characters. The new password must be between 0 and 15
characters in length.

Save Settings | Don't Save Settings |

PASSWORD

Please enter the same password into both boxes, for confirmation.

Password : |
Verify Password : |

ADMINISTRATION

Enable Graphical r
Authentication :
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Save Settings To
Local Hard Drive:

Load From Local
Hard Drive:

Restore To
Factory Default:

Reboot The
Device:

Use this option to save the current access point
configuration settings to a file on the hard disk of
the computer you are using. First, click the Save
button. You will then see a file dialog, where you
can select alocation and file name for the settings.

Use this option to load previously saved access
point configuration settings. First, use the Browse
control to find a previously save file of configuration
settings. Then, click the Load button to transfer
those settings to the access point.

This option will restore all configuration settings
back to the settings that were in effect at the time
the access point was shipped from the factory.
Any settings that have not been saved will be lost,
including any rules that you have created. If you
want to save the current access point configuration
settings, use the Save button above.

Click to reboot the bridge.

ADMIN

SYSTEM

SAVE AND RESTORE -

Save Gettings To Local Hard Drive: .. |

The current systemn settings can be saved as a file onto the local hard drive. You can upload
ary sawve settings file that was created by the DAP-1533.

Load Settings From Local Hard l—
Drive: Browse...
Upload Settings |
Restore To Factory Default

fault _ Restoebovie |
Settings:
Reboots The Device: | popoqr

Savi
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Firmware

You can upgrade the firmware of the access point here. Make sure the firmware you want to use is on the local hard drive
of the computer. Click on Browse to locate the firmware file to be used for the update. Please check the D-Link support site
for firmware updates at http://support.dlink.com. You can download firmware upgrades to your hard drive from the D-Link

support site.

Browse: After you have downloaded the new firmware,
click Browse to locate the firmware update on
your hard drive. Click Upload to complete the
firmware upgrade.

Upload: Once you have a firmware update on your
computer, use this option to browse for the file
and then upload the information into the bridge.

Language Pack

You can change the language of the web Ul by uploading
available language packs.

Browse: After you have downloaded the new language
pack, click Browse to locate the language packfile
on your hard drive. Click Upload to complete the
language pack upgrade.

There may be new firmware for your DAP-1533 to improve functionality and performance.
Click here to check for 3n upgrade on our support site.

After you have download the new firmware fle from our support site, dick the Browse button
below to find the firmware file on your local hard drive. Click the Upload button to update the
firmware on the DAP-1533

Do not update fir through wireless network!!

FIRMWARE INFORMATION

Current Firmware Version : 1.00
Current Language Pack Version: No Language Pack

Date: Mon, 22 Aug 2011

Remove Language Pack:  Femove

Check Online Now for Latest Firmware Version:

FIRMWARE UPGRADE

Note: Some firmware upgrades reset the configuration options to the factory
defaults. Before performing an upgrade, be sure to save the current configuration
from the Maintenance — System screen.

To upgrade the firmware, your PC must have a wired connection to the access
point. Enter the name of the firmware upgrade file, and click on the Upload button.

Upload :

LANGUAGE PACK UPGRADE
Upload :

Helpful Hints...

Frmware Updates:
Firmware updates are
released periodically to
improve the
functionality of your
Access Point and also
to add features. If you
run into a problem
with a specific feature
of the Access Point,
check our support site
by dlicking on the Click
here to check for an
upgrade on our
support site link and
see if an updated
firmware is avaiable for
your Access Point.
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Time

The Time Configuration option allows you to configure, update, and maintain the correct time on the internal system clock.
From this section you can set the time zone that you are in. Daylight Saving can also be configured to automatically adjust the
time when needed.

Time Zone: Select the Time Zone from the drop-down menu.

Enable Daylight To select Daylight Saving time manually, click the
Saving: Enable Daylight Saving check box. Next use the
drop down menu to select a Daylight Saving Offset

and then enter a start date and an end date for _ - - _
The Time Configuration option allows you to configure, update, and maintain the correct time

da || ht saving time. an the internal system dack. Fram this section you can set the time zane that you are in and
y g g set the NTP (Metwoark Time Protocol) Server, Davlight Saving can also be configured to adjust
the time when needed

Automatic Time Click the check box to enable the device to savesttigs | Dontsavesettigs |
Configuration: automatically synchronize with a D-Link NTP
Server. NTP stz?nds for Network Tlme-Proto-col. Time : Tuesday, iy 13, 2011 2410 4
NTP synchronizes computer clock times in a Time Zone : [GHT-0:00) Padiic Time (U5jCanada), Tisena H
network of computers. This will only connect Enable Daylight Saving : I
Daylight Saving Dffset : |+1:DD vl
to a server on the Internet, not a local server. " _
onth  Week Day of week Time
Daylight Saving Dates : DST Start [Mar =] [3rd =] [5un 2] [1am 2]
DSTEnd [mov | J2nd 2 [5un 2] e |
NTP Server Used: Enterthe NTP server or select one from the drop PP —————
down menu. Enable NTP Server : [~

TIME CONFIGURATION

NTP Server Used : | <« |Select NTP Server 7]

SET THE DATE AND TIME MANUALLY

Set the date and To manually input the time, enter the values in
time manually: these fields for the Year, Month, Day, Hour, Minute,
and Second and then click Save Settings. You can Date And Time : ear [2011 =] Month [an =] Day |15 =]
also click the Copy Your Computer’s Time Settings Hour [0z <] wanute [e1 =] second [os =] [av <]
button at the bottom of the screen. chi e
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Status

Device Info
This page displays the current information for the DAP-1533. It will display the LAN and wireless LAN information.

General: Displays the access point’s time and firmware
version.
LAN:

Displays the MAC address and the private (local) IP
settings for the access point. oeeworwnoy

Al of your Tnternet and network connection detals are displayed on this page. The firmware
=1 wersion is also displaved here,

Wireless LAN:
Displays the wireless MAC address and your wireless

settings such as SSID and Channel. '

Time : Tuesday, July 19, 2011 2:41:51 &M
Firmware ¥ersion : 1.00, 22, Jul, 2011

MAC Address : 00:18:E7:95:5E:7C
Connection : Dynamic IP
IP Address : 192.168.0.101
Subnet Mask : 255.255.255.0
Gateway Address : 192,163.0.1

WIRELESS LAN

MAC Address : 00:183:E7.95:5E:7C
Network Name {SSID) @ dlink
Channel : 4
Security Mode : Disable

WIRELESS
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Logs

The access point automatically logs (records) events of possible interest in its internal memory. If there isn’t enough internal
memory for all events, logs of older events are deleted, but logs of the latest events are retained. The Logs option allows you
to view the access point logs. You can define what types of events you want to view and the level of the events to view. This

access point also has external Syslog Server support so you can send the log files to a computer on your network that is running
a Syslog utility.

Log Options: There are two types of logs that can be viewed:
System Activity, Debug Information, Attacks, B )2 K1l €

Dropped Packets and Notice. -
B o] s | oo | oo I v
Apply Log Settings Click to apply the log type settings you chose. DEVICE INFO e

now: Lse this option to view the device logs. You can define what types of events you want to view
A o] and the event levels to view,

First Page: Click to view the first page.

Log Type : ¥ System Activity ™ Debug Information W Attacks
. . . ™ Dropped Packets ¥ Notice
Last Page: Click to view the last page. oty cmstion |
Previous: Click to view the previous page.
First Page | Last Page | Prewious | Mexk | Clear | Save Log |
. N Refresh
Next: Click to view the next page. w—'

Time Message

Clear. Delete a” Of the |og Content Jul 19 02:15:12  klogd started: BusyBox v1.01 (2011,07,14-09;06+0000)

Jul 19 02:15:04  Lease of 192,168.0,101 obtained, lease time 604800
Jul 19 02:15:04  Sending discover. ..

Save Log: Click the Save button to save the access point log _____
file to your computer.

Refresh: Click to refresh the information on this page.
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TX Packets:

RX Packets:

TX Packets
Dropped:

RX Packets
Dropped:

TX Bytes:

RX Bytes:

Statistics

The Statistics page displays all of the LAN and Wireless packets transmit and receive statistics.

The total number of packets sent from the access
point.

The total number of packets received by the access
point.

Displays the number of packets that were dropped
while sending, due to errors, collisions, or access
point resource limitations.

Displays the number of packets that were dropped
while receiving, due to errors, collisions, or access
point resource limitations.

Displays the number of bytes that were sent from
the access point.

Displays the number of bytes that were received
by the access point.

STATISTICS

SETUP ADYANLCED MAINTENANCE STATUS “

Traffic Statistics display Receive and Transmit packets passing through your router,

Clear Statistics I

Refresh Statistics |

LAN STATISTICS

Received : 7168
RX Packets Dropped :

Errors :

Sent :
TX Packets Dropped :
Collisions :

10841

WIRELESS STATISTICS

Received :
RX Packets Dropped :
Errors :

Sent :
TX Packets Dropped :

Collisions :

Helpful Hints...
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Setup
Advanced
Maintenance
Status

SETUP

o Setup Wizard
o Wireless Setup
s Lan Setup

ADVANCED

MaC Address Fiter
Advanced Wireless

i-FI Protected Setup

-
-
.
e Lser Limit

MAINTENANCE

Adrnin
System
Firrnware
Tirme
Schedules

STATUS

Device Info
Logs
Statistics
Wireless
IPVE
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Wireless Security

This section will show you the different levels of security you can use to protect your data from intruders. The DAP-1533 offers
the following types of security:

« WPA2 (Wi-Fi Protected Access 2) « WPA2-PSK (Pre-Shared Key)
« WPA (Wi-Fi Protected Access) « WPA-PSK (Pre-Shared Key)

What is WPA?

WPA, or Wi-Fi Protected Access, is a Wi-Fi standard that was designed to improve the security features of WEP (Wired Equivalent
Privacy).

The 2 major improvements over WEP:

- Improved data encryption through the Temporal Key Integrity Protocol (TKIP). TKIP scrambles the keys using a
hashing algorithm and, by adding an integrity-checking feature, ensures that the keys haven't been tampered
with. WPA2 is based on 802.11i and uses Advanced Encryption Standard (AES) instead of TKIP.

- User authentication, which is generally missing in WEP, through the extensible authentication protocol (EAP).
WEP regulates access to a wireless network based on a computer’s hardware-specific MAC address, which is
relatively simple to be sniffed out and stolen. EAP is built on a more secure public-key encryption system to
ensure that only authorized network users can access the network.

WPA-PSK/WPA2-PSK uses a passphrase or key to authenticate your wireless connection. The key is an alpha-numeric password
between 8 and 63 characters long. The password can include symbols (17*&_) and spaces. This key must be the exact same key
entered on your wireless bridge or access point.

WPA/WPA?2 incorporates user authentication through the Extensible Authentication Protocol (EAP). EAP is built on a more
secure public key encryption system to ensure that only authorized network users can access the network.
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Configure WPA/WPA2

Itis recommended to enable encryption on your wireless access point before your wireless network adapters. Please establish
wireless connectivity before enabling encryption. Your wireless signal may degrade when enabling encryption due to the
added overhead.

1. Log into the web-based configuration by opening a web browser

and entering the IP address of the access point (192.168.0.50). Click
on Setup and then click Wireless Settings on the left side.

Security Mode : |Enable WA Wireless Security (enhanced) ;l

2. Next to Security MOde SeCtionl SeIeCt Enable WPA Wireless WPAMWPAZ requires stations to use high grade encryption and authentication.
Security (enhanced) from the drop-down menu. Cipher Type : [ATTomar /e ]
PSK / EAP : [pax =]
3. Next to Cipher Type, select TKIP, AES, or Auto (TKIP/AES). Network Key : |

{B~63 ASCII or 64 HEX)

4. Next to PSK/EAP, select either PSK or EAP.

. Enable : [
5. Next to Network Key, enter a key. The key is entered as a passphrase WiF Protected Setup + Ensbled { Not confured

in ASCII format at both ends of the wireless connection. The ettt |

passphrase must be between 8-63 characters. PIN : 17616478

Reset PIN to Default | Generate Mew PIN

6. Click Save Settings at the top of the window to save your settings.
If you are configuring the access point with a wireless adapter, you )
will lose connectivity until you enable WPA-PSK on your adapter
and enter the same passphrase as you did on the access point.
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Connect to a Wireless Network

Using Windows® 7

It is recommended to enable wireless security (WPA/WPA2) on your access point before configuring your wireless adapter. If

you are joining an existing network, you will need to know the security key or passphrase being used.

1. Click on the wireless icon in your system tray (lower-right corner).

2. The utility will display any available wireless networks in your area.

[z

[,

Wireless Icon

Mot connected

I:E[LI] Connections are available

Wireless Network Connection
dlink

kay2690_24

AllenH DIR-655

SD6_WLAN

DAP-2690g

wpstestl

BEIQ633304WPAZ

Eddie_APMNAS

+

-~

o
M
M
21
|
L
o
"

Open MNetwork and Sharing Center

»

m
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Section 5 - Connecting to a Wireless Network

3. Highlight the wireless network (SSID) you would like to connect
to and click the Connect button.

If you geta good signal but cannot access the Internet, check your
TCP/IP settings for your wireless adapter. Refer to the Networking
Basics section in this manual for more information.

4. The following window appears while your computer tries to
connect to the router.

Mot connected -
I:EIIH Connections are available 3
Wireless Metwork Connection ~
dlink A |
[V] Connect automatically

- kay2690_24 - 1.1'“]“
james2690g 1.__111
ALPHA M
dlink 888 1.11!?
SD6_WLAN "
DAP-2890qg | |

Open Metwork and Sharing Center

S

7;# Connect to a Network

Getting information from dlink..

o ——— |
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5. Enter the same security key or passphrase that is on your access
point and click Connect. You can also connect by pushing the
WPS button on the router.

It may take 20-30 seconds to connect to the wireless network. If the
connection fails, please verify that the security settings are correct.
The key or passphrase must be exactly the same as on the wireless
router.

@' Connect to a Network ﬁ
Type the network security key
Security key: |
[T Hide characters
You can also connect by pushing the
—wr  button on the router,
-

|
\ T — - — ——
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Connect to a Wireless Network
Using Windows Vista®

Windows Vista® users may use the convenient, built-in wireless utility. Follow these instructions:

From the Start menu, go to Control Panel, and then click on - 7
Network and Sharing Center. -

Network and Sharing Center

Wiew full map

Ay | ;" —x— @
Internet

WIFL-PC Multiple networks
(This computer)

BLs D-Link (Public network)
-

Customize

Access Local only
Connection ‘Wireless Metwork Connection 2 (D-Link) View status

1! Signal strength: Excellent

_BS¢ Unidentified network (Public network)
Access Local only

Connection Local Area Connection

\# Sharing and Discovery
Metwork discowes ry
File sharing

Public folder sharing

The utility will display any available wireless networks in your
area. Click on a network (displayed using the SSID) under Select a

network to connect to and then click the Connect button. Se'e“”i““”km“”m -
Show |All - +5

ﬁ D-Link Unsecured network !!!!!

== Name: D-Link

Signal Strength: Excellent
Security Type: Unsecured
Radio Type: 802.11g
SSI0: D-Link

Set up a connection or network
' Open Network and Sharing Center

| e | |
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Click Connect Anyway to continue.

The utility will display the following window to indicate a
connection is being made.

The final window indicates the establishment of a successful
connection.

The next two pages display the windows used to connect to either
a WEP or a WPA-PSK wireless network.

D-Link is an unsecured network

g nnect Anywa:

Information sent over this network might be visible to others.

% Connect to a different network

Connecting to D-Link

N

[T Start this connection automatically
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Configure Security

It is recommended to enable wireless encryption on your wireless bridge or access point before configuring your wireless
adapter. If you are joining an existing network, you will need to know the security key being used.

Select a network to connect to and then click the Connect button.

Enter the appropriate security key or passphrase in the field
provided and then click the Connect button.

Select a network to connect to

Show [All -
v o :
_’l. D-Link Security-enabled network i

Name: D-Link
Signal Strength: Excellent
Security Type: WPA-PSK
Radio Type: 802119
SSID: D-Link

Type the network security key or passphrase for D-Link

The person who setup the network can give you the key or passphrase.

[ Display characters

£ Hyouhavea USB flash drive with network settings for D-Link, insert it now.
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Section 5 - Connecting to a Wireless Network

Connect to a Wireless Network
Using Windows® XP

Windows® XP users may use the built-in wireless utility (Zero Configuration Utility). The following instructions are for Service
Pack 2 users. If you are using another company’s utility or Windows® 2000, please refer to the user manual of your wireless
adapter for help with connecting to a wireless network. Most utilities will have a “site survey” option similar to the Windows
XP utility as seen below.

{1 Wireless networks detected x

If you receive the Wireless Networks Detected bubble, click on the e
center of the bubble to access the utility.

or

Change Windows Firewall settings

Right-click on the wireless computericon in your system tray (lower-right
corner next to the time). Select View Available Wireless Networks.

Open Metwork Connections

Repair
Yiew Available Wireless Networks

" Wireless Network Connection 6 @

The utility will display any available wireless networks in your area.

Choose a wireless network

Click on a network (displayed using the SSID) and click the Connect Hebwork Toss

button' f:e:?eshnetw‘urkhstm k _cmﬁj:r.;n item _i::te list below to connect to a wireless network in range or to get mare )
e IE -

If you get a good signal, but cannot access the Internet, check you Reeted Tasks @ u

TCP/IP settings for your wireless adapter. Refer to the Networking YR ———— .

((c[r)
¥ Security-enabled wireless network alll —

Basics section in this manual for more information. MR

3 Change advanced
settings

twork:

ork key. If you want to connect to this

g

£
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Configure Security

Itis recommended to enable wireless security on your wireless bridge or access point before configuring your wireless adapter.
If you are joining an existing network, you will need to know the security key being used.

1. Open the Windows® XP Wireless Utility by right-clicking
on the wireless computer icon in your system tray Change Windans Frenal ssttings
(lower-right corner of screen). Select View Available Wireless Open Network Connections

Networks. Repair
Yiew Available Wireless Networks

") Wireless Network Connection 6 |X|

Retwark Tasks Choose a wireless network
2. Highlight the wireless network (SSID) you would like to connect @ refesh networist Cickanitem i the et bl o conect 0.3 s netvrkin ange o get e
information.
to and click Connect. & setwpavacessretiae [ | (capy T ~
for a home or small office i
Unsecured wireless network Inuuﬂ
Related Tasks ((i)) default
\:l‘) Learn about wireless Unsecured wireless network I[ll]l]l]
networking (( )) salestest
* Change the order of § =
preferred networks *_r‘_‘ Security-enabled wireless network Iluuﬂ
(3» Change advanced ®)) =L

settings

Hﬁi Security-enabled wireless network  ~ ailll
This network requires a network key. If you want to connect to this
network, dick Connect.

((ﬂ?) .

£
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3. The Wireless Network Connection box will appear. Enter the security
passphrase and click Connect.

It may take 20-30 seconds to connect to the wireless network. If the
connection fails, please verify that the security settings are correct. The
WPA-PSK passphrase must be exactly the same as on the wireless access
point.

Wireless Network Connection D__<|

The network 'testl’ requires a network key (also called a WEP key or WPA key). A network
key helps prevent unknown intruders from connecting to this netwark.

Type the key, and then dick Connect.

Metwork key: | | |

Connect l [ Cancel ]
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Troubleshooting

This chapter provides solutions to problems that can occur during the installation and operation of the DAP-1533. Read the
following descriptions if you are having problems. (The examples below are illustrated in Windows" XP. If you have a different
operating system, the screenshots on your computer will look similar to the following examples.)

1. Why can’t | access the web-based configuration utility?

When entering the IP address of the D-Link access point (192.168.0.50 for example), you are not connecting to a website on
the Internet or have to be connected to the Internet. The device has the utility built-in to a ROM chip in the device itself. Your
computer must be on the same IP subnet to connect to the web-based utility.

« Make sure you have an updated Java-enabled web browser. We recommend the following:

- Microsoft Internet Explorer 6.0 and higher
- Mozilla Firefox 3.0 and higher

- Google Chrome 2.0 and higher

- Apple Safari 3.0 and higher

- Verify physical connectivity by checking for solid link lights on the device. If you do not get a solid link light, try using a different
cable or connect to a different port on the device if possible. If the computer is turned off, the link light may not be on.

- Disable any internet security software running on the computer. Software firewalls such as Zone Alarm, Black Ice, Sygate,
Norton Personal Firewall, and Windows" XP firewall may block access to the configuration pages. Check the help files included
with your firewall software for more information on disabling or configuring it.
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- Configure your Internet settings:

- Go to Start > Settings > Control Panel. Double-click the Internet Options Icon. From the Security tab, click
the button to restore the settings to their defaults.

« Click the Connection tab and set the dial-up option to Never Dial a Connection. Click the LAN Settings button.
Make sure nothing is checked. Click OK.

« Go to the Advanced tab and click the button to restore these settings to their defaults. Click OK three times.
- Close your web browser (if open) and open it.

« Access the web management. Open your web browser and enter the IP address of your D-Link access point in the address
bar. This should open the login page for your the web management.

- If you still cannot access the configuration, unplug the power to the access point for 10 seconds and plug back in. Wait about
30 seconds and try accessing the configuration. If you have multiple computers, try connecting using a different computer.

2. What can I do if | forgot my password?

If you forgot your password, you must reset your access point. Unfortunately this process will change all your settings back to
the factory defaults.

To reset the access point, locate the reset button (hole) on the rear panel of the unit. With the access point powered on, use a
paperclip to hold the button down for 10 seconds. Release the button and the access point will go through its reboot process.
Wait about 30 seconds to access the access point. The default IP address is 192.168.0.50. When logging in, the username is
admin and leave the password box empty.
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Wireless Basics

D-Link wireless products are based on industry standards to provide easy-to-use and compatible high-speed wireless
connectivity within your home, business or public access wireless networks. Strictly adhering to the IEEE standard, the D-Link
wireless family of products will allow you to securely access the data you want, when and where you want it. You will be able
to enjoy the freedom that wireless networking delivers.

A wireless local area network (WLAN) is a cellular computer network that transmits and receives data with radio signals instead of
wires. Wireless LANs are used increasingly in both home and office environments, and public areas such as airports, coffee shops
and universities. Innovative ways to utilize WLAN technology are helping people to work and communicate more efficiently.
Increased mobility and the absence of cabling and other fixed infrastructure have proven to be beneficial for many users.

Wireless users can use the same applications they use on a wired network. Wireless adapter cards used on laptop and desktop
systems support the same protocols as Ethernet adapter cards.

Under many circumstances, it may be desirable for mobile network devices to link to a conventional Ethernet LAN in order
to use servers, printers or an Internet connection supplied through the wired LAN. A Wireless Access point is a device used to
provide this link.
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What is Wireless?

Wireless or Wi-Fi technology is another way of connecting your computer to the network without using wires. Wi-Fi uses radio
frequency to connect wirelessly, so you have the freedom to connect computers anywhere in your home or office.

D-Link is the worldwide leader and award winning designer, developer, and manufacturer of networking products. D-Link
delivers the performance you need at a price you can afford. D-Link has all the products you need to build your network.

How does wireless work?

Wireless works similar to how cordless phone work, through radio signals to transmit data from one point A to point B. But
wireless technology has restrictions as to how you can access the network. You must be within the wireless network range area
to be able to connect your computer. There are two different types of wireless networks Wireless Local Area Network (WLAN),
and Wireless Personal Area Network (WPAN).

Wireless Local Area Network (WLAN)

In a wireless local area network, a device called an Access Point (AP) connects computers to the network. The access point has
a small antenna attached to it, which allows it to transmit data back and forth over radio signals. With an indoor access point
as seen in the picture, the signal can travel up to 300 feet. With an outdoor access point the signal can reach out up to 30 miles
to serve places like manufacturing plants, industrial locations, college and high school campuses, airports, golf courses, and
many other outdoor venues.
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Wireless Personal Area Network (WPAN)

Bluetooth is the industry standard wireless technology used for WPAN. Bluetooth devices in WPAN operate in a range up to
30 feet away.

Compared to WLAN the speed and wireless operation range are both less than WLAN, but in return it doesn't use nearly as
much power which makes it ideal for personal devices, such as mobile phones, PDAs, headphones, laptops, speakers, and other
devices that operate on batteries.

Who uses wireless?

Wireless technology as become so popular in recent years that almost everyone is using it, whether it's for home, office, business,
D-Link has a wireless solution for it.

Home
- Gives everyone at home broadband access
- Surf the web, check email, instant message, etc.
« Gets rid of the cables around the house
« Simple and easy to use

Small Office and Home Office
- Stay on top of everything at home as you would at office
« Remotely access your office network from home
« Share Internet connection and printer with multiple computers
« No need to dedicate office space
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Where is wireless used?
Wireless technology is expanding everywhere not just at home or office. People like the freedom of mobility and it's becoming
so popular that more and more public facilities now provide wireless access to attract people. The wireless connection in public

places is usually called “hotspots”.

Using a D-Link Cardbus Adapter with your laptop, you can access the hotspot to connect to Internet from remote locations
like: Airports, Hotels, Coffee Shops, Libraries, Restaurants, and Convention Centers.

Wireless network is easy to setup, but if you're installing it for the first time it could be quite a task not knowing where to start.
That's why we've put together a few setup steps and tips to help you through the process of setting up a wireless network.

Tips

Here are a few things to keep in mind, when you install a wireless network.

Centralize your access point or Access Point

Make sure you place the bridge/access point in a centralized location within your network for the best performance. Try to
place the bridge/access point as high as possible in the room, so the signal gets dispersed throughout your home. If you have
a two-story home, you may need a repeater to boost the signal to extend the range.

Eliminate Interference

Place home appliances such as cordless telephones, microwaves, wireless speakers, and televisions as far away as possible from

the bridge/access point. This would significantly reduce any interference that the appliances might cause since they operate
on same frequency.
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Security

Don't let your next-door neighbors or intruders connect to your wireless network. Secure your wireless network by turning
on the WPA or WEP security feature on the access point. Refer to product manual for detail information on how to set it up.

Wireless Modes

There are basically two modes of networking:

« Infrastructure - All wireless clients will connect to an access point or wireless bridge.

« Ad-Hoc - Directly connecting to another computer, for peer-to-peer communication, using wireless network
adapters on each computer, such as two or more wireless network Cardbus adapters.

An Infrastructure network contains an Access Point or wireless bridge. All the wireless devices, or clients, will connect to the
wireless bridge or access point.

An Ad-Hoc network contains only clients, such as laptops with wireless cardbus adapters. All the adapters must be in Ad-Hoc
mode to communicate.
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Networking Basics

Check your IP address

After you install your new D-Link adapter, by default, the TCP/IP settings should be set to obtain an IP address from a DHCP
server (i.e. wireless router) automatically. To verify your IP address, please follow the steps below.

Click on Start > Run. In the run box type emd and click OK. (Windows® 7/Vista® users type cmd in the Start Search box.)

At the prompt, type ipconfig and press Enter.

oo C:AWINDOWSA\system 32\cmd. exe

Microsoft Windows XP [Uersion 5.1.26881]
(GC>» Copyright 1985-28P1 Microsoft Corp.

This will display the IP address, subnet mask, and the
default gateway of your adapter. C:\Documents and Settings>ipconfig

Windows IP Configuration

If the address is 0.0.0.0, check your adapter installation, EaEEEEEEVE RIS IERCTIEE L

security settings, and the settings on your access point. TP Addrege. moo Lo TN MR i 11a
Subnet Mask = 255.255.255.8
Some firewall software programs may block a DHCP Default Gateway £ 10.5.7.1

C:“Documents and Settings>_

request on newly installed adapters.

If you are connecting to a wireless network at a hotspot
(e.g. hotel, coffee shop, airport), please contact an
employee or administrator to verify their wireless
network settings.
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Statically Assign an IP address

If you are not using a DHCP capable gateway/router, or you need to assign a static IP address, please follow the steps below:

Step 1

Windows® 7 - Click on Start > Control Panel > Network and Internet > Network and Sharing Center.

Windows Vista® - Click on Start > Control Panel > Network and Internet > Network and Sharing Center > Manage Network
Connections.

Windows® XP - Click on Start > Control Panel > Network Connections.

Windows® 2000 - From the desktop, right-click My Network Places > Properties.

Step 2
Right-click on the Local Area Connection which represents your D-Link network adapter and select Properties.

Step 3

Highlight Internet Protocol (TCP/IP) and click Properties.

Step 4

Click Use the following IP address and enter an IP address that is on the same subnet  pr——r—— —
as your network or the LAN IP address on your router. Gerent ]

*Y'ou can get P settings assigned automatically if your network supports
this capability. Othenwize, pou need ta ask pour netwark administrator far

Example: If the router’s LAN IP address is 192.168.0.1, make your IP address 192.168.0.X | ™™= =
where X is a number between 2 and 99. Make sure that the number you choose is Notin | aowrunmm
use on the network. Set Default Gateway the same as the LAN IP address of your router I giics EER o

(192.168.0.1). S T | %5.265.2%65. 0 |

Defaul gateway: (182168, 0 . 1 |

Set Primary DNS the same as the LAN IP address of your router (192.168.0.1). The © s g v d;"'?ss;a —

. Frefered DNS server : | 192 168 . O 1 |
Secondary DNS is not needed or you may enter a DNS server from your ISP. osas el 7
Step 5 _ |
Click OK twice to save your settings.
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Standards
«|[EEE 802.11n
«|[EEE 802.11a
- IEEE 802.11g
« [EEE 802.3
« [EEE 802.3u

Security
« WPA-Personal
« WPA2-Personal

Wireless Signal Rates'

+300Mbps  « 108Mbps
+ 54Mbps + 48Mbps
+ 36Mbps « 24Mbps
+ 18Mbps + 12Mbps
« 11Mbps + 9Mbps

« 6Mbps + 5.5Mbps
« 2Mbps « 1Mbps

Maximum Operating Voltage
«5V

Maximum Operating Current
+725 mA

Technical Specifications

Modulation
- 11b: DQPSK, DBPSK and CCK
« 11a/g: BPSK, QPSK, 16QAM, 64QAM, OFDM
« 11n: BPSK, QPSK, 16QAM, 64QAM, OFDM, MCS

Frequency Range?
+ 2.4GHz to 2.483GHz + 5.15GHz~5.825GHZ?

LEDs
 Power + Bridge
« AP

Operating Temperature
+32°F to 104°F ( 0°C to 40°C)

Humidity
+ 90% maximum (non-condensing)

Safety & Emissions
«FCC
-1C

Dimensions
«L=5.75inches
W =45 inches
«H=1.25inches

'Maximum wireless signal rate derived from IEEE Standard 802.11g, 802.11a and 802.11n specifications. Actual data throughput will vary. Network conditions and environmental
factors, including volume of network traffic, building materials and construction, and network overhead, lower actual data throughput rate. Environmental conditions will

adversely affect wireless signal range.

Range varies depending on country’s regulation.
3The DAP-1533 doesn't include 5.25-5.35GHz & 5.47~5.725GHz.
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Contacting Technical Support

U.S. and Canadian customers can contact D-Link technical support through our web site or by phone.
Before you contact technical support, please have the following ready:

« Model number of the product (e.g. DAP-1533)

- Hardware Revision (located on the label on the bottom of the access point (e.g. rev A1))

« Serial Number (s/n number located on the label on the bottom of the access point).

You can find software updates and user documentation on the D-Link website as well as frequently asked questions and
answers to technical issues.

For customers within the United States: For customers within Canada:
Phone Support: Phone Support:
(877) 453-5465 (800) 361-5265
Internet Support: Internet Support:
http://support.dlink.com http://support.dlink.ca
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Warranty

Subject to the terms and conditions set forth herein, D-Link Systems, Inc. (“D-Link”) provides this Limited Warranty:

- Only to the person or entity that originally purchased the product from D-Link or its authorized reseller or distributor, and
« Only for products purchased and delivered within the fifty states of the United States, the District of Columbia, U.S. Possessions
or Protectorates, U.S. Military Installations, or addresses with an APO or FPO.

Limited Warranty:

D-Link warrants that the hardware portion of the D-Link product described below (“Hardware”) will be free from material defects in workmanship
and materials under normal use from the date of original retail purchase of the product, for the period set forth below (“Warranty Period”), except
as otherwise stated herein.

- Hardware (excluding power supplies and fans): One (1) year
« Power supplies and fans: One (1) year
« Spare parts and spare kits: Ninety (90) days

The customer’s sole and exclusive remedy and the entire liability of D-Link and its suppliers under this Limited Warranty will be, at
D-Link’s option, to repair or replace the defective Hardware during the Warranty Period at no charge to the original owner or to refund the actual
purchase price paid. Any repair or replacement will be rendered by D-Link at an Authorized D-Link Service Office. The replacement hardware
need not be new or have an identical make, model or part. D-Link may, at its option, replace the defective Hardware or any part thereof with any
reconditioned product that D-Link reasonably determines is substantially equivalent (or superior) in all material respects to the defective Hardware.
Repaired or replacement hardware will be warranted for the remainder of the original Warranty Period or ninety (90) days, whichever is longer,
and is subject to the same limitations and exclusions. If a material defect is incapable of correction, or if D-Link determines that it is not practical
to repair or replace the defective Hardware, the actual price paid by the original purchaser for the defective Hardware will be refunded by D-Link
upon return to D-Link of the defective Hardware. All Hardware or part thereof that is replaced by D-Link, or for which the purchase price is refunded,
shall become the property of D-Link upon replacement or refund.
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Limited Software Warranty:

D-Link warrants that the software portion of the product (“Software”) will substantially conform to D-Link’s then current functional specifications
for the Software, as set forth in the applicable documentation, from the date of original retail purchase of the Software for a period of ninety (90)
days (“Software Warranty Period”), provided that the Software is properly installed on approved hardware and operated as contemplated in its
documentation. D-Link further warrants that, during the Software Warranty Period, the magnetic media on which D-Link delivers the Software will
be free of physical defects. The customer’s sole and exclusive remedy and the entire liability of D-Link and its suppliers under this Limited Warranty
will be, at D-Link’s option, to replace the non-conforming Software (or defective media) with software that substantially conforms to D-Link’s
functional specifications for the Software or to refund the portion of the actual purchase price paid that is attributable to the Software. Except as
otherwise agreed by DLink in writing, the replacement Software is provided only to the original licensee, and is subject to the terms and conditions
of the license granted by D-Link for the Software. Replacement Software will be warranted for the remainder of the original Warranty Period and is
subject to the same limitations and exclusions. If a material non-conformance is incapable of correction, or if D-Link determines in its sole discretion
that it is not practical to replace the non-conforming Software, the price paid by the original licensee for the non-conforming Software will be
refunded by D-Link; provided that the non-conforming Software (and all copies thereof) is first returned to D-Link. The license granted respecting
any Software for which a refund is given automatically terminates.

Non-Applicability of Warranty:

The Limited Warranty provided hereunder for Hardware and Software portions of D-Link’s products will not be applied to and does not cover any
refurbished product and any product purchased through the inventory clearance or liquidation sale or other sales in which D-Link, the sellers, or
the liquidators expressly disclaim their warranty obligation pertaining to the product and in that case, the product is being sold “As-Is” without any
warranty whatsoever including, without limitation, the Limited Warranty as described herein, notwithstanding anything stated herein to the contrary.

Submitting A Claim:
The customer shall return the product to the original purchase point based on its return policy. In case the return policy period has expired and the
product is within warranty, the customer shall submit a claim to D-Link as outlined below:

« The customer must submit with the product as part of the claim a written description of the Hardware defect or Software
nonconformance in sufficient detail to allow D-Link to confirm the same, along with proof of purchase of the product (such as a
copy of the dated purchase invoice for the product) if the product is not registered.

« The customer must obtain a Case ID Number from D-Link Technical Support (USA 1-877-453-5465 or Canada 1-800-361-5265), who
will attempt to assist the customer in resolving any suspected defects with the product. If the product is considered defective, the
customer must obtain a Return Material Authorization (“/RMA”) number by completing the RMA form. Enter the assigned Case ID
Number at https://rma.dlink.com/ (USA only) or https://rma.dlink.ca (Canada only).
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« Afteran RMA number isissued, the defective product must be packaged securely in the original or other suitable shipping package
o ensure that it will not be damaged in transit, and the RMA number must be prominently marked on the outside of the package.
Do not include any manuals or accessories in the shipping package. D-Link will only replace the defective portion of the product
and will not ship back any accessories.

« The customer is responsible for all in-bound shipping charges to D-Link. No Cash on Delivery (“COD”") is allowed. Products sent COD
will either be rejected by D-Link or become the property of D-Link. Products shall be fully insured by the customer and shipped
to D-Link Systems, Inc.

« USA residents send to 17595 Mt. Herrmann, Fountain Valley, CA 92708. D-Link will not be held responsible for any packages that
are lost in transit to D-Link. The repaired or replaced packages will be shipped to the customer via UPS Ground or any common
carrier selected by D-Link. Return shipping charges shall be prepaid by D-Link if you use an address in the United States, otherwise
we will ship the product to you freight collect. Expedited shipping is available upon request and provided shipping charges are
prepaid by the customer. D-Link may reject or return any product that is not packaged and shipped in strict compliance with the
foregoing requirements, or for which an RMA number is not visible from the outside of the package. The product owner agrees to
pay D-Link’s reasonable handling and return shipping charges for any product that is not packaged and shipped in accordance
with the foregoing requirements, or that is determined by D-Link not to be defective or non-conforming.

- Canadian residents send to D-Link Networks, Inc., 2525 Meadowvale Boulevard Mississauga, Ontario, L5N 552 Canada. D-Link will
not be held responsible for any packages that are lost in transit to D-Link. The repaired or replaced packages will be shipped to
the customer via Purolator Canada or any common carrier selected by D-Link. Return shipping charges shall be prepaid by D-Link
if you use an address in Canada, otherwise we will ship the product to you freight collect. Expedited shipping is available upon
request and provided shipping charges are prepaid by the customer. D-Link may reject or return any product that is not packaged
and shipped in strict compliance with the foregoing requirements, or for which an RMA number is not visible from the outside of
the package. The product owner agrees to pay D-Link’s reasonable handling and return shipping charges for any product that is
not packaged and shipped in accordance with the foregoing requirements, or that is determined by D-Link not to be defective or
non-conforming. RMA phone number: 1-800-361-5265 Hours of Operation: Monday-Friday, 9:00AM - 9:00PM EST

What Is Not Covered:

The Limited Warranty provided herein by D-Link does not cover:

Products that, in D-Link’s judgment, have been subjected to abuse, accident, alteration, modification, tampering, negligence, misuse, faulty installation,
lack of reasonable care, repair or service in any way that is not contemplated in the documentation for the product, or if the model or serial number
has been altered, tampered with, defaced or removed; Initial installation, installation and removal of the product for repair, and shipping costs;
Operational adjustments covered in the operating manual for the product, and normal maintenance; Damage that occurs in shipment, due to act
of God, failures due to power surge, and cosmetic damage; Any hardware, software, firmware or other products or services provided by anyone
other than D-Link; and Products that have been purchased from inventory clearance or liquidation sales or other sales in which D-Link, the sellers,
or the liquidators expressly disclaim their warranty obligation pertaining to the product.
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While necessary maintenance or repairs on your Product can be performed by any company, we recommend that you use only an Authorized D-Link
Service Office. Improper or incorrectly performed maintenance or repair voids this Limited Warranty.

Disclaimer of Other Warranties:
EXCEPT FORTHE LIMITED WARRANTY SPECIFIED HEREIN, THE PRODUCT IS PROVIDED “AS-IS"WITHOUT ANY WARRANTY OF ANY KIND WHATSOEVER
INCLUDING, WITHOUT LIMITATION, ANY WARRANTY OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND NONINFRINGEMENT.

IF ANY IMPLIED WARRANTY CANNOT BE DISCLAIMED IN ANY TERRITORY WHERE A PRODUCT IS SOLD, THE DURATION OF SUCH IMPLIED WARRANTY
SHALL BE LIMITED TO THE DURATION OF THE APPLICABLE WARRANTY PERIOD SET FORTH ABOVE. EXCEPT AS EXPRESSLY COVERED UNDER THE
LIMITED WARRANTY PROVIDED HEREIN, THE ENTIRE RISK AS TO THE QUALITY, SELECTION AND PERFORMANCE OF THE PRODUCT IS WITH THE
PURCHASER OF THE PRODUCT.

Limitation of Liability:

TO THE MAXIMUM EXTENT PERMITTED BY LAW, D-LINK IS NOT LIABLE UNDER ANY CONTRACT, NEGLIGENCE, STRICT LIABILITY OR OTHER LEGAL
OR EQUITABLE THEORY FOR ANY LOSS OF USE OF THE PRODUCT, INCONVENIENCE OR DAMAGES OF ANY CHARACTER, WHETHER DIRECT, SPECIAL,
INCIDENTAL OR CONSEQUENTIAL (INCLUDING, BUT NOT LIMITED TO, DAMAGES FOR LOSS OF GOODWILL, LOSS OF REVENUE OR PROFIT, WORK
STOPPAGE, COMPUTER FAILURE OR MALFUNCTION, FAILURE OF OTHER EQUIPMENT OR COMPUTER PROGRAMS TO WHICH D-LINK’S PRODUCT
IS CONNECTED WITH, LOSS OF INFORMATION OR DATA CONTAINED IN, STORED ON, OR INTEGRATED WITH ANY PRODUCT RETURNED TO D-LINK
FOR WARRANTY SERVICE) RESULTING FROM THE USE OF THE PRODUCT, RELATING TO WARRANTY SERVICE, OR ARISING OUT OF ANY BREACH OF
THIS LIMITED WARRANTY, EVEN IF D-LINK HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. THE SOLE REMEDY FOR A BREACH OF
THE FOREGOING LIMITED WARRANTY IS REPAIR, REPLACEMENT OR REFUND OF THE DEFECTIVE OR NONCONFORMING PRODUCT. THE MAXIMUM
LIABILITY OF D-LINK UNDER THIS WARRANTY IS LIMITED TO THE PURCHASE PRICE OF THE PRODUCT COVERED BY THE WARRANTY. THE FOREGOING
EXPRESS WRITTEN WARRANTIES AND REMEDIES ARE EXCLUSIVE AND ARE IN LIEU OF ANY OTHER WARRANTIES OR REMEDIES, EXPRESS, IMPLIED
OR STATUTORY.

Governing Law:

This Limited Warranty shall be governed by the laws of the State of California. Some states do not allow exclusion or limitation of incidental or
consequential damages, or limitations on how long an implied warranty lasts, so the foregoing limitations and exclusions may not apply. This
Limited Warranty provides specific legal rights and you may also have other rights which vary from state to state.

Trademarks:
D-Link is a registered trademark of D-Link Corporation/D-Link Systems, Inc. Other trademarks or registered trademarks are the property of their
respective owners.
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Copyright Statement:

No part of this publication or documentation accompanying this product may be reproduced in any form or by any means or used to make any
derivative such as translation, transformation, or adaptation without permission from D-Link Corporation/D-Link Systems, Inc., as stipulated by the
United States Copyright Act of 1976 and any amendments thereto. Contents are subject to change without prior notice.

Copyright ©2011 by D-Link Corporation/D-Link Systems, Inc. All rights reserved.

CE Mark Warning:
This is a Class B product. In a domestic environment, this product may cause radio interference, in which case the user may be required to take
adequate measures.

Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to Part 15 of the FCC Rules. These limits are
designed to provide reasonable protection against harmful interference in a residential installation. This equipment generates, uses and can radiate
radio frequency energy and, if not installed and used in accordance with the instructions, may cause harmful interference to radio communications.
However, there is no guarantee that interference will not occur in a particular installation. If this equipment does cause harmful interference to radio
or television reception, which can be determined by turning the equipment off and on, the user is encouraged to try to correct the interference by
one of the following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

- Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.

- Consult the dealer or an experienced radio/TV technician for help.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions: (1) This device may not cause harmful
interference, and (2) this device must accept any interference received, including interference that may cause undesired operation.

FCC Caution: Any changes or modifications not expressly approved by the party responsible for compliance could void the user’s authority to
operate this equipment.

For operation within 5.15 ~ 5.25GHz frequency range, it is restricted to indoor environment.

IEEE 802.11b or 802.11g operation of this product in the U.S.A. is firmware-limited to channels 1 through 11.
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IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled environment. This equipment should be installed and
operated with minimum distance 20cm between the radiator & your body.

This transmitter must not be co-located or operating in conjunction with any other antenna or transmitter.

Industry Canada Statement

This device complies with RSS-210 of the Industry Canada Rules. Operation is subject to the following two conditions:

1) this device may not cause interference and

2) this device must accept any interference, including interference that may cause undesired operation of the device

This device has been designed to operate with an antenna having a maximum gain of 2dBi.

Antenna having a higher gain is strictly prohibited per regulations of Industry Canada. The required antenna impedance is 500hms.

To reduce potential radio interference to other users, the antenna type and its gain should be so chosen that the EIRP is not more than required
for successful communication.

Caution:
The device for the band 5.150-5.250 MHz is only forindoor usage to reduce potential for harmful interference to co-channel mobile satellite systems.

Because high power radars are allocated as primary users (meaning they have priority) in 5250-5350 MHz and 5650-5850 MHz, these radars could
cause interference and/or damage to license exempt LAN devices.

IMPORTANT NOTE:

IC Radiation Exposure Statement:

This equipment complies with IC radiation exposure limits set forth for an uncontrolled environment. This equipment should be installed and
operated with minimum distance 20cm between the radiator and your body.

The availability of some specific channels and/or operational frequency bands are country dependent and are firmware programmed at the factory
to match the intended destination. The firmware setting is not accessible by the end user.

For detailed warranty information applicable to products purchased outside the United States, please contact the corresponding local D-Link
office.
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Registration

Register your product online at registration.dlink.com

Product registration is entirely voluntary and failure to complete or return this form will not diminish your warranty rights.

Version 1.0
August 24, 2011
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