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Package Contents

D-Link SECURICAM Network ™ DCS-2100+ Internet Camera
Power Adapter

CD-ROM with installation software and manual

Quick Installation Guide

Camera Stand

Category 5 Ethernet Cable

2 Antennas

If any of the above items are missing, please contact your reseller.

Note: Using a power supply with a different voltage than the one included with the
DCS-2100+ will cause damage and void the warranty for this product.

Minimum System Requirements:

B Internet Explorer 6.x or higher Internet Web Browser

B CPU: Pentium Ill, 800MHz or above
(Pentium 4, 2Ghz plus processor with 512Mb memory and a
32Mb video card is required for multiple camera viewing and
recording in IP Surveillance)

B  Memory Size: 128MB

B  VGA card resolution: 800 x 600 or above
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Introduction

The D-Link SECURICAM Network ™ DCS-2100+ Wireless Internet Camera is
a powerful surveillance system that connects wirelessly to your 802.11b network.
The DCS-2100+ features enhanced 802.11b and connects with a maximum
wireless signal rate of up to 22 Mbps (Megabits per second). The DCS-2100+
differs from a conventional PC Camera because it is a standalone system with
a built-in CPU and Web server, providing a low-cost solution capable of solving
demanding security and home/office monitoring needs. The Internet Camera
can be accessed remotely, and controlled, from any PC or notebook computer
over the Internet from anywhere in the world. Simple installation procedures,
along with the built-in Web-based interface offers easy integration to your network
environments.

Features and Benefits

The D-Link SECURICAM Network ™ DCS-2100+ Wireless Internet Camera is
a standalone system requiring no additional hardware or software. All that is
required is a computer with the Internet Explorer Web browser (version 6.x or
above). Just plug in the camera and view the picture from your Internet Camera
with a valid IP Address.

Broad Range of Applications

With today’s high-speed Internet, the Internet Camera provides the ideal solution
for live video images over the Intranet and Internet for remote monitoring. The
DCS-2100+ allows remote access from an Internet Explorer Web browser for
live image viewing and allows the administrator to manage and control the
Internet Camera anywhere and any time. Apply the Internet Camera to monitor
various objects and places such as homes, offices, banks, hospitals, child-
care centers, amusement parks and other varieties of industrial and public
monitoring. The Internet Camera can also be used for intruder detection with
its motion-detection mode, capture still images and video images for archiving
and many more applications. The wireless capability means you can place the
camera where it is inconvenient to install network cables.

Supports a Variety of Protocols

Supporting TCP/IP networking, SMTP e-mail, HTTP and other Internet related
protocols, the DCS-2100+ Internet Camera can be integrated easily into other
Internet/Intranet applications because of its standards-based features.
*Maximum wireless signal rate derived from IEEE Standard 802.11b specifications. Actual
data throughput will vary. Network conditions and environmental factors, including volume of

network traffic, building materials and construction, and network overhead lower actual data
throughput rate.
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Features & Benefits (continued)

Web Configuration

Using the Internet Explorer Web browser, administrators can configure and
manage the Internet Camera directly from its own Web page via the Intranet or
the Internet. Up to 20 user names and passwords are permitted, with privilege
settings controlled by the administrator.

Powerful Surveillance and Remote Monitoring Utility

The powerful IP surveillance software application assigns an administrator
with a pre-defined user ID and password who can modify the Internet Camera
settings from a remote site via an Intranet or the Internet. Administrators are
allowed to monitor the image, record the image to a hard drive, and take
snapshots.

Connection to External Devices

Supporting auxiliary Input/Output connectors, you can connect the Internet
Camera to a variety of external devices such as IR-sensors, switches and alarm
relays. Combined with programmable alarming facilities, you can develop a variety
of security applications that are triggered on alarm-based events. The Internet
Camera provides an industry standard in/out external connector for connectivity.

Note: Use of audio or video equipment for recording the image or voice of a
person without their knowledge and consent is prohibited in certain states or
jurisdictions. Nothing herein represents a warranty or representation that the
D-Link product provided herein is suitable for the end-user’s intended use under
the applicable laws of his or her state. D-Link disclaims any liability whatsoever
for any end-user use of the D-Link product, which fails to comply with applicable
state, local, or federal laws.



Connections

Antenna Connectors

Reset Button

DC Power Connector [Ethernet Cable Connector]

1/0O Connector
Antenna

Two antennas are included with the DCS-2100+. These are screwed onto the
antenna connectors on the back panel to provide a connection with a wireless
network.

Ethernet Cable Connector

The Internet Camera’s back panel features an RJ-45 connector for connections
to 10Base-T Ethernet cabling or 100Base-TX Fast Ethernet cabling. This network
port supports the NWay protocol, allowing the Internet Camera to automatically
detect or negotiate the transmission speed of the network.

The Ethernet cable included with the DCS-2100+ Internet Camera
is a Category 5 “straight through” cable. This is the recommended
cable type when the camera is physically connected to a 100 Mbps
Fast Ethernet network hub or switch.

Reset Button
Reset will be initiated when the reset button is pressed once and held until the
Power LED flashes through its cycle twice.

A Factory reset is initiated when the reset button is pressed continuously for
5 seconds or when the Power LED changes from green to red for 2 cycles.
(For example you will see the LED turn to red twice, release the reset button
when the LED turns red the second time). The Power LED will begin to
flash indicating that the Internet Camera’s settings are reverting back to the
factory settings, then turn back to green.




Connections (continued)

DC Power Connector

The DC power input connector is located on the DCS-2100+ Internet Camera’s
back panel and is labeled 12VDC with a single socket to supply power to the
Internet Camera.

I/O Connector

The DCS-2100+ provides a terminal block with two pairs of connectors situated
on the back panel. One pair is for input and the other is for output. The I/O
connectors provide the physical interface to send and receive digital signals to
a variety of external alarm devices. Please refer to the Appendix (page 124)
in this manual for detailed information.

Bottom Panel

Socket for stand |§‘.-'.
l a
L]

Attachment socket for the Camera Stand

Located on the bottom panel of the Internet Camera, the socket is used to con-
nect the camera stand to the Internet Camera by attaching the screw head on
the camera stand to the Internet Camera.

Power LED
LED stands for Light-Emitting Diode.

The Power LED is positioned to the right of the Internet Camera lens. As soon
as the power adapter is connected to the Internet camera the power LED will
flash red and green several times, the DCS-2100+ is conducting a self-test.
Upon passing the self-test the LED will turn green to indicate a good connection
to an Ethernet port or red to indicate no connection has been made.



Hardware Installation

o Connect to a Network

If you are connecting the DCS-2100+ to a
wired Ethernet network, connect an
Ethernet cable to the network cable
connector located on the Internet Camera’s
back panel and attach it to the network.

If you are connecting the DCS-2100+ to a
802.11b wireless Ethernet network, attach
the two wireless antennas to the antenna
connectors on the back panel of the
DCS-2100+.

e Attach the external power supply

Attach the external power supply to the DC
power input connector located on the
Internet Camera’s back panel (labeled
12VDC) and connect it to your wall outlet.

When you have a proper connection, the LED will turn from red to green. The
light may cycle on and off and your computer may show an intermittent loss of
connectivity, this is normal until you have configured your Internet Camera.

Attaching the Internet Camera to the Camera Stand

The Internet Camera comes with a camera
stand with a swivel ball screw head that
can be attached to the Internet Camera
bottom socket cavity. Attach the camera
stand to the Internet Camera and station it
for your application. There are holes
located in the base of the camera stand
allowing the Internet Camera to be mounted
to the ceiling, or any wall securely.
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Installation Wizard

After you have successfully completed the hardware installation of the
DCS-2100+ Internet Camera, it is necessary to install software to configure
and operate the camera. The first step is to install the Installation Wizard from
the CD. Installation Wizard will allow you to configure the Internet Camera to
your network.

After the Installation Wizard software program is completed, you will have an
operating and controllable Internet Camera. From your Internet Explorer Web
browser you will be able to access the video and sound from the Internet camera.
The camera has a built-in Web server. This Web server will allow the camera to
access the Internet without being attached to a computer and permits users to
view the video and audio remotely.

However, it is necessary to install the IP surveillance software from the enclosed
CD to create a truly powerful monitoring and surveillance system. The following
section will detail the installation of the Installation Wizard and the IP
surveillance software.

Installing the Installation Wizard program

Insert the CD that is included with the DCS-2100+ Internet Camera. The
DCS-2100+ installation menu will start up automatically from the CD. If the CD
does not start up automatically (this function may be disabled in the Windows
operating system), simply access the CD from Windows and click on the
autorun.exe program to access the installation menu shown below:

D-Link

Building Networks for People DCS-2100+

Network™
Enhanced 2.4 GHz Wireless

Thits Instatier will guidee you through the instaliation Iﬂlerne‘ Camera
process. You are only moments away from using
vour new D-Link Networking Product

Thank You for Purchasing Your D-Link Product

Click Install Software Install Software

View Quick Installation Guide

View Manual
Yahoo! Premium Services
This service is available for US Customers Only

rm® Pro Security Software

is available for US Customers Oaly

port.dlink.com




Installation Wizard (continued)
D-Link

Bufiding Networke for People DCS-2100+

Click Installation Wizard

Please wait while the
InstallShield Wizard
prepares to install.

Network™

Enhanced 2.4 GHz Wireless
T dnstaller will guide you thiouglh the instaliation Inte n E‘ c damera

Process. You are only moments away Kom using
your new D-Link Networking Product:

Thank You for Purchasina Your D-Link Product

Wizard

IP surveillance

Install Adobe® Reader®
Install ZoneAlarm® Pro

This service is availabie for US Customers Only

Visit support.dlink.com

InstallS hield Wizard

g Preparing to Install...
x Instaltwizard Setup iz preparing the [nstallShield Wizard,

which will guide pou through the pragram setup process.
Please wait.

Checking Operating System Version

( )

| Cancel

InstallShield Wizard

Welcome to the InstallShield Wizard for
2 Installwizard

The InstallShield® wWizard will install Instalbafizard on your
computer. To continue, click Mext,

£

Click Next.

Caneel
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Installation Wizard (continued)

The InstallShield will install in
the following folder. To install
into a different folder, click
Browse and select another
folder.

Click Next.

InstallShield Wizard

Choose Destination Location
Select folder where Setup will install files.

Setup will install Installation Wizard in the following folder.

Taoinstall to this folder, click Mext. To install to a different folder, click Browse and select
another folder.

Destination Folder -

E:\Program Filesh\D-Link\lnstallation wizardy Browse.

Select the Program folder
that Setup will add program
icons to. You may type a new
folder name, or select one
from the existing folders list.

Click Next.

u“| Nest > il Concel |
)

InstallShield Wizard

Select Program Folder “ =

Flease select a program folder

Setup will add program icons ta the Program Folder listed below. Yiou may type a new folder
hame, or select one from the existing folders list. Click Next to continue.

Program Folders:

Existing Folders:

D

Lavasoft Ad-aware B

MIWIN - NJStar CIE Viewer
Powerljuest Partitiont agic: 7.0
P Software

Please wait while the
Installation Wizard is
installed.

InstallShield Wizard

Setup Status

Instalhwizard Setup is performing the requested operations.

Generating script operations for action:

100%

Cancel
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Installation Wizard (continued)

InstallShield Wizard

Installation is now complete.

InstallShield Wizard Complete

Setup has finished installing Installwizard on your computer.

Click Finish.

To access the Installation Wizard
screen, click on the Installation
Wizard Icon on your desktop.

The opening Installation Wizard screen
will appear and show a MAC address
of the DCS-2100+ and an IP Address y
(which may or may not be correct Wk Camera e
depending on what you have your - s |t [ [ty
DCS-2100+ connected to). If you have -
a DHCP* server on your network, | [t
there will be a valid IP Address
displayed here, indicated by a “Yes”
under the assigned column.

*A DHCP server is a device that
supplies IP Addresses to its clients that
are on the same network.

IMPORTANT:

A hardware reset of the Internet Camera may be required if the Installation
Wizard cannot find the camera. To accomplish this reset, lightly insert a paper
clip (or a similar sized tool) into the reset hole on the back of the camera (see
page 128 for the location of the reset hole). The LED on the front of the camera
will begin blinking red and green. When it stops the blinking cycle continue to
hold in the reset button until a second cycle of blinking red and green lights
indicates a second reset cycle has completed. This will take approximately 5-7
seconds.
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Installation Wizard (continued)

The Installation Wizard will now show a MAC address for the DCS-2100+ and
an IP address. This IP address may not be correct at this step in the installation
until you see “Yes” under the assigned column. The camera is now automatically
configured with an IP address consistent to the device it is connected to.

Network Camera Installation

Search |  Add | Remove | Uncheck AL Linksto Selected Devicels)

St o iddress [ 1P Address | Assigned | Model | Ao 1P|
Select the MAC address. APos0corDDEDE tuniEEna0l Ve peetns || ves
Upgrade
| Reset to detauit
i . About
Click on the Link to Selected —
Devices button. R

For more information regarding the functions of this screen, see the following
section titled “Installation Wizard Screen.”

After you click on the Link
to Selected Devices
button, Installation
Wizard will automatically I
open your Internet e
browser to the IP Ad-
dress of the DCS-2100+ oot
in this example it is: http:/ i
/192.168.0.146. Your
DCS-2100+ may have a
different IP Address. 2

@ s€ecurICAM Network”

Enhanced 2.4GHz Wireless Internet Camera
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Installation Wizard (continued)

At this point we highly recommend that you click on Configuration, Tools,
Admin, and enter in a password for security purposes.

o frren @ @B-BE S

(@) sECURIC AT Network
Enhanced 2.4GHz Wireless Internet Camera
Lol Statis  Holp |

Enter the administrative
password. Click Save
and then the “X” at the top
right-hand corner of your
browser to close the

page.

[

You have now completed the Setup Wizard and are ready to use your
camera! You can also continue to the section titled “Installing IP
surveillance Software” (page 22) to install the IP surveillance software
before you begin to use the DCS-2100+.
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Installation Wizard Screen

The following options are available on the Installation Wizard screen by clicking
on the corresponding tab:

Searc h _ | D Installation Wizard E||§|E|

Click to search for any available el -

cameras to connect to the network. . Network Camera Installction :
Search | Add | Remove | Uncheck ALL | LinkstoSelected Devica(s) ||

Ad d - Sap Mac Address | 1P Address | Assigned | Model [ uto \n”\

[ o0-80-c8-L0-DE-DE 192.1880.101 Yas DCS21004+  Ves

Click to manually add a camera to | tese
the network. A window will appear, | festfodeau
prompting you to enter the camera’s =
IP address or domain name. A
second window will appear,
prompting you to enter the port
number.

Remove -
Click to remove the selected camera(s) from the network.

Uncheck All -

Click to uncheck all selected cameras.

Links to Selected Devices -

Click to link all selected devices to the network.

Setup -

On the initial Setup Screen you can
configure System and Date/Time
settings for each camera. Click
Next to configure Network settings

Installation Wizard EI|E|E|
D-Link

Network Camera Installation

for the camera. g | Crmatine [Pones
. Next [ #Blank ot password will disable user authentization
System Settings - —= T ——
Enter a Camera Name and create | o [
a Root password for the camera. et e
. i Date l—
Date/Time Settings - e |

Enter the Date and Time for each
camera. These settings can also be Y
configured on the Tools > System i
screen (page 53) when configuring o
the camera via a Web browser.

(3 Keep ourent date and time




Installation Wizard Screen (continued)

Network Settings -

Here users can configure the
Network Settings for the camera.
Enter the IP address, Subnet mask,
Default router IP, Primary DNS, and
Secondary DNS. Automatically, the
option to reset IP address at boot
selected. If you would like to save
your IP address settings, make sure
to uncheck this box. These settings
can also be configured on the
Advanced > Network screen
(page 37) when configuring the
camera via a Web Browser.

Click Next and then Apply to save
the configured settings. Users can
click Previous to modify changes
or mistakes.

Upgrade -

The upgrade window allows users
to upload a saved firmware file. If
the firmware is older than that
currently on the camera, a screen
will appear indicating so and
prompting the user to confirm the
upload.

Package Information -

This displays information about the
firmware and plugin currently
installed on the camera.

EEI

Installation Wizard

Network Camera Installation

Previous [ Reset IP adkhess at nest boot
Next 1P Addiess: 192 168 . 0 . 101
sidp Subrat mask T
o Bkt N 0
T | Frimary DNS [(12 165 . 0 1

Secandary DNS: o .0 .0 .0

Installation Wizard

D-Link

The Setup wizard has complated. Click on Fravious to madify changes or mistakes.
Click £pply to sawe th cuirent sattings and update 1o the selected server.

| ok

00-80CB-CO-DB08 [
[PS12-OLN-0L ik ok
DESII0e-DUNOL00 O
02028 o

Suggrbre L Eigih o

Package Information
- Fiomware version

Supported serpt version

" Weh page version
Seript version
Viewer plugin version
Upgrade plugin version
Supported language

Locate the firmware to upgrade

L A P S o
o TN (1) =}

EEEEzis

o

Selected package: [ |
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Installation Wizard Screen (continued)

Locate the Firmware to Upgrade -
Indicate the location of the firmware to be uploaded to the camera.

Selected Package -
This displays the file name of the firmware selected for upload.

Reset to Default -

Click the Reset to Default tab to reset the camera’s settings to factory defaults.

About -

Click About to display the current
version and date.

About Installation Wizard

Installation Wizard 1.0

Copyright [C] 2004

Exit -

Click the Exit tab to exit the Installation Wizard screen.
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Enabling UPnP for Windows XP/Me

UPNP is short for Universal Plug and Play, which is a networking architecture
that provides compatibility among networking equipment, software, and
peripherals. The DCS-2100+ is a UPnP enabled Internet camera. If your
operating system is UPnP enabled, the device will be easier to configure. If you
do not want to use the UPnP functionality, it can be disabled by unchecking the
Enabled DDNS checkbox in the DDNS/UPNP settings page under “Advanced”
in the configuration menu. Use the following steps to enable UPnP (Universal
Plug and Play) settings only if you are running Windows XP/Me. If you are running
Windows 98/2000, UPnP is not available.

|
@’ Set Program Access and Defaults | - -_“

@ windows Catalog

% windows Update

k Programs 3

Lg} Documents 3

B Settings

B Go to Start >Settings.

Click Control Panel

- Control Panel

= !e_" MNetwork Connections
f) Search |
Cq" Printers and Faxes

| Help and Support a Taskbar and Start Menu

Run...

il&‘] Log OFff PMalan...

Windows XP Professionz |

¥ Control Panel
Fle B Pew Fgekes  Joos el

£ T Psed [Fres [E]-

~ Bl
Click Add or Remove - - P &
Programs ey e———— e
D @ b
Mouss Hatwork, Fhone and
Corrmctions Modein ...
i) b and Suopoet Y -p 'j Q/ m}
Fowsr Options Frintersand  Reginaland Scannersond  Schedued  Sundsand  Sprech

System  Tashberand User Accounts
Sarl Meu
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Enabling UPnP for Windows XP/Me

(continued)

Click Add/Remove

& Acd or Hemove Programs

X Curerthy st abed prograns: Zort b Mo

Addfew |8 trtmrme Explor RIHTSO

Windows Components

The following screen will
appear:

Select Networking Services
(Communications in Windows

s [P srveorce e A30MD
531 Dok Espeess Unciat Q3300H
addencve [ 12 [ 1 see O
Wndows 50 Windowes 5F kot - KDO21SET
Comganents
57 Winclowss 3P biotfic - KBAZILAZ

@, 15 Windors o veoefis - IR
Sl o 159 Windoers 2 ot - KIZHLTS
Accass 804 | 88 ek v

3 Whckomes 5 Hickfix « KRR 146

L

B Wirckours 5P bacelix - EBESS11S
5P Windowrs P Mortis - KBRS
5P Windlowrs 3T Motfi [SPZ) [ See Q29043 For mere information]
9P Winchoses 3 okl (5P2) [ See 325115 For more information]
99 Wincloss 3P okl (5P2) [ See (325360 For more information]

Bl s e Bt PR

Windows Components Wizard

windows Components
“f'ou can add or remove components of YWindows =P,

To add or remove a component, click the checkbox, A shaded box means that only
part of the component will be installed. To see what's included in a component, click.
Details

LComponents:

O Message Queuing O0MB A

Me

41 3
W 3 Ntk Furress: nnme_ ¥

Description: Contains a variely of specialized, network-related services and protocols.

Click Details

Select Universal

Total disk space required: 54.7 MB
pace aval aEe on H.sﬁ. T92b.5 ME

[ < Back ” Next » ][ Cancel J

Networking Services |

To add or remove a component, click the check box A shaded box means that only part
of the component will be installed. To see what's included in a component, click Details.

Subcomponents of Netwarking 5 ervice:

O IP Listener 0.0 MB

[] imple TCP/F Services 0.0 ME
= | Iniversal Plug and Play 0.2 MB

Plug and Play

Deseription:  Allows vou ta find and contral Internet connection sharing hardware and
software that uses Universal Plug and Play.

Total disk space required: E4.7 MB
Space available on disk: 1926.8 MB

Click Ok
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Enabling UPNnP for

(continued)

Windows XP/Me

Windows Components
“f'ou can add or remove components of YWindows =P,

To add or remove a component, click the checkbox, A shaded box means that only
part of the component will be installed. To see what's included in a component, click
Details.

LCompaonents:
[ & Message Queuing
[ ¥ MSN Explorer

| ‘?3 Other Metwork File and Print Services

Description:  Containg a variety of specialized, network-related services and protocols,

Total disk space required: 54.7 MB
Space available on disk: 1926.8 MB

Click Next

Please wait while Setup
configures the components.

Eadl Next > Cancel

Configuring Components § =L
Setup is making the configuration changes you requested, I

e Please wait while Setup configures the components. This may take
several minutes, depending on the components selected,

Status: Completing configuration of Intemet Infarmation Services [|15]

[ ]

Windows Components Wizard |£|

Completing the Windows
Components Wizard

You have successfully completed the Windows
Components ‘wizard.

To close this wizard, click Finish

Click Finish

20



Enabling UPnP for Windows XP/Me
(continued)

To view your DCS-2100+
Internet Camerain an Internet
browser, go to your Desktop
and click My Network
Places.

Click My Network Places

Click DCS-2100+-146 i DS io0n14e

The last three digits (146),
represent the fourth octet of your
Internet Camera’s IP address
(in this example, 198.168.0.146).

. _ (@ SECURICAM Network”
Afte r yo uc I IC k on th e D C S Enhanced 2.4GHz Wireless Internet Camera

2100+-146 icon, your Internet| i
browser will automatically be|| .* ‘
opened to the IP Address of the Ge
DCS-2100+, in this example it} | =
is: http://192.168.0.146. Your|| [z
DCS-2100+ may have a different
IP Address.

W stant CE6 Y @ it 219.201 69 28 052100+ - Miroso... [ |ID nsaletion Weard €LIOR T | zosem

(Note: Screen shots are taken in Windows XP, similar screens will appear in Windows Me.)
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Installing IP surveillance Software

The IP surveillance software on the CD included with the DCS-2100+ Internet
Camera converts the DCS-2100+ into a powerful, yet flexible, surveillance
system for home or business, with these features:

Real-time Monitoring

Video Recording to hard disk

High quality video

High video compression ratio
Maximum of 16 cameras with different display layouts
Smart playback

Triggered event browsing

Fast database searching
Configurable automated alarms
Account password protection
Scheduled recording for each camera
Email / FTP video snapshots

AVl file export

Motion detection for each camera

To install IP surveillance, click on the Install IP surveillance Software on the
CD included with the Internet Camera. The Welcome screen appears:

|metallShield

Welcome to the IP Surveillance Setup program. This program will
ingtall IP Surveillance on your computer.

Itiz strongly recommended that you exit all Windows programs
before nning this Setup program.

Chck Cancel to quit Setup and then cloze any programs you have
unning. Click Mext to continue with the Setup program.

WARMIMNG: Thiz program iz protected by copynght law and
international treaties.

Unauthonzed reproduction or distibution of this program, or any
porkior af i, may result in zevere civil and criminal penalties, and
will be prosecuted to the maximum extent poszible under law.

Click Next

< Back Mest > I Cancel
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Installing IP surveillance Software (continued)
]

g Flease read the following Licensze Agreement. Prezs the PAGE DOWHM key to see

the rest of the agreement.

D-Link IP zurvellance Licenze Agreement -
General Terms

PLEASE READ THIS AGREEMENT CAREFULLY BEFORE USING THE PROGRAM.
Dr-Link IMC. WILL LICEMSE THE PROGRAM TO %0 OMLY IF ¥0L FIRST ACCERT
THE TERMS OF THIS AGREEMEMT. BY USING THE FROGRAM YOU AGREE TO
THESE TERMS. IF 'O DO MOT AGREE TO THE TERMS OF THIS AGREEMENT,
FROMPTLY RETURM THE UMUSED PROGRAM TO THE PARTY [D-Link OR ITS
RESELLER]FROM 'wHOM vOU ACQUIRED IT TO RECEMNE A REFLIND OF THE
AOUNT YOU PAID,

The Program iz owned by D-Link Corporation and iz copyrighted and licenszed, not sold.
The term "Program'* means the original program and all whole or partial copies of it &
Program congigts of machine-readable instructions, its components, data, audio-visual
content [such ag images, text, recordings, or pictures), and related licensed materials. LI

Do vou accept all the temiz of the preceding License Agreement? |f vou choose Mo, Setup
will close. Toinstall IP Surveillance, you must accept this agreement,

< Back | Yes Mo |

Click Yes I

Please read the Software Licensing Agreement and click Yes if you wish to
accept the agreement. Click No to exit the installation.

Type your name below, 'ou must alzo tppe the name of the
company you work, for,

I amme: |

Cormpany: |

< Back J = | Cancel

Click Next |

Enter your name and company information and click Next.
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Installing IP surveillance Software (continued)

Choose Destination Location ) x|

Setup will install IP surveillance in the following directan.
Ta inztall to thiz directory, click Mext.

Tainstall to a different directory, click Browse and select another
directarny.

You can chooze not ta install IP zurveillance by clicking Cancel
to exit Setup.

the software will
be installed into.

Click Next

|retallShield

Select the
destination Destination Dhrectary
direCtOTy- ’7I::\F'rogram Filesh\D-LinkMP surveillance Browse... |
InstallShield
Sl N e < Back Cancel |
x|
Setup will add program icons to the Program Folder listed below,
‘You may wpe a new folder name, or select one from the exizting
Select th Folders list. Click Mext to continue,
elec e
program folder Program Folders:

HuperSnap-0i< &
IPWiew

Online Services
StartUp

WinZip

gg‘ Newut » il Cancel |

24




Installing IP surveillance Software (continued)

Start Copying Files x|

Setup has enough infarmation to start copring the program files.
If you want ta review or change any zettings, click Back. [f you
are satisfied with the gettings, click Next to begin copying files.

Current Settings:

Setup Type: ;I
Complete

T arget Folder
C:AProgram FileghD-LinkhP surveillance

IIzer Infarmation
Marme: Ph
Compang: D-Link

|etal Ehield
Click Next Broah

Setup Complete

Setup has finizhed copying fles to your compter.
Setup will now launch the program. Select your option Below,

I Hez. Launch the program file

Click Finizh to complete Setup.

Click Finish

e Finich

The installation is complete.
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Testing the DCS-2100+ Internet
Camera

Open your Internet browser
and type in the IP address
of the DCS-2100+. In this e

example the address is:
http://192.168.0.146 (your
DCS-2100+ may have a
different IP address based
on what you used in the
Installation Wizard

program.)
2 DC5-2100~ - Microsoft Internet Explorer [BEE
File Edit View Favortes Tools  Help 5
@Back - \ﬂ @ 7h /jlsearth ‘Sh‘Favnntas & 2- 7 = ﬁ

Address I_@ http: /{192.168.0. 146/ v B Lk >

D-Link
EEs @ securIcAM Network’

Enhanced 2.4GHz Wireless Internet Camera

|
w

DCS-2100+

Digital Output

[ on { o ]

| Configuration

[l

] Done D Intermet

Fﬁ)i"’ oot T | 1204 Pt

The window in the center of your browser is the camera image window. You
should now see a video image and hear the audio over your computer speakers
from the DCS-2100+. If you are having problems, please consult the FAQ sec-
tion of this manual (page 124).
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Security

At this pointitis highly recommended that you click on the Configuration button
on the Home screen, and then the Tools tab to bring you to the Admin screen.
Enter a password for security purposes.

Home Mnm

Adminisirator settings

To ensure the highest security and prevent unauthorized use of the Internet
Camera, the Administrator has the exclusive privilege to access the System
Administration settings to allow users entry and authorize privileges for all
users. The Internet Camera supports multi-level password protection/access
to the Internet Camera that can be restricted to defined users who have a User
Name and User Password, which is assigned by the Administrator.

The Administrator can release a public user name and password so that when
remote users access the Internet Camera they will have the right to view the
image transmitted by the Internet Camera.

When the Internet Camera is used for the first time, it is highly
recommended that the Administrator set the Administrator’s Password
to constrain user access to the Internet Camera since the Default
settings are Null String (no password). Once the Password is defined,
only the Administrator has access to the management of the Internet
Camera. This procedure should be done as soon as possible since the
security features of the Internet Camera will not be enabled until the
Administrator Password is defined.
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Using & Configuring the DCS-2100+
with a NAT Router

D-Link’'s DCS-2100+ is a versatile and cost effective Internet Camera offering
both video and audio monitoring. It can also serve as a powerful surveillance
system in security applications. The DCS-2100+ can be used with any wired
or 802.11b wireless router. This section explains how to view the camera from
either the Internet or from inside your internal network.

Materials Needed:
e 1 DCS-2100+ Internet Camera
e 1 Ethernet Cable
* A Wired or Wireless router such as the D-Link DI-614+ Wireless Router
» Ethernet based PC for system configuration

SETTING UP THE DCS-2100+ FOR USE BEHIND A ROUTER

Installing a DCS-2100+ Internet Camera on your network is an easy 4—step
procedure:
® Assignalocal IP Address to your Internet Camera
@ View the Internet Camera Using Your Internet Explorer Web browser
® Access the Router with Your Web browser
@ Open Virtual Server Ports for Your Router (Enable Remote Viewing)

This section is designed to walk you through the setup process for installing
your camera behind a router and enable remote video viewing. For the basic
setup of the DCS-2100+, follow the steps outlined in the Quick Installation
Guide.

After you have completed the setup of the DCS-2100+ outlined in the Quick
Installation Guide you will have an operating camera that has an assigned IP
Address. Because you are using a router to share the Internet with one or more
PCs, the IP Address assigned to the Internet Camera will be a local IP Address.
This allows viewing within your Local Area Network (LAN) until the router is
configured to allow remote viewing of the camera over the Internet.

® Assign aLocal IP Address for Your Camera

Run the Installation Wizard program from the CD included with the DCS-
2100+. Follow the steps in the Quick Installation Guide to configure the
DCS-2100+. The camera will be assigned a local IP Address that allows it to be
recognized by the router. Write down this IP Address for future reference.
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Using & Configuring the DCS-2100+ with a
NAT Router (continued)

D Installation Wizard

Network Camera Installation

Thls |S the IP Address Seach | Add | Remove | Uncheck ALl | Linksto Selected Devicels) ||
assigned to your camera. N e T T
Write it down for later use. e
H Reset to default
192.168.0.101 is only an
le. You will probabl =
example. p y =

have a different IP Address.

@ View the Internet Camera using your Internet Explorer Web
browser

Run your Internet Explorer Web browser. In the address bar, type in the IP

Address that was assigned to the Internet Camera by the Installation Wizard

program. The DCS-2100+ Home Page appears with a window displaying live

video from the camera. You are able to view this screen from any PC running

Internet Explorer on your LAN.

@ SECURICAM Network”

Enhanced 2.4GHz Wireless Internet Camera

Click on the .
Configuration button.

Viewing the Video on the browser to test the connection

Click on the Configuration button on the left side of the display. Scroll to the
bottom of the Network Configuration page to display the ports used by HTTP
and Streaming audio and video.
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Using & Configuring the DCS-2100+ with a
NAT Router (continued)

W OCS 00 - Microsolt Inter et Explorer

@ sECURICAM Network
Enhanced 2.4GHz Wireless Internet Camera

These are the port | N st

settings for your camera. SerGr | 0 vosc e 2 rss st st o
If necessary, these ports
can be changed if they

=

are already in use by other o
=
Hm«m

P address 192.160.0.146

Subrot mask 795.258.785.0

Default rautes 192.168.0,1

DT ———

HITE

devices (e.g. in a multiple
camera environment).

8

ol channel port sa01

Audio channol port sa02

\idea channel port 5003

L tmmrove audio auality in low bandwidth envirenment

Ports that are used by the DCS-2100+

Router Set-Up and Installation

The following steps generally apply to any router that you have on your network.
The D-Link DI-614+ is used as an example to clarify the configuration process.
Configure the initial settings of the DI-614+ by following the steps outlined in the
DI-614+ Quick Installation Guide.

® Access Your Router on Your Web Browser

If you have cable or DSL Internet service, you will most likely have a dynamically
assigned WAN IP Address. ‘Dynamic’ means that your router’s WAN IP address
can change from time to time depending on your ISP. Adynamic WAN IP Address
identifies your router on the public network and allows it to access the Internet.
http://afreelist.com/~bar/pictures/view/1469614/To find out what your router’s
WAN IP Address is, go to the Status menu on your router and locate the WAN
information for your router (as shown on the next page). The WAN IP Address
will be listed. This will be the address that you will need to type in your Web
browser to view your camera over the Internet.
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Using & Configuring the DCS-2100+ with a
NAT Router (continued)

/3 DI-614 + - Microsoft Internet Explorer =12 x|

Ele Edt Wew Favortes Tools Help |-

coh -5 - @B (] Dash Girewie BB B0 - 5 \

Address [£]  hitpi//192.168.0.1 =] @ \unks »
D-Link i
mmmm%slf}w DI-614+

Enhanced 2.4GHz Wireless Router

Home Advanced  Tools Status 'IE_

Firmware Version: ,

Devicelnfo | L
MAC Address

IP Address
Ls
= Subnet Mask

DHCP Server

Stats

WA
MAC Address

| (K3

Your WAN [P R e

Address will be IP Address

1 Subnet Mask [ |
listed here. €oure T

Determine Your Router’s IP Address (WAN)

Note: Because a dynamic WAN IP can change from time to time depending on
your ISP, you may want to obtain a Static IP address from your ISP. A Static IP
address is a fixed IP address that will not change over time and will be more
convenient for you to use to access your camera from a remote location. The
Static IP Address will also allow you to access your camera attached to your
router over the Internet.

@ Open Virtual Server Ports to Enable Remote Image Viewing

The firewall security features built into the DI-614+ router prevent users from
accessing the video from the DCS-2100+ over the Internet. The router connects
to the Internet over a series of numbered ports. The ports normally used by the
DCS-2100+ are blocked from access over the Internet. Therefore, these ports
need to be made accessible over the Internet. This is accomplished using the
Virtual Server function on the DI-614+ router. The Virtual Server ports used
by the camera must be opened through the router for remote access to your
camera. Virtual Server is accessed by clicking on the Advanced tab of the
router screen.
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Using & Configuring the DCS-2100+ with a
NAT Router (continued)

Follow these steps to configure your router’s Virtual Server settings:

. Click Enabled.

. Enter a different name for each entry.

. Enter your camera’s local IP Address (e.g., 192.168.0.102 in
the example in step @ on page 29) in the Private IP field.

. Select Both under Protocol Type (TCP and UDP)

. If you are using the default camera port settings, enter 80 into
the Public and Private Port section, click Apply.

. Scheduling should be set to Always so that the camera images

can be accessed at any time.

Repeat the above steps adding ports 5001, 5002 and 5003 to both the Public
and Private Port sections. A check mark appearing before the entry name will
indicate that the ports are enabled.

Important: Some ISPs block access to port 80 and other commonly used
Internet ports to conserve bandwidth. Check with your ISP so that you can
open the appropriate ports accordingly. If your ISP does not pass traffic on port
80, you will need to change the port the camera uses from 80 to something
else, such as 800. Not all routers are the same, so refer to your user manual
for specific instructions on how to open ports.

DI-614+
Enhanced 2.4GHz Wireless Router

Virtual Servtr 5 used to alow Inemel wiers sccess 1o LAN seraces.
[ Virtunl Server

& Enabisd ' Divsbind

(- T —
Apphations Prwate B 192.168.0.102

Protnesl Typs  [Bam =
Prvale Podt  [5003

Public Port 5003

Server section of your router.

Enter valid ports in the Virtual ﬁ

Frewall Seradule ¥ Mgz
 Fronn tuna [0 2] . [60=] A0 2] 1o [0 2] [ 2] [ ]
P e P |
e 9 0o
Apply Cancel Holp
MName Private IP Protocol Schedule

I Vinusl Serer FTP 0000 TR 2121 ways L3
I Vinyal Serer HTTP o000 TCP O always L
I Vinusl Serer HTTPS oooo TCP 443443 lel ‘_d‘
T Vitusl Seec HTTPS 0000 TP 483443 A |
7 \irtual Seover (NS ooon UDP 5353 wways 4
7 irtusl Seevar SMTR ooog TCP 2505 sways n
Please make sure to check FVawowtors 0000 Touwo e Y
5 n I Virtusl Server Teinet 0oog TCP 2323 ahways 41
the box on this line to enable Ny o008 TeRmmATD  eeps W
) P Intemat Camora 182 EROIE P @SOS ahays 4]
Settlngs. _I B Wi G SMBNNS  PESSNE  shays




Viewing Your Camera

After all the router settings have been entered correctly, a PC user inside or
outside your network will have access to the camera through the Internet
Explorer Web browser. To access the camera from the Internet, type the IP
Address of the router given to you by your ISP, followed by a colon, and the port
number that you gave your camera (e.g., http://205.163.122.96:83). It is not
necessary to enter the colon and port number if you are using the default Web
server port 80. To access from a computer on your local (home) network,
simply enter the local IP Address of the Camera followed by a colon and the
port number (e.g., 205.163.122.96:83).

-2 DCS-2100+ - Microsoft Internet Explorer E@@
Fle Edit View Faverites Tools Help

@Back ) \ﬂ @ _h /'.7‘ Search ‘i'?@‘Favurltes O 2 7 =53

acdres: | €] hitp://205.163.122.96:83

D-Link

e (@ s€ecurIcAM Network®
Enhanced 2.4GHz Wireless Internet Camera

|l
o

DCS-2100+

Digital Output

Configuration

&] pone & Intermet

&LNo R T | 1zearm

Viewing the DCS-2100+
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Using the DCS-2100+ with an
Internet browser

If you are following this manual in the order it is presented, you should now have
an operating DCS-2100+ Internet Camera configured with the Installer program.

You also have installed the IP surveillance software from the CD. This section

of the manual will deal with using the Internet Camera in two parts:

B Using the DCS-2100+ with an Internet browser and accessing
the screens to control and monitor the camera.

B Using IP surveillance software with the DCS-2100+.

Open your Internet Explorer Web browser and enter the IP address for your

Internet Camera.

In the example, this address is 192.168.0.102. Your address may differ.

Security Warning

If a window appears
asking to install a
Verisign certificate
for authentication
Click Yes. This
allows the
proprietary MPEG 4
video stream to be
recognized by
Internet Explorer.

Dropou want to install and run "MPEG4 SHM [Audia
Control" signed on 11/22/200212:40 &M and distibuted
by

D-Link Corporation

Publisher authenticity verified by VeriSign Class 3 Code
Signing 2001-4 C&

Catttior; D-Link Corparation asserts that this content is
safe Yo should anly install/visw this content if au brust
D-Link Carparation to-make that assertion. -

[V Always tust content from D-Link Corparation

Mai More Info
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Using the DCS-2100+ with an Internet browser
(continued)

Home Page Screen

The image from the DCS-2100+ should be visible from the Home page on your
computer monitor.

2l DCS-2100+ - Microsoft Internet Explorer. [BEE
Fle Edt View Favores Tools Help 7]

Qe - © - [¥] @ @ P Formones @ -2 B

There are two N 8
buttons on the left -

side of the Home

page: daib

Connection Type

and —1 I

Configuration. —

il

&]pone @ internet

Click on the Connection Type button to change settings related to the
connection.

2 DCS-2100+ - Microsoft Internet Explorer [BEE
>

Fle Edt Vew Faveries Todls Help

Qnt - © ¥ B @ Psewsh slormones @ (2- 2 5 3

B ks >

DCS-2100+

Digital Output

Click Connection
Type Configuration

=il

oo © et

€L T | szoap



Using the DCS-2100+ with an Internet browser

(continued)
Home > Connection Type Screen

The following options are D
available from the Connection gw- o =24 e fien @
Type screen:

N ]

@ sECURICAM Network”
Media Optlon Enhanced 2,4GHz Wireless Internet Camera
Allows a user to disable audio
when viewing video.

Protocol Option

The UDP Protocol should be
chosen for the most users.
Generally, the client computer
will automatically try these protocols in the following order, UDP -> TCP ->
HTTP.

After the client connects to the DCS-2100+ successfully, the working protocol
will be displayed in Protocol Option. The chosen protocol will be recorded in
the user’s PC and used for the next connection. If the network environment is
changed or users want to let the Web browser automatically detect the protocol,
select UDP manually and click Save to change the setting and return Home to
reconnect with the new setting.

Options:

UDP Protocol - Offers the highest image and video quality. However,
packet losses will diminish image quality when bandwidth becomes
restricted.

TCP Protocol - Packet loss is less likely to occur compared to UDP
when bandwidth is restricted.

HTTP Protocol - If the network is protected by a firewall and it opens
HTTP port (80) only, HTTP protocol must be selected. In this mode,
audio is disabled and only video can be viewed. TCP and UDP
connections will not be available to remote users if all four ports have not
been forwarded (as shown on page 32). Only the HTTP port must be
forwarded for remote users to make an HTTP connection (video only).

Click the Home tab to return to the DCS-2100+ Home page.
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Using the DCS-2100+ with an Internet browser
(continued)

Home > Configuration -

(@) sECURIC A1 Network”
Enhanced 2. 4GHz Wireless Internet Camera

Click Configuration

There are 5 tabs across the top of the Configuration screen. From each tab,
different elements of the DCS-2100+ can be configured. The Advanced tab is
the default screen in Configuration and Network is the default screen under

Advanced.

Qs - © ¥ (B ) POt Prrean @ 3- 500 B

s3ees | ] e 1521080140

@ s€ecurIcAM Network”

Enhanced 2.4GHz Wireless Internet Camera

{l
o

DCS-2100+

[ e |

MsiIEFTR

2952552550
162.168.0.1

oo
Jinose sy

5003
5003

]

Prinkerisle

[ Duita ancrypbon

#ath mode ?

Kooy langth bR ¥
Koy format HEX

Dafaukkoy  Notwork key

Any changes made to these settings will o1 momomen
require the system to restart to validate. :
Make sure every field is correctly typed

before clicking on Apply. o919
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Using the DCS-2100+ with an Internet browser

(continued)

Configuration > Advanced > Network

Reset IP Address at next boot

Once the DCS-2100+ is configured, this box should be unchecked at all times.
If the box has been checked and the connection is lost, run the Installation
Wizard to find the camera’s IP address.

General Settings

IP address -

Subnet mask -

Default router -

Primary DNS -

Secondary DNS -

HTTP Settings
HTTP Port-

Necessary for network identification.

Used to determine if the destination is in the same
subnet. The default value is “255.255.255.0.”

The router used to forward frames to destinations
in a different subnet. Invalid router settings may
cause the failure of transmissions to a different
subnet.

Primary domain name server that translates
names to IP addresses.

Secondary domain name server to backup the
primary one.

Can be set to other than the default port 80. When
the administrator changes the HTTP port of the
DCS-2100+ (which has an IP address of
192.168.0.100) from 80 to 8080, users must type
http://192.168.0.100:8080 in the Web browser
bar.
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Using the DCS-2100+ with an Internet browser

(continued)

Configuration > Advanced >Network Settings (continued)

Streaming Settings

Control channel port -

Audio channel port -

Video channel port -

Improve audio quality
in low bandwidth
environment -

WLAN Configuration

Can be set to other than the default port 5001 to
correspond with the port opened by the firewall.

Can be set to other than the default port 5002 to
correspond with the port opened by the firewall.

Can be set to other than the default port 5003 to
correspond with the port opened by the firewall.

In a low bandwidth network environment you can
check this option to improve audio quality by
sacrificing some real-time synchronization.

Settings

SSID -

Wireless Mode-

(Service Set Identifier) is a name that identifies a
wireless network. Access Points and wireless
clients attempting to connect to a specific WLAN
(Wireless Local Area Network) must use the
same SSID. The default setting is default.

Click on the pull-down menu; select from the
following options:

Infrastructure - connecting the WLAN using an
Access Point such as the DWL-1000AP+ or a
DI-614+ wireless router. (The default setting.)

Ad-Hoc — wireless mode used when connecting
directly to a computer equipped with a wireless
adapter in a peer-to-peer environment.
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Using the DCS-2100+ with an Internet browser

(continued)

Configuration > Advanced >Network Settings (continued)

Channel -

TX Rate-

Preamble-

Data Encryption -

Auth mode -

Open Authentication -

Shared Authentication -
Auto -
Key type -

Key Format -
Key Index -

Click Apply to make

The default wireless channel setting is channel
6. Select the channel that is the same as the other
wireless devices on your network.

Select the transmission rate on the network.
22 Mbps is the default setting.

Select Long or Short Preamble. The Preamble
defines the length of the CRC block (Cyclic
Redundancy Check is a common technique for
detecting data transmission errors) for
communication between the Access Point and
the roaming wireless Network adapters. Long
Preamble is the default setting. Note: High
network traffic areas should use the shorter
preamble type.

Enable Encryption by clicking on the box. The
DCS-2100+ has Encryption disabled as the
default setting.

Choose one of the following authorization
modes:

Communicates the key across the network.

Allows communication only with other devices
with identical WEP settings.

Will automatically adjust to the Authentication
mode of the wireless client.

Select the key length, either 64, 128 or 256 bits.

Select an ASCII or hexadecimal key format.
You can create up to 4 different security keys.

changes effective

&

Apply
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Using the DCS-2100+ with an Internet browser

(continued)

Configuration > Advanced > Mail & FTP

Click the Mail & FTP button from the Configuration screen to access video
settings that control sending images via email and FTP.

Click Mail & FTP

@) SECURICAM Network”
Enhanced 2.4GHz Wireless Internet Camera
[ e B e Stats

Il l Mall & FTI settings

SMTP
SMTP (mail) server 1 -

SMTP account name 1 -

SMTP password 1 -

En

@ 9
Agpty  Cancel

The domain name or IP address of external mail
server.

The user name used to log into your e-mail
account (e.g. jdoe or jdoe@yourisp.com
depending on your ISP).

The password used to log into your e-mail
account. (The password will appear as dots
instead of entered characters.)

Recipient email address 1 - The e-mail address of recipients for snapshots

SMTP(mail) server 2 -

or a system log file. Multiple recipients must be

separated by a semicolon “;

The domain name or IP address of a secondary
mail server used only if the primary mail server
is unreachable.
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Using the DCS-2100+ with an Internet browser

(continued)

Configuration > Advanced > Mail & FTP (Continued)

SMTP account name 2 -

SMTP password 2 -

Recipient email address 2 -

Return email address -

FTP Settings

Local FTP server port -

1st FTP server -

1st FTP user name -
1st FTP password -
1st FTP remote folder -

The user name for the second SMTP server.

The password used to log into the second e-mail
account. (The password will appear as dots
instead of entered characters.)

The e-mail address of recipients for the
secondary server.

The return e-mail address to use if the
shapshot or system log e-mail fails to send.
(This address should be within the SMTP
server’'s domain for authentication purposes.)

It can be other than default port 21. If you find that
you want to change the port to a port number
other than 21, you will need to specify the port
when connecting to the FTP server. For example
FTP://68.5.1.81:60 (if you are to use port 60 for
your FTP server port)

The domain name or IP address of the external
FTP server. The following user settings must be
correctly configured for remote access.

Granted user name on the external FTP server.

Granted password on the external FTP server.

Granted folder on the external FTP server. The
string must conform to the external FTP server.
Some FTP servers cannot accept a preceding
slash symbol before the path if there is no virtual
path mapping. Refer to the instructions of the
external FTP server for details. The folder privilege
must be open for upload.
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Using the DCS-2100+ with an Internet browser

(continued)

Configuration > Advanced > Mail & FTP (Continued)

Primary FTP Passive
Mode-

2nd FTP server -

2nd FTP user name -
2nd FTP password -
2nd FTP remote folder -

Secondary FTP passive
Mode -

Click Apply to make

If the DCS-2100+ is located inside a network that
is protected by a firewall, a data connection for
FTP may be prohibited. Passive mode FTP can
bypass this rule and allow the uploading of
snapshots. If the passive mode is selected, the
DCS-2100+ can automatically attempt to upload
in active mode if the external FTP server does
not support passive mode.

The domain name or IP address of the external
FTP server. Note that the 2nd FTP server will
only be used if the 1st FTP server is
unavailable. If the image upload to the 1st FTP
server is successful, no attempts will be made
to connect to the 2nd FTP server.

Granted user name on the backup FTP server.

Granted password on the backup FTP server.

Granted folder on the backup FTP server.

Passive mode setting for the backup FTP server.

changes effective

Y

Apply

Invalid settings may cause the DCS-2100+ to not respond. Change the
configuration settings only if necessary. Consult with your network
administrator or your Internet Service Provider (ISP) if you do not have the
necessary information. If you cannot connect to the camera, refer to page
128 for camera reset and restore factory settings procedures.
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Using the DCS-2100+ with an Internet browser

(continued)

Configuration > Advanced > DDNS & UPnP

Clickthe DDNS & UPnP button from the Configuration screen to access DDNS

& UPNP settings.

Click DDNS &UPnP

W DCS- 2100+ - Micrasaft Internot Fxplarer
Fle Edt WVew Favortes Tooks Help

O O HRAG

daress | ] Wkp:f)192. 1680 146)

v B«

@ sECURICAM Network™

Dynamic DNS

Enhanced 2.4GHz Wireless Internet Camera
l ST Advanced Tools Status Help
||. DONS & LPRP cpttings

Dynamic DNS
Use Dynamic DNS if you want to use your DDONS sccoun L

Clenabls DONS

Pravidor Dyndns.arg{Dynamic) &

Host name

Us@r fname

Passward
Universal PnP

[ Enable uene

Apply  Cancel

(DDNS)

Dynamic DNS (Domain Name Service) is a method of keeping a domain name
linked to a changing (dynamic) IP address. With most Cable and DSL
connections, you are assigned a dynamic IP address and that address is used
only for the duration of that specific connection. With the DCS-2100+, you can
set up your DDNS service and the DCS-2100+ will automatically update your
DDNS server every time it receives a different IP address. Depending on the

service, this update

may take a few hours.
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Using the DCS-2100+ with an Internet browser
(continued)

Configuration > Advanced > DDNS & UPnP (Continued)

Enable DDNS - Click to enable the DDNS function.

Provider- Select your Dynamic DNS provider from the pull
down menu.

Host name- Enter the host name of the DDNS server.

Username/E-mail- Enter your username or e-mail used to connect to

the DDNS server.

Password/Key- Enter your password or key used to connect to
the DDNS server.

UPnP

UPNP is short for Universal Plug and Play, which is a networking architecture
that provides compatibility among networking equipment, software, and
peripherals. The DCS-2100+ is a UPnP enabled internet camera. If your
operating system is UPnP enabled, the device will be easier to configure. If you
do not want to use the UPnP functionality, it can be disabled by unselecting the
Enable UPnP check box.

Click Apply to make a
changes effective

Apply
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Using the DCS-2100+ with an Internet browser
(continued)
Configuration > Advanced > Video

Click the Video button from the Configuration screen to access video settings
that affect how the video image appears.

3 0052100+ - Microsoft Internet Cxplarer
Fle Ede View Favirkes Todk el
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Enhanced 2.4GHz Wireless Internet Camera

\l [_Home Bl Tools Status Help

COLOR &
T0w2A0 ¥
B0Hz &

0~

O Fived ba rate 384 Kbps ¥

& Fixed quality Good ~

Orp Cimirror
Click Video
i
Color - Select the option for color or monochrome video
display.
Size - Three options exist for the sizes of the video display.

You can select between 176x120, 352x240, or
704x480. In 704x480 mode, the frame rate will be
reduced to 10fps and increased to 30fps
automatically when it is switched back to a lower
image size.

Power line frequency

(for fluorescent light) - Fluorescent lights may intermittently cause a flashing
image depending on the AC power line frequency.
Change the frequency setting to eliminate a flashing
image when the light source is fluorescent light.
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Using the DCS-2100+ with an Internet browser

(continued)

Configuration > Advanced > Video (Continued)

Maximum frame rate -

Video quality control -

Flip -

Mirror -

White balance -

Click Apply to make

Limits the maximum refresh frame rate. The frame
rate is used with the Video quality control setting
(below) to optimize bandwidth utilization and video

quality.

To fix the bandwidth utilization regardless of the video
quality, choose Fix bit rate and select the desired
bandwidth. The video quality may be reduced in
order to send maximum frames with limited
bandwidth, especially when images change
drastically. For higher video detail regardless of the
bandwidth selection, select Fix quality and select
a video quality level. This setting will utilize more
bandwidth to send the maximum frames when
images change drastically.

Vertically rotate the video.

Horizontally rotate the video. Check both flip and
mirror if the DCS-2100+ is to be installed upside
down.

Choose the suitable option for the best color

temperature.

changes effective

Apply
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Using the DCS-2100+ with an Internet browser
(continued)

Recommendations for setting video for the best
performance:

“Best performance” means the image refresh rate should be the fastest possible
and the video quality should be the best possible at the lowest network bandwidth
possible. Three factors, Maximum frame rate, Fix bit rate, and Fix quality in
the Video Configuration page, are related to performance.

Recording settings for real-time motion images

To achieve a real-time visual effect, the network bandwidth should be large
enough to transmit 20 image frames per second (fps) or more. If you are on a
broadband network over 1 Mbps, you can set Fix bit Rate to 1000Kbps or
1200Kbps, or set Fix quality to achieve the maximum frames. The maximum
frame rate is 25 in 50Hz system and 30 in 60Hz system. If your network
bandwidth is more than 384Kbps, you can adjust Fix bit rate according to
your bandwidth and set the maximum frame rate of 25 to 30.

If the images vary dramatically in your environment, you may slow down the
maximum frame rate to 20 to decrease the transmitted data for better video
quality. Since the human eye could not easily differentiate between 20 and 25
or 30 frames per second, the slower frame rate will not be noticed. If your
network bandwidth is below 384 Kbps, you should adjust the bit rate according
to your bandwidth and experiment to allow for the best frame rate that can be
achieved. The faster frame rate in a slow network will blur the images. You
may also try to choose 352x240 in size option for better images or 704x480 for
larger image size. Because the network has burst constraints and everyone’s
environment is not the same, any poor connection will impair normal
performance.

Recording settings for clear identification for each image

To have the best video quality, you should set Fix quality to detailed or excellent
and tune the Maximum frame rate to suit your network bandwidth. If you get
some broken pictures in a slow network, you can set TCP protocol in
Connection type for a more accurate transmission but the received images
may have a lag. Note that any slow connection with multiple users will impair
performance.
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Using the DCS-2100+ with an Internet browser
(continued)

Recommendations for setting video for the best
performance (continued):

Recording settings to compromise between real-time and clear
images

If you have a broadband network, set Fix quality to Good image quality, or
higher, instead of setting the Bit rate. Otherwise, fix the bit rate according to
your actual network speed and set the frame rate to 30. If the image quality is
low, select a lower frame rate above 15. If the image quality is still notimproved,
select a lower bit rate.

Configuration > Advanced > Image Setting

W UCS 2100+ Microsall Internet Explares
Fie ER  Vew Favoiles Took Hep

Qe - @ (¥ [E @ Pseaar deren= & (3- 5[5 B

addvess | ] hp:if192.168.0. 146

D-Link

@ sECURICAM Network

Enhanced 2.4GHz Wireless Internet Camera
Advanced Tools Status Help

Image settings

Click Image Setting

Brightness +0 » Saturation +0 =
Contrast +0 Hug 0 -
| Preview | [ Restore | [Save]

Click the Image Setting button from the Configuration screen to access additional
settings that affect how the video image appears.
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Using the DCS-2100+ with an Internet browser
(continued)

Brightness |+CI Vl Saturation |ﬁ
Contrast |+U Vl Hue l+0 |
[ preview | [restore | [save]

From this screen you can fine tune the video image.

Image Brightness, Contrast, Saturation and Hue are all adjusted in the same
manner. For each video compensation you can set from among eleven levels
ranged from -5to +5. The default setting is zero for each adjustment.

You may press _peview | to fine-tune the image and see what affect the setting
will have on the image. When the image is acceptable, press save | to store the

image settings, or _estare | to recall the original settings. If settings are changed
without saving, they will be used until the next system start-up.

Configuration > Advanced > Motion Detection

Click the Motion Detection button from the Configuration screen to access
settings that affect how the DCS-2100+ Internet Camera can serve as a security
device by recording only when motion is detected.
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[

Senitivity
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Click Motion Detection ; | |




Using the DCS-2100+ with an Internet browser
(continued)

Configuration > Advanced >Motion Detection (continued)
Enable motion detection - Check this option to turn on the motion detection.

Window Name - The text entered here will show at the top of the
motion window.

Sensitivity - Sets the measurable difference between two
sequential images that would indicate motion.

Percentage - Sets the amount of motion in the window being
monitored that is required to initiate a motion
detected alert. If this is set to 100%, motion is
detected within the whole window to trigger a
shapshot.

Note: Setting a higher sensitivity and a lower
percentage makes any motion more easily
detected.

New - Click to add a new window. A maximum of three
motion windows can be opened simultaneously.
Use your mouse to drag the window frame to
resize or the title bar to move. Clicking on the ‘X’
at the upper right corner of the window will close
the window.

Save - Saves the related settings of that window.

To display motion detection, a graphic bar will rise or fall depending on the

image variation.

A green bar means the image variation is under the monitoring level, and no
motion detection alert is triggered. A red bar means the image variation is over
the monitoring level and a motion detected alert is triggered. When the bar
goes red, the window that the motion is detected in will also be outlined in red
(note: remember that you can have up to 3 windows selected for motion
detection). You can return to the DCS-2100+ Home Page and the monitored
window will not be visible, but the red frame will show on the home page when
motion is detected.
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Using the DCS-2100+ with an Internet browser
(continued)
Configuration > Tools > Admin

Click on the Tools tab to access 4 utility screens for controlling and
administering the DCS-2100+. The default screen in Tools is the Admin screen.

Fle Edt vView Favortes Tools Help

- \ﬂ E" _.l‘, /f"Searzh “;W:I(Favnrlles e K- ; =3

66.0.146/

ikt @ sECURIC AP Network®
Enhanced2.dGHzWireless Internet Camera
| Home Advance | Tools Status Help
l Administrator settings —
’ Administrator's password
DCS-2100+ Mew password | |
@ Confirm password | |
Add user
l System User nama | |
- User password | |
Applications [ Permit to access DI/DO Add
Delete user
Default
User name --no user -- ¥

Guest account
[Caliow 'demo’ account ta view

The DCS-2100+ is manufactured without any passwords by default. This allows
the ability to access the DCS-2100+ (including the Configuration) by anyone as
long as the IP address is known. It is recommended that you enter a password
to restrict others from accessing your camera.

Type a password in the New Password field to enable protection, and then
confirm the password in Confirm Password field.

This password is used to identify the administrator. You can add accounts with
User name and User Password for other users in the Add user section.

You can provide up to twenty accounts for other users / visitors. Each account
identifies the access right. This allows multiple visitors to share the same account
of different levels. An option to Permit to access DI/DO (Digital In/Digital Out)
is provided for each account. Some users may need to be prohibited from
controlling your attached security devices.
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Using the DCS-2100+ with an Internet browser

(continued)

Configuration > Tools > Admin (continued)

Guest account:

This option allows a user to connect to a camera with
view-only privileges. User name is demo. No password
is required. This is useful for demonstrations and keeps
guests separate from users with accounts.

Configuration > Tools > System
Click on the System button to access the System settings from the Tools

menu.

Camera Name

A0C5-2100+ Microsoft Internet Explorer

Ed Vew Faotes  Took e
= BT A~ . 2
(¢ L d - |E] (] fa) | e reetes ) (3 o (S B

vess | ] hiten[192. 168.0.146)

&) SECURIC AM Network™
Enhanced 2.4GHz Wireless Internet Camera

Home  Advanced RGO Ststus Hoip |

Comera nome : DCS-2100+

[ Tum off the LED indicator

Click System

Camera name -

Turn off the LED
indicator -

& Keep current date and time
System =
L Syne with computer time
PC data; [yyyy/mmfdd]
PC time [hh:mm:ss]

Date; | 2000/01/18 [yyvy/mm/dd]
Tiena: | 14:35:32 | [hh:mm:ss]
O Automatic
NTE sarvar: ekip to invoke dafault sarver
Time zane: | GMT -

9 9

Apply  Cancel

The text will display as the title of the window within the
Windows operating system. This name will also display
on the log-in screen (once a password has been set).

Check this option to shut off the LED next to the lens.
This will prevent anyone from observing the operation of
the Internet Camera.
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Using the DCS-2100+ with an Internet browser

(continued)

Configuration > Tools > System

Keep current date and

time -

Sync with computer time-

Manual -

Automatic -

NTP server -

Time zone -

Click Apply to make

Click to save the current date and time of
DCS-2100+. An internal real-time clock maintains
the date and time even when the power is off.

Synchronize the date and time of DCS-2100+
with the local computer. The date and time of the
PC is displayed and updated in the DCS-2100+.

Adjust the date and time according to what is
entered by the administrator. Notice the format in
the related field while typing.

Synchronize with the NTP server over the Internet
whenever the DCS-2100+ starts up. It will fail if
the assigned time server cannot be reached.

Assign the IP address or domain name of the
time server. Leaving the text box blank will let the
DCS-2100+ connect to default time servers.

Used to adjust the hour of time servers for local
settings.

changes effective

Y

Apply
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Using the DCS-2100+ with an Internet browser

(continued)
Configuration > Tools > Applications
Click on the Applications button to access the Applications settings from the

Tools menu.

2100+ - Microsoft Internet Explorer

File Edit Wiew Favorites Tools Help

=

@Eack v @ Iﬂ @ ,_h /.P) Search ‘_»;':(Favnr\tes G,'

address @] httpiff192.168.0. 146

D-Link

Building Metworks for People

Enhanced 2.4GHz Wireless Internet Camera

Tools Status Help

\ | Applications settings
T Weekly schedule
+
Osun OMon OTue Owed CO7he OFri Osat
Snapshots begin at |_DD:DD:DD_|[hh:mm:ss]

Snapshots stop at |00:00:00 [kh:mm:ss]

] all the time except for the above schedule

[JEevent operation
General
Delay [a second(s) before detecting the next event

Take snapshot at Dsecand(s) after event
Trigger condition
Oinputis high Oinputis low Cinputis rising O Input is falling
Detect motion in
Oundefined [Jundefined [Jundefined
Mote: Motion detection must be setup first

Trigger action
[ Trigger output alarm while input condition matched
[[] Trigger output alarm while motion detected
[ upload snapshiots while input condition matched
[ upload snapshots while motion detected
[ Reset output
[ sequential operation
Snapshot every .D .second(s)
O Send snapshots by email
& Send snapshots by FTP
[VIFTR put snapshots with date and time suffix

O 9O

Apply  Cancel
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Using the DCS-2100+ with an Internet browser

(continued)

Configuration > Tools > Applications (Continued)

Weekly schedule:

Sunday through Saturday -

Snapshots begin at -

Snapshots stop at -

All the time except for the
above schedule -

Event operation:

Delay second(s) before
detecting next event -

Take snapshots at
second(s) after event -

Trigger condition -

Reset output -

Select the weekdays that should perform the
following operations:

Set the time to start operations. Setting the begin
time the same as the stop time will force the
operations to run continuously.

Sets the time to stop the operations.

If you do not wish to set a schedule, this box
must be checked.

Sets the time delay before restarting to check the
trigger condition when the current condition is
triggered.

After a snapshot is taken because of a trigger,
another snapshot will be taken after the
configured time in seconds.

There are 4 conditions related to the digital input
and three windows for motion detection. There
can be multiple selections. Select the appropriate
digital input condition according to the
characteristics of the external device. High or low
indicate external voltage input for level trigger,
while rising or falling is for edge triggers. There
are three windows shown for the names you
defined for motion detection. Undefined will
show instead of the window title if motion
detection is not setup yet. An active, named
motion window must be checked for motion
detection to be possible.

Check and save this option to reset the external
device at the digital output back to the original
state.
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Using the DCS-2100+ with an Internet browser
(continued)

Configuration > Tools > Applications (Continued)

Trigger action - There are four options for two actions regarding
either trigger condition. They can have multiple
selections. While choosing the trigger output
alarm, the digital output will short both pins to
connect the circuit of the attached external
device; otherwise both pins will be open. While
choosing to upload snapshots, the method can
be either email or FTP. The snapshot names will
be “videopre.jpg”, videotrg.jpg”, and
“videopos.jpg” respectively for the snapshots
before event, right upon event, and after event.
The date and time suffix may be added according
to the option. Confirm the external mail or FTP
server settings in network configuration.

Sequential operation

Snapshot every The camera will send snapshots at the specified

second(s) - interval to the external server according to the
chosen method. Remember this operation is
dependent to the weekly schedule.

Send snapshots by email - Any upload action specified in the options above
will use the method chosen here. The captured
snapshot named “video.jpg” will be attached in
the email with subject “Periodic snapshots.”

Send snapshots by FTP - The captured snapshots will upload to the
external FTP server with the file name depending
on the next option.
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Using the DCS-2100+ with an Internet browser

(continued)

Configuration > Tools > Applications (Continued)

FTP put snapshots with

date and time suffix -

If the suffix is added, the captured date and time
can be easily differentiated from the snapshot file
name in either sequential or event operation. For
instance, “video@20020102030405.jpg” means
the JPEG image was captured at 4 minutes and
5 seconds after 3 o’clock, January 2nd, A.D. 2002.
If the suffix is omitted, the file named “video.jpg”
on the external FTP server will be refreshed at

Click Apply to make
changes effective

the specified interval.

Apply

Configuration > Tools > Default
Click on the Default button to access the option to restore to factory default

settings.
2 DCS-2100+ - Microsoft Internet Explorer
Fie Edb View Favorites Tools Help
@Ea[k - \ﬂ E] ;j /stEar(h g&‘Favuntes 8 2 4 = 3
s 8] 92,168 01451
D-Link
Building Netwarks for Paople SECURI =AM Neiwork...
Enhanced 2.4GHz Wireless Internet Camera
|| Tools Status Help
' Restore Factory Default
Restore Fal:tnr’y Default will lose the current setting
DCS-2100+ A
Press Auuw tD cumpletg the process. System will
x estart and requires installer program to setup the
|| Admin netwurk
el
Applieaﬁans 0
. Apply
Click Default |

Click Apply on this screen to restore factory default settings. This means any
changes made will be lost and the system will be reset to the initial status when
shipped from the factory. After confirmation, the system will restart and require

the Installation Wizar

d program to locate the IP address of the DCS-2100+.
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Using the DCS-2100+ with an Internet browser
(continued)

Configuration > Status > Device Info

Click on the Status tab to access Device Info and a Log of DCS-2100+
system activity. The Device Info is the default screen when you click on the

(@ sECURIC AM Network®
Enhanced 2.4GHz Wireless Internet Camera

[ — Tools QWM Help |

Status tab.
W DES 2100+ - Miciosolt lntermel Fxploner
Fls FEdt  View Fawortes Tooks  Help
Qs - @D [ @A G P Frreme & 2-
Pedckemss | ] betp: 1192, 1ES.0.146]
I Home
1 Device inturmation
‘ Firmware Version
Mar: Arfdross
gddrass Ie
. . ubnet mas
Click Device Info sfauk ruter
Secondary DNS

:1.05

: 00-B0-CB-CD-EAFS
: 192.108.0.146

1 255.255.255.0
$192.160.0.1
192.152.81.1
(4222

The Device Info screen lists the following important settings that are currently
set for the DCS-2100+:

Firmware Version number
Mac address

IP address

Subnet Mask

Default router address
Primary DNS address
Secondary DNS address
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Using the DCS-2100+ with an Internet browser
(continued)

Configuration > Status > Log

Click on the Log button to access a system log of system activity from the
Status menu. The content of the log file reveals useful information about the
current configuration and connection logged after the DCS-2100+ boots up.
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Click Log oo

2000/01/19 14:19:48 in local

Configuration > Help

Click on the Help tab to access descriptions of the particular function you
need help with. The help screen is organized in the order of the tabs and then
each menu item under that tab.
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Record Snapshots to your FTP server
with Motion Detection

Administrators can combine options on the application page to perform many
useful security applications. There are two trigger sources available: from an
external sensor or with built-in motion detection. There are also two kinds of
actions that can respond to these events that include uploading snapshots
over the internet and driving attached devices. To upload the snapshots, users
can choose either email or FTP according to user’s needs. Both e-mail and
FTP use the network settings on the network page. This section describes
how to enable motion detecting and record snapshots to an FTP server.

If no external sensor is available, administrators can utilize the built-in motion

detection to monitor any abnormal movement and then record the snapshots
to an FTP server.

Click the Motion Detection button under the Advanced tab from the
Configuration screen to access settings that affect how the DCS-2100+

Internet Camera can serve as a security device by recording only when motion
is detected.

(“)SECURICAM Network™
Enhanced 2.4GHz Wireless Internet Camera
| @I Advanced

Click Motion Detection

In this window, follow the steps below to ensure that motion detection is correctly
enabled:

Check “Enable motion detection.”

Click on “New” to have a new window to monitor video.
Enter in a window name.

Tune the “Sensitivity” and “Percentage” according to the local.
environment.

Click on save to enable the activity display.
1

® ®0e00
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Record Snapshots to your FTP server with
Motion Detection (continued)

Next, click the Mail & FTP button under the Advanced tab to set the FTP
server settings for the DCS-2100+.

@ sECURIC A Network™
Enhanced 2.4GHz Wireless Internet Camera

[ Home el Tools  Status ___ Help |

1 l Mall & FTP sattings

SMTP
SMTP [manl) server 1

Click Mail & FTP LTEiRi2

- o
EMTP pa
I Video Recipiant omail addross 2
Return email agdrass
Local FTP server part 21 @
l Noken Detncten 15t FID servar 123.123.123.1
15t FTP usar nama

John Smith

2nd FTP password

2nd FTP remote folder

[ secandary FTP passme mode

V)

Apply  Cancel

In this window, enter the settings for the FTP server you wish to record to.
Optionally, you can enter settings for a secondary backup FTP server.

@ Local FTP server port- The Default portis 21. To connect to an FTP sever,
it is recommended that you do not change the
port number unless your camera is behind a
router. If your camera is behind a router, you can
assign any port number to this field, but you must
enable port forwarding on the router. Please refer
to your router manual for more information on port
forwarding.

@ 1st FTP server- If you are going to upload snapshots to an FTP
server, you will need to fill in the Domain name or
IP address of your external FTP server such as
ftp://dlink.com or ftp://123.123.123.1. (The server
name and IP address will vary depending on the
user.) The following user settings must be
correctly configured for remote access.
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Record Snapshots to your FTP server with

Motion Detection

@ 1st FTP user name-

@ 1st FTP password-
@ 1st FTP remote folder-

@ Primary FTP passive
mode-

2nd FTP server-

2nd FTP user name-
2nd FTP password-

2nd FTP remote folder-

Secondary FTP passive
mode-

(continued)

Specify the user name to access the external FTP
server (ex. John Smith).

Specify the password to access the external FTP
server (ex. 12345).

Specify the destination folder in the external FTP
server (ex. snapshot).

Passive mode will allow access to an external
FTP server if your camera is behind a router
protected by a firewall.

Specify the Domain name or IP address of your
second external FTP server. This field is optional
if you have already filled in the information for the
first FTP server.

Specify the user name to access your backup
FTP server.

Specify the user password to your backup FTP
server.

Specify the destination folder on your external
backup FTP server.

Passive mode will allow access to a second
external FTP server if your camera is behind a
router protected by a firewall.

For detailed information about each setting, please refer to Configuration >
Advanced > Mail & FTP in the section titled “Using the DCS-2100+ With an
Internet Browser” (page 41). Click the apply button when finished.
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Record Snapshots to your FTP server with
Motion Detection (continued)

Next, click the Applications button under the Tools tab to set the application
settings for the DCS-2100+.

CAM Network™
Enhanced 2,4GHz Wireless Internet Camera

' Tos  EETTTRMETTIN
b lings

Click Applications

= Send snapshets by FTP
[E1FT® nut snapshots with date and time sulfx

iQ

.4

In this window, follow the steps below to set the application settings for
snapshots to be recorded to an FTP site:

® Select the weekdays you would like to record and enter the
“Snapshots begin” time and “Snapshots end” time for the weekly
schedule, or select “All the time except for the above schedule” if you
want to enable full time snapshot recording.

Check “Event operation.”

Set the delay “before detecting next event” to avoid continuous false
alarms following the original event.

Set the delay to “take snapshots after event” to capture the direction
of the moving object.

Check the window name (in this case Back Door).

Check “Upload snapshots while motion detected.”

Click “Send snapshots by FTP” and check “FTP put snapshots with
date and time suffix”

Click the “Apply” button to save the settings.

06 ® 6

Click the apply button when finished. You are now able to record shapshots to
your FTP server when motion detection is triggered.
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Using IP surveillance Software

Installing the IP surveillance Software

Hardware System Requirements

Before you begin installing this application software, the hardware system
requirements must be checked first. The minimum system requirements
recommended for this application are as follows:

Browser: Internet Explorer 6.x or above

CPU: Intel Pentium 111 800GHz or above

SDRAM: 128 MB SDRAM

Hard Disk: 40GB

Video Card: nVidia, TNT, TNT2, GeForce series with 32 MB Display memory
ATI Radeon series with 32 MB Display memory

Software Installation

Put the installation disk into your CD-ROM, and it will run automatically. If it
does not, open “My Computer” and double click on the CD-ROM icon. Next the
installation menu will appear. Click “Install Software”. The following window will

appear.

D-Link
Building Networks for People DCS-2100+
a2 Network”™
Enhanced 2.4 GHz Wireless
This Instalfer will guicle you through the instaliation |n‘e n Bt c damera
DIOCESS. You are only moments away from using
Jour new D-Link Networking Froduct

Thank You for Purchasing Your D-Link Product

Click IP surveillance P IP surveillance

B Install Adobe® Reader®
> Install ZoneAlarm® Pro

This service is available for US Customers Oaly

B Visit support.dlink.com
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Using IP surveillance Software (continued)
Installing the IP surveillance software (continued)

InstallShield Wizard il |

Welcome to the InstallShield Wizard for IP
surveillance

The Installs hield® \Wizard will install IP surveillance on your
computer. To continue, click Mext.

'C“Ck Next: Sl : Mest » i' Cancel |

The “License Agreement” window below will appear. Please read the following
license agreement carefully. Click “Yes” to accept this agreement and proceed
with the installation.

Installshield Wizard AN x|

License Agreement

Fleaze read the following license agreement carefully.

Frezz the PAGE DOWHN key to see the rest of the agreement.

D-Link [P surveillance Licensze Agreement -
General Terms

PLEASE READ THIS AGREEMENT CAREFULLY BEFORE USING THE PROGRAM.

D-Link INC. %/ILL LICENSE THE PROGRAM TO YOU OMLY IF YO FIRST ACCEPT

THE TERMS OF THIS AGREEMENT. B USING THE PROGRAM vOU AGREE TO

THESE TERMS. [FvYOU DO NOT AGREE TO THE TERMS OF THIS AGREEMEMNT,
PROMPTLY RETURM THE UNUSED PROGRAM TO THE PARTY [D-Link OR ITS
RESELLER] FROM 'WHOM YOU ACQUIRED IT TO RECEIVE & REFUND OF THE
AMOUNT YOU PAID. LI

['o wou accept all the terms of the preceding License Agreement? If pou choose Mo, the
setup will close. Toinstall IP surveilance. you must accept this agreement.

IristallShield

'C“CkYeS : s = Yes iI No |
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Using IP surveillance Software (continued)
Installing the IP surveillance software (continued)

Next, the “User information” window below will appear. This window will prompt
you to enter the user name and company name. Enter your user name and
company name and then click “Next” to continue.

Installshield Yfizard " x|
Customer Information
Pleaze enter your information.
User Name:

LCompany Mame:
lD-Link ]

Irstall thiz application for;

* Anyone who uses this computer (all users)

' Only for me [deskiopPh)

|stal|Shield

'C“Ck Next: Back ! Mext > il Cancel |
—

You must setup the administrator’'s password in order to proceed. Input and
confirm your password in the window shown in below. Click “Next” to continue.

Installshield Wizard i x|

Administrator Password setup g

“Y'ou must zet pour admin password before you could use IP survellance. Please type the password in the
Following.

IristsSHield

'C“Ck NeXt : E h! et > !' Cancel
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Installing the IP surveillance software (continued)

Select the installation directory for this application software and click “Next”,
which is shown in the figure below. You can change the installation directory by

clicking “Browse...”

Installshield Wizard ) x|

Choose Destination Location
Select folder where Setup will install files.

Setup will install IP zurveilance in the following folder.

To install ta this folder, click Next. To install to a different folder, click Browse and select
another folder.

Destination Folder
’7D:'\F‘logram FileshD-Link 5P surveilances ‘

| ristall&hield

Cancel |

'Click Next :

Select a program folder to install the application software and then click “Next”,
which is shown in the figure below.

Installshield Wizard

5Select Program Folder

Flease select a program folder.

Setup will add pragran icons to the Program Folder listed below. “Yau may twpe a hew folder
name, or select one from the existing folders list. Click Mext to continue.

IrstalShield
'C“Ck Next : E ihl Mexst > il Cancel
—
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Installing the IP surveillance software (continued)

After checking all the setup information in the window shown below, click “Next”
to start the installation of the application.

Installshield Wizard n x|

Start Copying Files
Review settings befare copying files.

Setup has enough information to start copying the program files. |f you want to review or

change any zettings. click Back. I you are zatizfied with the settings. click Mest to begin
copying files.

Current Settings:

Setup Type: ;I
Complete

Target Folder
D:%Program Files\D-Link 5P surveilance®

Uszer Information

Mame: desktopPh
Company: D-Link

i 2t

|rstallShield

'Click Next ! Back

Click “Finish”, in the window shown below, to finish installation. The program is
now installed on your computer.

Cancel |

Installshield Wizard

InstallShield Wizard Complete

Setup has finished instaling IP survellance on your computer.

'Click Finish !

Lanicel |
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Launcher

Launcher is a controller program that allows users to invoke Monitor or Playback
quickly.

System Tray Icon

The Launcher icon reflects current state of IP surveillance. The % icon in the
system tray signifies that the IP surveillance Software is currently active on the
system.

Security for Launcher

When Launcher starts, there is no need to undergo a username/password
check. But when users want to click on the icon of Launcher on system tray,
Launcher will pop up a username/password dialog the first time for menu popup
or when Launcher is locked. If a user fails to pass the authentication check, no
menu will show up. If a user fails 3 consecutive tries he/she will be locked out
for a period of 60 seconds.

After passing authentication, users will be able to use all functions. If users
want to leave the computer, it is possible to lock the Launcher for security

reason. When Launcher is locked, the user will need to pass authentication
again to see the popup menu.

Below is the login window:

zl
Usermarne;: _
Password: _
| ak. I Cancel |




Using IP surveillance Software (continued)
Launcher (continued)

When Launcher is locked, the unlock window will appear, prompting for the
user password in order to unlock.

uniock x|

Launcher iz in uge and has been locked.
Cinly admin can unlock, it

Uszernanme:; Iadmin

Password: [
0k, I Cancel |

The input area of the dialog will be grayed (disabled) for 60 seconds after 3
consecutive failures.

User Interface
Below is the user interface for Launcher:

Lock
v Auboran akb skarbup

Tools r

Maonibor
Playback.

Logouk
Exit

4:06 PM

The main user interface for Launcher is an icon on system tray, and the popup
menu appears when the user clicks on the icon. The menu items are listed
below:

[ | Lock Launcher
When this item is selected, Launcher will enter lock mode. In
lock mode, whenever users want to invoke the menu, a dialog
asking for ID and password will appear. The interface for this
dialog is covered in previous the section.
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Tools
Contains many utilities. Currently only change password is
implemented. The change password dialog looks like this:

Change local admin's password x|

0ld Pazsword:

NewPasswore: [EEEE

Confirmn Paszword:

ak. I Cancel |

Autorun at Startup
Users can select whether or not to autorun Launcher when
Window boots up.

Monitor
Starts up the Monitor program. If the Monitor program is already
running, clicking this button will re-open the Monitor window.

Playback
Starts up the Playback program. If the Playback program is already
running, clicking this button will re-open the Playback window.

Logout

Logs out user from IP surveillance. After logging out, if the user
wants to return to the menu, and clicks the Launcher icon, the
authentication box will appear prompting for username and
password again.

Exit

Exits Launcher. If users choose this option, Launcher will show a
message box prompting to confirm if users really want to exit,
and warn users that exiting Launcher will also close Monitor and
Playback.



Using IP surveillance Software (continued)

Monitor Program

Features of the Monitor Program
Traditional Surveillance Features:

[ ] Real-time monitoring

[ ] Pan and Tilt control

[ ] Recording

Special Features:

The digital surveillance system supports not only the features listed above, but
also the following features, which make the system more powerful and
convenient.

[ ] Simultaneous real-time monitoring and recording audio and video
] High quality video up to full screen display

[ ] High compression ratio

| Maximum of 16 cameras with different monitor layouts

[ ] Auto alarm in multiple modes

[ ] Account-password protection

| Multiple recording modes: Event-driven, Scheduled, and manual

recording for each camera.

Just-in-time snapshot

Motion detection with 3 alert windows for each camera
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Monitor Program (continued)

Application Layout and Functionalities

This section demonstrates a global view of the monitor program, shown below.
The components of the monitor tool will be introduced in detail in the following

sections.

Misc. Functions

——
P ———————————

Channel Area v v o8

T

e —

—_—

Layout Area i | —

Hard Disk Status .
Display Frame

S——- -
Common Controls [ & o o "

98838 ——
DI/DO and Alert 808D
a2l AT 1
Message e eau
8088
] | Y WL | T rvelaner i i BETLOE e

There are several parts in the monitor tool:

Misc. functions:

These include application exit, minimization, full screen monitoring,
lock, stop alert, and configuration menu for camera configurations,
global settings, scheduler settings and the user information of
this application software. Tips for these operations are provided
when you move the mouse cursor over each icon.

Channel area

This area displays the status of each video channel. The
information indicates the status of connection, recording,
selection, and alert-event trigger.

Video area

In this area, you can see the video of the selected channel in the
display frame. The number of the display frames in the video area
depends on the layout chosen by the user. You can also use
convenient controls to alter the video display.
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Logging In

Layout area

You can change the monitoring layout in this area. There are six
kinds of layouts: 1, 4, 6, 9, 13, or 16 video display windows in the
video area.

Hard disk status

In this area, you can get the status of the hard disk in which the
video database resides. The status reminds you to arrange the
available storage size of the recorded video database.

Common control area

This area includes volume control, manual recording, video
printing, snapshot, and trash can to remove video from display
windows.

DI/DO control

This tool receives the digital input signal and sends digital output
signal to the remote Video Server/ Network Camera series
product associated with the dedicated video channel.

Alert Message

This tool will display the latest alert messages received by the
remote Video Server / Network Camera series product associated
with the selected video channel.

You need to login the first time when you start the Launcher. The authentication
window is shown below. If you do not have an account, the monitor tool will not
execute. You must log in as admin (administrator) to use this application. Enter
the password for the administrator.

Authentication x|
Useome: BT

Pazsward:

ak. I Cancel |
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Monitor Program (continued)

The Admin Privilege

In the Monitor program, the admin has the right to access the DCS-2100+
Network Camera through this application software and change the local settings
as well. But the admin password for the software is not the same as the admin
password for the Internet camera. You can change the settings of each selected
Internet camera from the Monitor program only if you have the admin password
for the Internet camera.

If you have the admin privilege, you have the right to do the following tasks:

| Run the configuration tool

[ | Change the recording schedule

] Change the local settings

Again, if you need to change the settings of the DCS-2100+, you must have
the administrator’s password for the camera itself.

Camera Configurations

When you log in for the first time, you should configure this application software
to connect the DCS-2100+ in “Configuration Menu > Camera Configurations”,
shown in the figure below. You will need the admin (administrator) password of
the camera in order to run the configuration.

Camera Configuration, .,
Global Settings. ..
Scheduler. ..

Backum

about. ..

Once you click “Configuration Menu > Camera Configurations” for
setting each camera, all recording processes will be stopped indicated by
a warning window popped up in advance to keep you informed.
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The Layout of the Configuration

This section discusses the local settings for the connection and the functional
configuration of each camera. If you are interested in the remote settings for
each camera, you can refer to “Using the DCS-2100+ With an Internet Browser”

(page 34).

Local

Settings

Camera
Selections

Insert new
camera to
the list

Remote Camera
Webpage Settings
|
(T ———— |
- Laszl 5 ating el 1!
. x K \ |l Home Advanced Tools Status Help.
i System settings =
’ Camera name : [ocs-2106+
Rezcrdng Seffings—————————— ™ Turn off the LED indicator
e - lm S & Setup Page
Breedd m‘m it o System  Keep current date and time
Record [5 =] sees. dter event  Synec with computer time
M Agpplications pe date: [FOCE7 12720 [yyywinmyed]
e T = pe zime: [TE13:1L| [hirrm:se]
1 I Default © Manual
B o Dste: [EIEFAZIEE [yyssfrmyidel]
2 [-NOHE- “ime: [22:11:53 | [hhirmise]
% ng:g  Automatic
(7| -MUNE-~ “TF server: [skip to invoke Jefault server
_— S_mS:E Time zone: [GoT =]
[ ERE v ¥
%:NDNE: Apgly  Caneel
|13 -MONE-
=1 -
BL sow o | .lj
S o |
The Layout of the Configuration
In the local settings, shown below, three main functionalities are provided:
Local Settings
=== -
’V R ¥ (& History of.aII
gt Delete Higtary Cam_eras n
] the list

Delete camera
from the list
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Insert — To insert a remote network camera to the camera list. Click the “Insert”
button, an “Insert New Channel” dialog will popup, as shown below. Specify the
IP address, port, and admin password of the network camera, click the “Ok”
button to close the dialog. Then the system will try to connect to the selected
camera. If the connection succeeds, the camera will be inserted to the camera
selection list.

Insert New Channel x|

SETETIE | CeliEes, Address: 1:3'-;-'.1 £8.0.100 : [s0 :Ii
port, and admin pass- :
word of the camera. User. |admlﬂ

Fassword: I

™ Save Passward

@ Cancel |

Once added, you will see the IP address of the camera and also the port that is
opened on the camera (port 80 in this example).

— Local Setting:
Ck b 4 E
Inzert Delete Higtory
List Hiztaric
—dlert Settings l

[ Enable motion detect
[~ Enable digital input
Digital input alert when I Hi Lo

— Recording Settings

Becord [g =1 eacs. before event

Riecond lﬁ secs. after event

Heck s (A The selected camera
— = == has been added to the

1J S I 0050 selection list.
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Delete — The deletion of a device is a much easier operation than “insertion”. It
removes the selected network camera from the camera list. Highlight the
camera that you want to delete from the list and click on the “Delete” button.

i~ Local Settings

Ck X &

Insert Delete Histary

List Histe
Alert Settings L
’]‘ Enahle mation detect

™ Enable digital input
Digital input slest when — ~ Hi & Lo

Fiecording Seftings
e -

Becord

secs. before event

=
Recod [5 =] sees. aftereven!

 Viden Audin

‘ [ o The selected camera
— = will be deleted.

History — Clicking the “History” button will popup a historical camera list, which
lists the latest 16 cameras you inserted into the camera list. 16 is the default
number; you can change the number of the latest installed cameras you want
to keep in the registry. Clicking on one camera in the history list will insert the
camera into the camera list. The historical camera list is shown below.

+ Local Settings. | Remete Seligs

o &h]tmm;l T Historical
e - i 15216801005 1 q
[ . - — camera list

Alert and Recording Settings

—dlert Settings

[~ Enable motion detect .
[~ Enable digital input Alert Settmgs

Digital input alert when I Hi Lo

— Recording Setting:

Mane: <D efault:

Becord I?secs. before event Recording
Record H secs. after event Sett' ngS
Media type:

& Bath ¢ Wideo © Audio
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Alert Settings:

Specific alert actions can be performed by setting the options in this window.

Enable motion detect
This will trigger an alert sound that has been specified in the
section titled “Global Settings \ Alert Sound.” Check this option to

enable audio alerts for the selected camera.

Enable digital input
This function is similar to “Enable Motion Detect” mentioned
above. Once this option has been checked, a digital input device

will be able to trigger an alert sound and recording.

Digital input alert

This application software provides options for you to define the
triggering criteria for the digital input of the DCS-2100+. The alert
of the digital input can be defined as high-level triggered or low-

level triggered.

Recording Settings:

Record # secs. before event

Once the automatic video recording has been activated, you can
change this setting to regulate the recording of triggered events.
Recording will start from the specified number of seconds before

the alert event has been invoked.

Record # secs. after event
Recording will last for the specified number of seconds after the

alert event has been invoked.

Media Type
You can specify which media type you want to record: Video,

Audio, or both.
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Changing the Camera Order in the List

You can “drag and drop” in the grid area of the camera list to change the
sequence of the connected Network Cameras, which is shown below. This will
allow you to rearrange the cameras in an order of your choice. Once the camera
is moved to a specified location, the proceeding cameras will then move 1
position up or 1 position down depending on which direction the selected camera
was moved.

. | oc:ation |nformation . i i

Step—'l 1 192 162.0.100:20 Step 2 1 .I._SET\:ET | tnformation I

[ [-NOME- Z MOME--

|3 |-MONE- | 3 | -NONE-

|4 | -NOME- | 4 |-NONE-

|5 |-NOME- |5 |-NOME-

|6 |-NONE- |5 |-NONE-

| 7| -MNONE- |7 |-HonE-

18 |-NOME- 1§ |-MOMNE-

19 |-MNOME-- 19 |-MONE-

110 | ~HOME-- 10 | -MNOME-

| 11 |-HOME- ETH

|12 | -HONE-- 1T aving chanrel 12 .. 168.0.100:60

|13 | -NONE-- =

| 14 | -MOME-- | 14 | -MONE-

| 15 | -HOME- | 15 | -NONE-

|16 | -NOME-- | 1€ | ~MOME-

Press the left mouse button Move the mouse to your new

at the gray index field. selected location and release

the mouse button. Then Video
1 will be moved (to the 12th
row in this example).

Once you click the “Save” button in the left-bottom corner of this window, the
changes for all camera configurations will be saved and will be applied
immediately to the IP surveillance.

81



Using IP surveillance Software (continued)
Monitor Program (continued)

Global Settings

After completing the connection to each remote Network Camera, we need to
configure some global settings for all the cameras. These include the video
database directory, the usage of the Hard disk, and options for video display.

Scheduler, ..
Backum
About, .,

You can activate the global settings window from “Configuration Menu > Global
Settings...” shown above.

All recording processes will be stopped when activating the global settings
window, indicated by a warning window popped up in advance to keep you

informed.

First Backup
Mo Drata
Mo Data
Mo Data
Mo Data
Mo Data

M Nata
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Directory Settings:

Snapshot directory
The directory for storing snapshots in *.bmp format from video
channels of the monitor tool and playback programs, which is

shown on page 82.

Recording directory
The directory for storing the recorded video data from video

channels.

Scheduler directory
The directory for storing the default and user-customized
schedules for the scheduled recording of each channel.

Record Diskspace Usage Settings:

Cycle Recording

When you turn this setting on, the video database system of this
application software will overwrite the oldest data if the specified
path has become full. That means it will record video data in a
loop. If this setting is unchecked, a warning message will pop up
when it is approaching the storage space limit. All recording will
stop when the limit of the hard disk usage is reached.

Reserved space

Indicate the size of the hard disk that will be reserved for other
Windows applications (at least 15%). The remainder of the hard
disk space will be available for recording. The more space you
have reserved, the less there will be available for your camera(s)
to record to. As you move the bar to the right, more space will be
available for your camera(s) and conversely, less space will be
available for your other applications. If the recording data exceeds
this limitation, the new video data will replace the oldest data (on
a First In First Out (FIFO) basis) when “Cycle Recording” has

been checked.

Alert Sound
You can load a custom *.wav file for the sound of alert triggering.

You can also select from the sound files in Windows.
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[ | Modulation Mode
You must select the input signal format (NTSC or PAL) for

displaying the original resolution of video stream from DCS-2100+.

NOTE: You need to select the input signal format according to the camera
type or CCD module type that is connected to the DCS-2100+.

Display Options:

In the video displaying frame of each channel, there are two status bars. The
upper bar contains “Camera location” and “time of the remote site.” The lower
bar contains “Connection time” and “Recording time.” All of them, shown in the
figure below, can be enabled or disabled here individually for the status indication.
Apply to full screen mode can also be turned on here. Once it has been checked,
the status bar in each channel showing date, location, connection, and recording
time will be shown in both display frame mode and full screen mode.

Location (channel number + camera name) Remote Time

Connection Time (Day:Hour:Min) Recording Time (Day:Hour:Min)
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Backup Settings:

Using Backup Settings in the global settings window, you can backup recorded
data from selected cameras to a specified location.

Directory
This is the directory where backup data will be saved. You can
select the location by clicking on the folder icon.

Size

You can set the size limit of the data that will be backed up. The
default size limit is 10MB. The maximum value for this setting
depends on the amount of Free Space available on your hard
drive. This value can be found under the “Record Disk space
Usage Settings” section of the global settings window.

Backup Location Select

Select the locations to backup by clicking the checkbox next to
the location/camera name. To delete a location, select the location
and click the “Delete” button to the right of the Backup Location
Select window.

After you have set your backup settings in the global settings window, you can
backup recorded data by clicking “Backup” in the Configuration Menu, as seen

below:

(b . T e
s (Camera Configuration, .,
Channel |  Global Settings. ..

° EraE——
1 Abauk, .,
[ (1% [ (=
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Using the Monitor Program

This section depicts, in detail, how to manipulate the monitor tool.

Connection of the DCS-2100+

Channel:

Once you have the privilege to connect to the DCS-2100+, the cameras will
automatically appear in the video area in the order they are connected. Once
you have set up the camera in the video channel, the color of the channel
number will turn blue, indicating that the camera has been added to IP
surveillance. If you do not set up the camera for the video channel, the color of
the channel number will be gray.

There is a unique light signal associated with each channel number. Itindicates
the status of the dedicated video channel, which is depicted as follows:

[ ] Off
The video channel is not connected with any DCS-2100+ yet.

[ | Green
The green light means the DCS-2100+ associated with this
channel number is connected, and the video is monitored in the

video area.

[ ] Red
The red light indicates the video from this channel is recording
into the video database. In this mode, you don't have to drag and
drop the channel to the video area. This means that this application
software supports real-time recording with and without real-time
monitoring for the dedicated video channel.

[ ] Blink
With the motion detection mechanism set in the DCS-2100+,
the light of the corresponding channel will blink once the motion
event is triggered.
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[ Selected Channel

l Recording |
—)

( Connected and monitoring

Not configured channel ]

Configured but not
connected (no video)

: Trashcan '

If you do not want to monitor one video, you can drag and drop the video (in the
video area) to the trashcan in the common control area of the monitor program.
The following section will demonstrate the procedures for “drag and drop” step-
by-step.

Show the video of a specified channel

This section depicts the method of how to show the video of a specific channel
in a display window.

Step 1: Move the mouse cursor to the display window shown below.

Mouse cursor

Location hint

Display window
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Monitor Program (continued)

Step 2: Press and hold the left mouse button, and then move the cursor to a
displaying window in the video area, which is shown below. Note that the cursor
will change according to the area in order to indicate whether the area is
droppable or not.

ORI TR
~Channel——————————————————
® © ® @ N T L
1\ 2 3 4 _P‘D}"_rﬂ.l.b&
o—=7 © @
Video 1
5_-m 78 Window A
@ @ @ @
(Not droppable areajr—s——te—i——z (Droppable area )
(] v @ ®
18 a4 5 1B S—
e D TAHK
- H

r Hard Digk Status

Step 3: Release the left mouse button while on top of a display window. In each
display layout, only one window can be assigned to a camera. Also, each camera
must have its own separate window when displayed. Once the video is in a
display window, it can be dragged and dropped to other windows. If you drag
one camera’s video to a window that already has its own camera’s video, the
two cameras will trade display windows. Dragging and dropping is a very
convenient way to manipulate the video channels in the IP surveillance Software.
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O TR [ERNEE
~Channel———————————————
© @& @ e
e =
¢ © © @
56 E
@ © © ©
50 a2
& © € @
150 5
~ Lapout- :
O H H Empty video box]
H OB HE
[ Hard Disk Status

Removing video from a display window

Step 1: Move the mouse cursor to the display window that contains the video
channel you wish to remove.

Step 2: Note that the cursor will change to the hand-shape when it has been
moved onto the displaying frame. After that, press the left mouse button and
hold it.

Step 3: Move the cursor, while still holding the left mouse button, to the trashcan
in the common area of the monitor program.

Step 4: When the cursor shape changes to an arrow-shape over the trashcan,
release the left mouse button. The video in the corresponding display window
will disappear. All operations above are shown in the figure on the following

page.
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Press and hold the left

o m N @ N

— Channel
hannel

mouse button here.

Move the mouse cursor
here, and then release
the left mouse button.

€ 1@ ue
N e =@

@ ve ve -|o
o® o€ o
_
-

L@
e
5@

1
2
5

=

U

W OE B

B H

~Hard Disk Status-
Usage: - S

FieeSpace: 2483340 KB

~— Camman

The Layout

ToF o it

_I‘}J_f'l 1 I-E

PR TTEEHIATES]

DIABK

dsusilinigg

There are six different layouts available, as shown below, for the display
windows in the monitor program. You can select one of them by clicking on
alayouticon. In each layout, you can drag and drop the “channel number” to
any display window in the video area. Following the procedures described
in the section titled “Show the video of a specified channel”, you can add
the video channels to display windows within the selected layout in the video
area one by one. You can also exchange the video between different display
windows by dragging and dropping.

4 camera layout

g

6 camera layout

1 camera layout

(L]

ElE

16 camera layout

9 camera layout

(s)
&
|

13 camera layout
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Double click on a
display window to
switch to a single
channel layout.

When you choose the one-channel layout or four-channel layout, the “Page up”
and “Page down” buttons will be shown in the left-bottom corner of the video
area. You can use these two buttons to switch the pages, as shown in the
figure below.

Use to switch between
cameras.
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To view an individual camera from the multi-camera layout, double-click on the
desired display window. You will see that the size of the display window is the
same as the one-channel layout. Clicking the “Back” button in the upper-left
corner of the video area will switch to the previous selected multi-camera layout.

The position that each video channel is in for every layout will be saved for the
next time the layout is selected.

Back to previous
layout.

Input/Output Control Tools

o

Digital Input / 0I/00

gl Alert Message
Digital Output

R o |E N

> e o e

E E“-{ _-lja‘ ]

10 I

EA ol @ (E e

[
Do
€7

|
=

=2

(&5
[ -
(E£3 <n
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IP surveillance includes DI/DO control (Digital Input / Digital Output) control
and an alert message receiver. Each of these are described in detail below.

DI/DO Control

Clicking on the “DI/DO” button shown below, you can switch to the DI/DO
controls. The color of the channel number indicates the status of the camera’s
DI (Digital Input). You can click the “Switch button” to change the HI/LOW state
of the DO (Digital Output). With these features, you can monitor the remote
sensor input from DI and also trigger the camera by DO switch.

- DD | Aart e

1 2 3 4

Set digital output to LOW |—={ Bl | | B} E El
3 v 8

[Set digital output to HIGH ﬂ
10 11 =

[Em o Em o

fem o
—
L2 I
—
E1s

: No connection '

When the color of a DI/DO channel number is gray, that means the video channel
has not yet been connected to a camera.
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Alert Message

12:16:45:dev #1 closed.
Reconnecking ...
12:16:55:dev #1 closed.
Reconnecting ...
12:17:12:dew #1 closed.
Reconnecking ...
12:117:25:dev #1 closed.
Reconnecting ...
12:17:38:dev #1 closed.
Reconnecking ...
12:40:26:dev #1 closed.
Reconnecting ...
12:40:40:dev #1 closed,
Reconnecking ...
12:40:53:dev #1 closed.

If you have checked the box “Enable Motion Detect” or “Enable Digital Input” on
the Camera Configurations > Alert Settings screen, the alert message will show
in the window shown above. Once the alert, caused by motion detection or a
digital input level change is triggered, the alert message will be shown in this
window. If there are more events than this window can display, a scroll bar will
appear.

The message format is described as follows:

“time"=>"alert type” #’channel number”(*winl”,"win2","win3")

For example, the message “PM 02:41:00=>MO #1(0,1,1)” means that this is a
motion detection alert occurring at 02:41:00 PM in Motion Window 2 and Motion

Window 3, for camera #1. If the message “PM 02:41:56=>DI #1" is listed, that
means there is an alert triggered by the DI, for camera #1, at 02:41:56 PM .

94



Using IP surveillance Software (continued)
Monitor Program (continued)

About

By choosing “About”, located in the configuration menu shown below, a dialog
box will appear and display the information about the installed version of IP
surveillance. The information includes the software name, version, user name,

and company.

O = N B8
Zamera Configuration, ..
Global Settings. ..
Scheduler. ..
Backup
About, .,

Miscellaneous Functions

Full Screen Stop Alert Sound
Quit I 0) I !I Al @ | & ! Configuration Menu
Minimize

This section will describe some other miscellaneous functions of the icons
shown above. These functions are:

|
& Quit

By clicking this button, IP surveillance will be closed with the
latest settings saved.

- .
Minimize
Minimize the Monitor program.
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fal

Full Screen

With this function, you can enlarge the selected video channel to
a full-screen display. Pres the “ESC” key on the keyboard or
double click the mouse on the screen to return to a regular display.

Stop Alert Sound

If an alert is triggered, the alert sound will start to play. After being
informed of the situation, you can press this button to stop the
alert sound. It will also switch the NO Control to the Alert Message
receiver, so that the alert messages can be reviewed.

Configuration Menu
The menu includes Camera Configuration, Global Settings,

Scheduler, and About options.

Common Control Functions

Stop Record Printer
— Common

Volume @I = ﬁl i Trash can

Record ' ' | ' Snapshot

This section will describe the common control functions, shown above, which

are depicted

by the small icons. These functions only apply to the currently

selected channel. These functions are:

€

Volume Control
Click on this button to adjust your volume settings.
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[=]

m

Status Bar

Record
By clicking on this button, you can manually record video from

the selected channel.

Stop
After video recording has been activated, this button allows you
to manually stop recording the selected video channel.

Snapshot

This button will take a snapshot of the selected video channel
and then save the picture as a bitmap file to the hard disk. You
can set the directory for storing these bitmap files at the
“Configuration menu > Global Settings screen”. Please refer to
the section titled “Global Settings” for more details.

Printer
Click on the printer icon to print the current image to your default

printer.

Trashcan
You can drag and drop the video channel to the Trashcan to close

the video connection with the DCS-2100+.

Local time

Software name

|
Current user: admin [Logged in when 10:41:47 a.m., Jan 2, 2004] [IF' surveillance] ‘
| |

Current login user Login time Software version
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Scheduling

The scheduler allows the user to schedule recordings from the selected video
channel of the DCS-2100+. Through both the graphic user interface and time
period selection options, you will be able to easily regulate a schedule for each

video channel.

The main features of the scheduling tool are:

Friendly graphic user interface for schedule editing

Flexible schedule scheme suitable for all applications
Individual schedule for each video channel

Supports up to 9 preset schedule schemes for each video channel

Automatic period recording

Using the Scheduler

This section discusses the method of how to use the scheduler.

Start the Scheduler

O THE NG

Camera Configuration, ..

Scheduler, . Schedule Tool
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The scheduler will not be accessible until at least one camera has been added
to the camera list. Go to the configuration menu and click on “Scheduler” to
launch the Scheduler.

The Layout and Functionalities

Introduction

The layout of the scheduler and its components, shown below, will be described.

| Recording Scheduler

i e el
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The layout of the scheduler is roughly divided into 4 parts:

[ | Part 1
The first part of the scheduler is the video channel selection area.
It provides the IP addresses and location information of the
connected video channels for the user’s reference. You can select
a video channel in this area and create a schedule for it.

[ | Part 2
The second part is the Primary schedule settings. It consists of
the day time-line, week time-line, begin time selector, end
time selector, and event mode settings.

| Part 3
The third part is the Secondary schedule, which consists of event
mode settings.

[ | Part 4
The fourth part contains the operation buttons for the user to
manipulate the edited schedule of the selected video channel.
The scheduler can be closed from here.

The Functionalities of Configuration Components

The four main parts of the scheduler have been briefly described in the section
above. Parts 1-4 will be described in detail in the following section.

Camera 1

Video channel IP address Location
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In this area you will select the video channel that you want to set a schedule for.
Each video channel will display a name, IP address, and location. Please note
that when you switch between video channels in this area, the changes in the
schedule of the previous video channel will be saved automatically.

Primary Schedule

Schedule with Time Lines

There are two different time-lines: hour unit time-line and week unit time-line.
You can make your own schedule by plotting markers in all time-lines. These
two time lines are associated with each other. That is, if you make changes in
one time-line, the corresponding changes will be applied with scale to the other
three time-lines in the same schedule. Before you begin, make sure that you
select “Once” (page 99) if you want to choose the days to record on.

Week Time-Line

In the figure below, Week time-line is displayed. Itincludes the time-line, schedule
information, and the selected day in the week.

Selected Day

Marking/Unmarking the Recording Time on the Week Time-Line

= 00 01 02 03 04 05 06 OF OB 0 11 12 13 14 15 16 17 18 19 20 21 22 23
u ;
Click [Result in hour time-line ]

The corresponding changes for the markers on the week time-line will be
automatically added to the hour time-lines, which is shown above. You can
also mark and unmark the plotted bar by clicking and dragging with the left and
the right mouse button.
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Hour Time-Line
In the figure below, the Hour time-line is displayed.

oo 01 02 03 04 05 06 OF 05 09 10 11 12 13 14 15 16 17 18 19 20 21 22 23

Marking/Unmarking the Recording Time on the Hour Time-Line

You can apply the one-click function by clicking the left mouse button and
dragging to mark the time on this time-line. The operating method for the hour
time-line is the same as that of the week time-lines. Please refer to the previous
section about marking/unmarking on the week time-line for more details.

Schedule with Time Picker

Begin and End Time

Minute picker

Begin [ITuesday LIIQ :;’]ln :I‘ End |Tuesday j IID :II

| I
[ Date picker ] [ Hour picker ]

There are three controlling units in both “Begin Time” and “End Time” selectors
shown above. The first unit of these two selectors is the date picker. You can
select day with it to set the beginning time and the ending time for the recording
interval.

The second and third units are the hour picker and the minute picker. You can
change the hour and minute settings for the beginning and ending time with
them.

NOTE: The time set in “Begin time” must be earlier than that in “End time”.
Otherwise the settings will not be applied.
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Apply and Erase Buttons

After you have selected the time period with “Begin time” and “End time” picker,
you can apply the period picker, shown in the figure below, to set the periodical
types of the time interval set previously. After the settings in “Begin Time”, “End
Time” and “Period Picker” are all done, you should click the “Apply” button or
“Erase” button to add or clear this scheduling information to the editing schedule
scheme. Note that only after you click on the “Apply” button, the scheduling
information settings will be written back into the whole editing schedule scheme.
That means this edited scheduling time interval is valid only after you “Apply”
the changes.

(+ Once (" Every day
=)E=)

Schedule in event mode

You can select to record in Event mode or Continuous mode by the Schedule
mode selector as shown in the figure below. There are two types of event
recording. Please refer to the following two sections for more information.

{+ Event mode
' Conkinuous mode

Motion Detection

v [Mokion detection
[ windowl v Wlndnwz [ Windows

As shown above, you can check the windows that you would like to record
while the motion detection is triggered.
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Digital Input

v Digital input:
[~ high [ low [~ rising [~ Faling

In the figure above, there are four conditions for the digital input. Check the
condition that you would like to record while the condition triggers.

high
Checking this will trigger recording while the digital input is high.
The technical name for this event is line trigger.

low
Checking this will trigger recording while the digital input is low.
The technical name for this event is line trigger.

rising

Checking this will trigger recording while the digital input is
changing from low to high. The technical name for this event is
edge trigger.

falling

Checking this will trigger recording while the digital input is
changing from high to low. The technical name for this event is
edge trigger.

Schedule in Continuous mode

If you select Continuous mode in the schedule mode selector, it will record
continuously during the schedule that is set up by the user.

Secondary Schedule

Secondary schedule is for recording outside of the primary schedule. The
secondary schedule provides options to record without a specified date or time.

Schedule modes

Secondary Schedule that is outside the Primary Schedule

{+ Disable

Wl il el i)
i~ Event mode ’7 il el

" Continuous mode
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There are three modes in the secondary schedule: Disable, Event mode, and
Continuous mode. If event mode is selected in the secondary schedule, the
camera will record whenever an event is triggered. If continuous mode is
selected, the camera will begin recording continuously after scheduling settings
are saved. These two modes are the same as the primary schedule. Please
refer to the previous section for more detail.

The Schedule Scheme operations

There are six related buttons. “Load...”, “Undo”, “Clear”, “Save”, “Save as...”
and “Close” for handling the schedule schemes. These operations are shown
in the figure below.

Load ... | Undao | Clear | Save as... | Close |
u Load...
This button allows you to load pre-edited schedules from the
scheduling directory for the selected video channel. Note that
you should save the schedule you are currently working on before
loading a new one. Otherwise, the current changes will be lost.
. Clear
This button will clear all changes in the current schedule of the
selected video channel.
u Save
This button is used for saving changes to the current schedule.
n SaveAs...
This button is used to save the current schedule as another file
name instead of the default name.
[ | Undo
Click on this button to undo all changes for the current schedule
since the last save.
[ | Close

Click on this button to close the scheduler.
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Playback Program

The playback program is a very powerful, convenient, and easy way to browse
the recorded video. It has one display mode (normal display mode) and two
playback methods (full range and time period). There are several main functions
including special features in the Playback program. These functions are
depicted as follows.

Features of Playback

Powerful play control tool:

[ | Play

[ | Stop

[ ] Pause

] Step forward

| Fast play (from x1 to x16)

| Slow play (from /1 to /16)
Convenient display adjustment tool:

[ ] Zoom in (from 1:1 to 2.25:1)

[ | Zoom out (from 1:1 to 1:2)

[ ] Full screen

Flexible searching range adjustment tool:
[ | User input (from full range to 1 second)
[ | Zoom in (from full range to 10 seconds)
[ | Zoom out (up to full range)
|

Full range
System control tool:
[ | Window locker

[ ] System settings
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Logging In

Before you start the playback program, it is necessary for you to log in to the
application software. The figure below shows the login dialog. For security
concerns, only the admin account can log in to this program. To change the
password of the admin account, please refer to the section titled “Logging In.”

Authentication

I—I—

Layout

Area Selection Indicator

Status Area |

Histogram Area

107




Using IP surveillance Software (continued)
Playback Program (continued)

When you successfully log in to the playback system, the main window will be
shown on the top of the screen and the display resolution will be changed to
1024x768 automatically (see page 107). There are four main areas, i.e. display
area, histogram area, control area, and status area. There are also three
visualized controls , i.e. area selection indicator, frame selection indicator, and
pull bar. These features provide much more convenience while searching
recorded video in the IP surveillance database.

Main Areas

Display Area

The display area is able to show the surveillance database of each camera by
time. You can change the video size through the display adjustment tool and the
playback method through the play control tool. Under the normal display mode
as shown in the figure below, you can just double click on the frame area to
change the frame size to 1:1 or 2.25:1.

.24

===l p|ayback method || I
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Histogram Area

The histogram is an interactive control. Not only can you get the event’s location
in time domain and its quantity of the motion percentage, but you can also select
a group of events or a period from the event histogram area and show it on the

display area.

Control Area

The control area contains almost all the control selectors and toolboxes you
need to browse the database. These control tools include location selector,
period selector, playback method selector, jog dial, display adjustment tool,
searching range adjustment tool, exporting tool, and system control tool.

Status Area

The status area is located at the bottom of the main window. It tells you the
program status information including display mode, display size, display speed,
exporting file format, and exporting file name.

Indicators

Area Selection Indicator

In the main playback window, the display area is surrounded by a blue rectangle.
This rectangle is the area selection indicator. This indicator can be set to either
display area or histogram area, as long as you move your mouse cursor to the
area you intend to select. When you select the display area, the display
adjustment tool will appear in the control area. If you select the histogram area,
the display adjustment tool will disappear and the searching range adjustment
tool will be shown in the same place of the control area.
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Pull Bar

The pull bar is a fast, flexible control for seeking data in the selected time period.
It represents the total length of time in that period. You can pull the indicator on
the pull bar to the specific time-point you would like to view. The displaying
video will halt and then restart, playing the video sequence from the point you
selected. If the video sequence has been paused, the display area will show
the point you selected without playing. Note that the pull bar will only function
under the normal display mode.

Settings
After the main window is shown on the screen, you must modify the settings to

make it to work properly. Click on the “Settings” button, shown below, in the
system control tool, and the setting dialog will appear on the screen.
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The items in the settings windows are:

Database location

The most important item in the settings dialog is the database
location setting. You must set it to the directory that contains the
surveillance database to make the program to work properly.

AVl file location

This sets the directory where exported AVI files will be stored.
Exported AVI files will be stored in the sub-directory (camera
name) under the directory you set here.

Snapshot file location

This sets the directory where bitmap files will be stored when
you use the snapshot to export them. Exporting bitmap files will
be stored in the sub-directory (camera name) under the directory
you set here.

Modulation Mode:

The modulation mode cannot be changed. This depends on how
you recorded the video sequence in the monitor program. If you
select the wrong mode, the video shown in the display area will
become distorted. If you have chosen the wrong modulation
mode, you may open the settings dialog again, change to the
correct mode, and restart the playback program. The display will
now be normal.
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Normal (Single Frame) Mode

While in the normal (single frame) display mode, you can change the video
currently displayed by:

(1) Changing the database path for retrieving another one in the settings dialog
of “System Control” tool.

(2) Changing the location selector to another location in control area.
(3) Changing the playback method selector to “Full Range.”

(4) Changing the playback method selector to “Time Period.”

( Histogram Area |

Under the normal display (single frame) mode, you can use all the tools provided
with the playback program, except the page control. In this mode, the two labels
under the pull bar show the starting and the ending time of the interval individually
(as shown above).
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Histogram Area

Inverted region

Dark Region

The histogram area in the normal display (single frame) mode only shows the
events’ occurred time and the percentage of motion detection with red bars. If
you want to access the histogram area, you must change the area selection
indicator to the histogram area. You can mark one time interval you want to see
with a color-inverted region by dragging your mouse with the left button pressed
(as shown above). When you release the left button, the color-inverted region
will be enlarged to the whole histogram area. This color-inverted region will be
the new period the program is going to display. If you change your mind and
don’t want to see that period, you can cancel it by just pressing the right button
of your mouse with the left button still pressed. If you click on the left button
without dragging it, the action will be the same as clicking on the pull bar in the
same x-axis position. That means the playback system will shift to the pointed
time and show video on the displaying frame. Besides, the dark regions in the
histogram area mean there is no existing video data in that interval. If you click
on those regions, nothing will happen except a warning message will pop up.

Using Tools

In this section, the method of how to use the tools in the control panel (shown
in the main playback window) will be discussed.

Selector Tools

The figure below shows the selector tools. They are location selector, period
selector for the selection of the beginning time and the ending time, playback
method selector, and alert area selector.

113



Using IP surveillance Software (continued)
Playback Program (continued)

Location:

Location selector

ﬂenua gtart Inne:

[Period selector | 1/ 32004 =]
| 4M D4:58:21 =

Period End Time:

[ 1/ 372004 =l
[ 444 04:58:38 —
Playback kethod:
Playback method selector [Ful Range =
g
(Alert area selector J——[; =

Location Selector

The location selector is a control that lets you select the camera you want to
see (refer to the figure above). The location name is the same as the camera
name (text on video) unless you have specified otherwise.

Period Selector

Period selector provides you a precise way to choose the start time and the
end time of a new period. The end time must be later than the start time. After
you provide the correct start and end time, clicking on the “Play” button in the
jog dial will play the new period in the display area with changing the period
start and end time label. Besides, the pull bar and histogram area will change,
too. If the selected period is not present in the database, the data in the period
selector will change to the previous correct start and end time, and a warning
message will be displayed.
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Playback Method Selector

[ | Full Range
If you select this method, the database will be displayed from the
beginning to the end of this location. Any change in the period
selector will have no effect except when you change this selector
to “Time Period.”

| Time Period
If you change the playback method to “Time Period”, you can
modify the start and end time in the period selector. When you
click on the “Play” button in the jog dial, the period you selected
will be displayed.

Since the program will record the previous start and end time in “Time Period”
and “Events Preview” mode, whenever you want to change the period selector
to see the other periods, you must change the playback method selector to the
mode you want to use first. Otherwise, the period selector will revert back to
the previous period set the last time you changed the playback method selector.

Alert Area Selector

In the preview mode, the playback program can show the information of total
events of only one alert window each time. If you want to see the events of the
other two alert area windows, you must change the alert area selector to the
other window numbers. In the normal display mode, the alert window that the
alert area selector indicates will be highlighted with red rectangle if you checked
that window in the settings dialog. The alert area selector will be changed to
alert window O by default settings when you change the location selector to
another window.

Play Control

For the play control, the jog dial, shown in the figure below, is used to provide
the easiest method of controlling the video sequence display. All buttons can
control the displaying frame in the normal display mode.
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[Speed Indicator]—O

| Play
The supported “Play” button is an intelligent play user-interface.
The functionality of this button can vary to fit different
circumstances. In the normal display mode, clicking on the “Play”
button can restart the displaying video sequence.

| Stop
When you want to stop the displaying video sequence, you can
click on the “Stop” button. Note that once you press the “Stop”
button, the start point will be reset to the start of the present
period.

[ | Pause/Resume
The “Pause” button provides you a way to pause the video
sequence display. When the displaying video is paused, click on
the “Pause” button again to resume the video display.

[ | Forward
This button is only valid when the displaying video sequence is
paused. It will display the next frame in that period when you click
on the “Forward” button one time.

[ | Fast Play and Slow Play
The camera supports a maximum of x16 fast forward play and
minimum of /16 slow forward play. This function helps you
browse the surveillance database with more flexibility. If you
want to change the playing speed, you just need to move the
speed indicator. To increase playing speed, move the indicator
in the clockwise direction. And to decrease playing speed,
move it in the counterclockwise direction. The current speed
that is set will be shown in the second column of status area.
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Display Adjustment Tool

When you move the mouse cursor to the displaying area, the display adjustment
toolbox will appear. Using the display adjustment toolbox, you can change the
displaying video sequence to the size you want to see in the normal display
mode when you move the area selection indicator to the display area. The
figure below shows the display adjustment toolbox and its own three elements,
i.e. “Zoom In”, “Zoom Out”, and “Full Screen.”

i~ Dizplay Adjustrment

Q Q =

Q ZoomIn

When you click on the “Zoom In” button one time, the image size in the display
area will be magnified 12.5 percent to the original size. Due to the limitation of
the display area size, the maximum zoom in ratio supported is only 2.25:1 for
NTSC modulation mode and 1.875:1 for PAL modulation mode. If you want to
see the image in more detail, you can use the full screen function that is
supported in the same toolbox.

_Q'. Zoom Out

When you click on the “Zoom Out” button one time, the image size in the display
area will be minified 12.5 percent to the original size. To show the location and
time information completely, the minimum zoom out ratio is limited in 0.5:1.
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_:J Full Screen

When you click on the “Full Screen” button, the video sequence will be enlarged
to the whole screen instantly. You can double click on any place or the “ESC”
key to return back to the normal screen. When you switch to the full screen
display, you can press the “Alt” and “Space” keys together to pop the jog dial to
control the displaying video sequence. Press the same keys again to close the
jog dial. You can also press the “Alt” and “Enter” keys together to switch between
the normal display and full screen display at any time when the program is
under the normal display mode.

Searching Range Adjustment Toolbox

When you move the mouse cursor to the alert histogram area, the display
adjustment toolbox will change to a range adjustment toolbox. The range
adjustment toolbox provides a faster way to change the range of the displayed
time period. By using this toolbox, you can browse the database of one location
from any 10-second interval of the entire range. The figure below shows the
searching range adjustment toolbox composed of its own three elements, i.e.
“Zoom In”, “Zoom Out”, and “Full Range.”

i~ Bange Adjustment

QA 4 XN ‘

Q. Zoom In

Each time you click on the “Zoom In” button in the searching range adjustment
toolbox, the displayed time period will be half in the center of the original time
period until the period is equal to 10 seconds. You can see the new interval in
more details. The scale of pull bar and alert histogram window change. The
period start and end time change as well. The period selector will show the
new start and end time. The display area will restart and display the new period
from the newly defined start time.
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g Zoom Out

Each time you click on the “Zoom Out” button in the searching range adjustment
toolbox, the displayed time period will be double in the center of the original
time period unless the start time or end time exceeds the whole database time-
boundary. The scale of the pull bar and alert histogram window change. The
period start and end time change as well. The period selector will show the
new start and end time. And the display area will restart and display the new
period from the newly defined start time.

;‘,J Full Range

When you click on the “Full Range” button, you will get the same functionality
as when you change the playback method selector to “Full Range.”

System Control Toolbox

The system control toolbox provides some basic operations for the playback
program. The figure below shows the three elements of the system control
toolbox, i.e. “Lock Window”, “Settings”, “Minimize”, and “Exit.”

System Control

& & ™ ¢

'% Lock Window

If you are away from your computer, for security reasons, we recommend that
you to close the playback program or you can just click on the “Lock Window”
button to lock the main window. Once you click this button, the main window
will be hidden and the login dialog will appear. To return to the main window, you
need to re-enter the admin’s password again.
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™ Settings

The settings dialog will pop up when you click the “Settings” button. For more
information about setting this program, please refer to the section titled

"Settings.”

EJ Minimize

Click this button in order to minimize the playback program window.

Q Exit

The playback program will be closed immediately when you click on the “Exit”
button.
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Schedule Video Recording with Motion
Detection

To schedule video recording with motion detection, you must first enable motion
detection on the Internet Camera. Click the Motion Detection button under
the Advanced tab from the Configuration screen to access settings that affect
how the DCS-2100+ Internet Camera can serve as a security device by
recording only when motion is detected. Note: These settings can be configured
in your Web browser and while logged into the IP surveillance Program.

@ SECURIC AN Network”
Enhanced 2.4GHz Wireless Internet Camera

|| [__Home [T ol Tools  Statis __ Help |

Click Motion Detection now |

In this window, follow the steps below to ensure that motion detection is correctly
enabled:

Check “Enable motion detection.”

Click on “New” to have a new window to monitor video.

Enter in a window name.

Adjust the “Sensitivity” and “Percentage” levels according to the local
environment. The highest sensitivity and lowest percentage provides
the most sensitive setting.

After adding the motion window, click on save to enable the

activity display. You can add up to 3 motion windows to trigger
recording.

®e00

(S)

For detailed information about each setting, please refer to Configuration >
Advanced > Motion Detection in the section titled “Using the DCS-2100+
With an Internet Browser” (page 50).

Next, run the IP surveillance program. Click on the Configurations button
and select Scheduler.
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Detection (continued)

o = N @S
Camera Configuration, ..

Global Settinns
Click Scheduler Scheduler. ..

TR ENT]
About, ..

Inthe Primary Schedule you can choose either Once (for one time recording)
or Every Day (for scheduled recording). For example, if you would like to record
events every day during a certain time frame, click on the beginning time and
drag your mouse to the ending time. Schedule recording can be configured by
minutes, hours, days, weeks, or months.

The Secondary Schedule allows you to set a schedule outside the Primary
Schedule. The Secondary Schedule provides two options to record without
a specified date or time. You can select Event Mode, which will record
whenever an event is triggered, or Continuous Mode, which will begin
continuously after scheduling settings are saved. You do not need to set the
Secondary Schedule with the Primary Schedule. To schedule video recording
with motion detection, you can use either the Primary Schedule or Secondary
Schedule, or both.

Recording Scheduler x|
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Schedule Video Recording with Motion
Detection (continued)

In this window, follow the steps below to schedule video recording with motion
detection in the Primary Schedule:

@

® ©0

®

Check if you want the recording schedule to occur Once or Every
day.

Set the date, time-line, and begin and end times for recording.
Check Event Mode.

Select the motion detection window that will be used to trigger motion
detection. Note: You must first create motion detection windows in the
Web configuration page of the camera. Remember the hames of the
windows and the order in which you created them, as they are not
displayed inside the scheduler. Instead, they are listed in the order
they were added. For example, the first window created is labeled
“Windowl.”

Click on “Disable” under the Secondary Schedule.

Click the Save button when finished. You have now set a schedule to record
video when motion detection is triggered. If you would like to save this
configuration, click Save As to save this configuration to a folder in your hard
drive. This configuration can be used on another system running IP surveillance
or can be used as a backup if you need to re-install the IP surveillance software
program.
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Appendix

Frequently Asked Questions
Internet Camera Features

Q: What is an Internet Camera?

A: The Internet Camera is a stand-alone system connecting directly to an
Ethernet or Fast Ethernet network. It differs from a conventional PC Camera,
the Internet Camera is an all-in-one system with built-in CPU and Web-based
solutions providing a low cost solution that can transmit high quality video images
for monitoring. The Internet Camera can be managed remotely, accessed and
controlled from any PC/Notebook over an Intranet or the Internet from a Web
browser.

Q: What is the maximum number of users that can be allowed to access
DCS-2100+ simultaneously?

A: The maximum number of users that can log onto the Internet Camera at the
same time is 10. Please keep in mind the overall performance of the transmission
speed will slow down when many users are logged on.

Q: What algorithm is used to compress the digital image?
A: The Internet Camera utilizes H.263+ MPEG-4 Short Header Mode image
compression technology to provide high quality images.

Q: Can | capture still images from the Internet Camera?
A: Yes you are able to capture still images with the snapshot function from the
software application CD supplied with the Internet Camera.

Internet Camera Installation

Q: Can the Internet Camera be used outdoors?
A: The Internet Camera is not weatherproof. It needs to be equipped with a
weatherproof case to be used outdoors and it is not recommended.

Q: When physically connecting the Internet Camera to a network what
network cabling is required?

A: The Internet Camera uses Category 5 UTP cable allowing 10 Base-T and
100 Base-T networking.
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Frequently Asked Questions (continued)

Q: Can the Internet Camera be setup as a PC-cam on a computer?

A: No, the DCS-2100+ Internet Camera is used only on an wireless 802.11b,
Ethernet or Fast Ethernet network. The D-Link DSB-C110, DSB-C310 can be
used as a PC Camera (Webcam).

Q: Can the DCS-2100+ be connected to the network if it consists of only
private IP addresses?
A: Yes, the Internet Camera can be connected to a LAN with private IP addresses.

Q: Can the DCS-2100+ be installed and work if a firewall exists on the
network?

A: If a firewall exists on the network, port 80 is open for ordinary data
communication. The DCS-2100+ uses port 5001 for control and synchronization,
port 5002 for streaming audio and port 5003 for streaming video. These ports
(or the ports you specify from the Advanced Tab in the Configuration screen if
you change the default ports) need to be opened on the firewall. Please refer to
page 28 for more information.

Q: Why am | unable to access the DCS-2100+ from a Web browser?

Al: If a router or firewall is used on the network, the correct ports for the
DCS-2100+ may not be configured on the router or firewall. To correct the
problem, you need to determine if the DCS-2100+ is behind a router or firewall
and if the router or firewall is properly configured for the ports the DCS-2100+
is using. Refer to page 28 for help in opening the correct ports on a router or
firewall for use with the DCS-2100+.

A2: Other possible problems might be due to the network cable. Try replacing
your network cable. Test the network interface of the product by connecting a
local computer to the unit, utilizing a Ethernet crossover cable. If the problem is
not solved the Internet Camera might be faulty.

Q: Why does the Internet Camera work locally but not externally?

A1: This might be caused by network firewall protection. The firewall may need
to have some settings changed in order for the Internet Camera to be accessible
outside your local LAN. Check with the Network Administrator for your network.
A2: Make sure that the Internet Camera isn't conflicting with any Web server
you may have running on your network.

A3: The default router setting might be a possible reason. Check that the
configuration of the router settings allow the Internet Camera to be accessed
outside your local LAN. Please refer to page 28 for more information.
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Frequently Asked Questions (continued)

Q: I connected the Internet Camera directly to a computer with a cross-
over cable Ethernet cable and received the following Windows error upon
running the Installation Wizard:

bind{sock) failed [X]

100443 is the error

Al: This Windows error will occur if the Internet Camera is connected to a
computer that is not properly configured with a valid IP address. Turn off DHCP
from the Network Settings in Windows and configure the computer with a valid
IP address or connect the camera to a router with DHCP enabled.

A2: This error can also occur if the Installation Wizard icon is clicked on more
than once from the setup wizard.

Q: Why does a series of broad vertical white lines appear throughout
the image?

A: It could be that the CMOS sensor has become overloaded when it has been
exposed to bright lights such as direct exposure to sunlight or halogen lights.
Reposition the Internet Camera into a more shaded area immediately as
prolonged exposure to bright lights will damage the CMOS sensor.

Q: The focus on the Internet Camera is bad, how can | correct it?
A1l: Adjust the Internet Camera focus manually as described in Adjusting the
Internet Camera Focus in the Appendix section of this manual (page 133).

Q: Noisy images occur. How can | solve the problem?
A1l: The video images might be noisy if the Internet Camera is used in a very
low light environment. To solve this issue you need more lighting.

Q: The images appear to be of poor quality, how can | improve the image
quality?

A1: Make sure that your computer’s display properties are set above 256 colors.
Using 16 or 256 colors on your computer will produce dithering artifacts in the
image, making the image appear to be of poor quality.
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Frequently Asked Questions (continued)

A2: The configuration on the Internet Camera image display is incorrect. Through
the Advanced > Image Setting section of the Web management you need to
adjust the image related parameters such as brightness, contrast, hue and
power line frequency for fluorescent light . Please refer to the Advanced >
Image Setting section on Page 49 for detailed information.

How to PING Your IP Address

The PING (Packet Internet Groper) command can determine whether a specific
IP address is accessible by sending a packet to the specific address and waiting
for a reply. It can also provide a very useful tool to confirm if the IP address
conflicts with Internet Camera over the network.

Follow the step-by-step procedure below to utilize the PING command but first
you must disconnect Internet Camera from the network.

Start a DOS window.
Type ping X.X.X.X, where x.X.x.x is the IP address of the Internet Camera.

The replies, as illustrated below, will help diagnose any connection problems.

e+ E:\WINDOWS\System32\command.com
Microsof t (R> Windows DOS

{C>Copyright Microsoft Corp 19982081 .

IE : ~DOCUME™1~PMPC™1 >ping 172.168.8.1
[Pinging 192.168.8.1 with 32 bytes of data:

[Reply from 192.168.8.1: bytes=32 time<ims TTL=128
Reply from 192.168.08.1: bytes=32 time{ims TTL=128
Reply from 192.168.68.1: bytes=32 time{ims TTL=128
[Reply from 192.168.8.1: hytes=32 time<ims TTL=128

IPing statistics for 192.168.8.1:

Packets: Sent = 4. Received = 4, Lost = B (Bx loss>.
Approximate round trip times in milli-seconds:

Minimum = Bms,. Maximum = Bmz, Average = Bms

E -\ DOCUME™~1~PMPC™~1>
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Reset and Restore

There is a button hidden in the pinhole beside the Ethernet socket. It is
used to reset the system or restore the factory default settings.
Sometimes resetting the DCS-2100+ will return the system back to a
normal state. If the system still has problems after reset, restore the
factory settings and install again:

RESET:

RESTORE:

1. Lightly insert a paper clip (or a similar sized tool) into the
reset hole on the back of the camera, press lightly and
then release the button.

2. The LED on the front of the camera will begin blinking red
and green fast.

3. When the LED stops the blinking fast and starts blinking

once every second, the reset is completed.

1. Insert the paper clip, or another similar tool, and press
and continuously hold down the button recessed inside
the reset hole.

2. Wait for the LED on the front of the camera to blink red
and green and hold the button through two cycles of
blinking (about 5-7 seconds.)

3. Withdraw the tool after the second cycle of the LED
blinking and a factory restore has been completed.

Reset button

Restoring the factory defaults will result in the
loss of any previous settings and will require
running the Installation Wizard to find the
camera’s IP address.
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I/O Connector

I/0O Connector Definition for the Internet Camera

The DCS-2100+ provides a general I/O terminal block with one digital input and
one relay switch for device control. Pin 1 and pin 2 can be connected to an
external sensor and the state of voltage will be monitored from the initial state
‘LOW'’. The relay switch of pin 3 and pin 4 can be used to turn the external

device on or off.

The 1/0 connector provides the physical interface for digital output (DO) and
digital input (DI) that is used for connecting a diversity of external alarm devices
to the Internet Camera such as IR-Sensors and alarm relays.

The digital input is used for connecting external alarm devices and once triggered
images will be taken and e-mailed.

I/O Connector

I/0 Terminal Block:
4 3 21

1 DI- INPUT (Max. 50mA, 12VDC)
2 DI+ INPUT (Initial state of DI is low)
3 SW_COMMON OUTPUT (open from SW_OPEN at initial state)
(close with SW_OPEN when set DO to ON)
4 SW_NOPEN OUTPUT (Max. 1A, 24VDC or 0.5A, 125VAC)
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/O Connector (continued)

DI/DO Connection Diagram

Note

Sensor needs attention of polarity,

Siren should be supplied by external power
to wark properly and DO acts like switch
to turn either OGN or OFF,

]
NESSNN
+ |[— Lol

=
N. 12V TAMP

+
Siren PIR Mation Sensor

12¥DC battery included S ]

Power Adapter

The above diagram shows a typical wiring configuration for a normally closed
PIR motion sensor. Please refer to your specific motion sensor for the power
supply connection to the device since this will be critical to the success of your
installation. Note that the positive from the PIR is connected to the D- of the I/O
port of the camera and the negative from the PIR is connected to the D+ of the
camera /O port.

Configuring Your Camera for External Trigger Based Recording

To configure your camera to record when triggered by an external device,
you must first set your SMTP or FTP settings in order to send snapshots to
your email account or FTP server.
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/O Connector (continued)

Configuring Your Camera for External Trigger Based Recording
(continued)

Click the Network button under the Advanced tab to set the SMTP or FTP
server settings for the DCS-2100+.

D-Link

Burling hrtworkes for Prople

@ SECURIC AN Network®

Enhanced 2.4GHz Wireless Internet Camera

|. T Advanced Tools Status Help
| Mail & FTP sottings

J SMTP
oCs-2100+

SMTF (mad) server 1

SMTP login name 1

SMTP password 1

Click Mail & FTP

Recpient email address 1

SMTP (mad) server 2

SMTP lagin name 2

Mall&FTP
SMTP password 2
I Video recpient email address 2
Image Setting
Ihlmm

Return amail addrase

Local FTP server port 21
15t FIP server

1st FTP user name

15t FTP password

15t FTP remote folder

[l Primary FTP passive mode

2nd FTP server

#nd FTP user nama

2nd FTP remote foldar
] secandary FTP passive modo

¥ 9

Apply  Cancsl

In this window, enter the settings for the SMTP or FTP server to which recorded
snhapshots will be sent. For detailed information about each setting, please refer
to Configuration > Advanced > Mail & FTP in the section titled “Using the
DCS-2100+ With an Internet Browser” (page 41) Click the apply button when
finished.
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/O Connector (continued)
Configuring Your Camera for External Trigger Based Recording

(continued)

Next, click the Applications ©securICAM Network
button under the Tools tab to
set the application settings for !

the DCS-2100+. CEELE | e s EY Elo e

Enhanced 2.4GHz Wireless Internet Camera

(| Toos  ETCTRTTI

00:00:00 fhin-mm:ss]

wwept for the sheve schedule

Click Applications

In this window, follow the steps below to set the application settings for
snapshots to be sent to your email account or FTP server when triggered by a
motion sensor or other external device:

@

® 6 ® 00

@

Select the weekdays you would like to record and enter the
“Snapshots begin” time and “Snapshots end” time for the weekly
schedule, or select “All the time except for the above schedule” if you
want to enable full time snapshot recording.

Check “Event operation.”

Set the delay “before detecting next event” to avoid continuous false
alarms following the original event.

Set the delay to “take snapshots after event” to capture the direction
of the moving object.

Check the trigger condition for input and motion detection (in this
case “Input is Low”).

Check “Trigger output alarm while input condition matched” and
“Upload snapshots while motion detected.”

Select to either send snapshots by email or by FTP.

Click the apply button when finished. You are now able to send snapshots,
based on triggered recording, to your e-mail account or FTP server.
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Adjusting the Camera Focus

The DCS-2100+ Internet Camera features an interchangeable C/CS-type lens
that can be used for different applications as necessary. It supports rotational
focus control so the lens can be adjusted to focus under normal and stable
conditions to maximize the image quality of the Internet Camera.

Fixed Lens Assembly
Do NOT adjust

Camera Lens
Adjust focus by turning
clockwise or counterclockwise

To adjust the focus of the lens you will need to turn the lens slowly either
clockwise or counterclockwise until the desired image appears. DO NOT
overturn the lens in either direction as it will be out of focus or may damage the
camera. Unless you want to substitute the lens DO NOT unscrew more than
1.0mm apart from the Fixed Lens Assembly.

To help you get the best image quality, keep in mind that while adjusting the
cameras focus you can preview the image quality from your Web browser.

Note:

You can further adjust the Internet Camera’s image quality through the Web
configuration under:

Configuration > Advanced > Video

Please refer to Using the DCS-2100+ section (page 46) for further
details.
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Replacing the Lens

Since the DCS-2100+ Internet Camera is designed with a CS-mount, the lens
equipped with the Internet Camera can be replaced with any standard C or CS-
mount lens commonly used within the surveillance industry.

Follow the instructions below to replace the supplied lens with any C or CS-

mount lens.

1. Unscrew the Internet Camera lens

2. When using a C-mount lens, attach the new lens to a CS to C-mount
adapter.

3. Screw the new lens onto the Internet Camera.

4. Refer to Adjusting the Internet Camera Focus on the previous page.

5. Refresh the Web browser and monitor the results from the Internet Camera.

Warning!
Direct exposure to sunlight may cause permanent
damage to the CMOS sensor. Therefore do not ex-
pose the Internet Camera’s lens directly to sunlight.
When operation is required in glaring light environment,
it is recommended to use an iris lens.
The Internet Camera is designed for indoor usage and if your appli-
cation requires prolonged exposure to sunlight, a sun visor is rec-

g ommended to protect the Internet Camera.
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Technical Specifications

Remote management
Camera configuration and Camera system log can be accessed remotely via Internet
Explorer 5.x or above Web browser.

Networking

Protocol

TCP/IP, HTTP, SMTP, FTP, NTP, DNS, DHCP, DDNS, and UPnP

Ethernet

Enhanced 802.11b wireless or 10BaseT or 100BaseT Fast Ethernet auto-negotiation
WLAN

2.4Hhz 802.11b+ DSSS CSMA/CA Protocol

Bit rate: 22/11/5.5/2/1 Mbps*

Security: Up to 256-bit WEP

Antenna

2.4Ghz swivel type, monopole
Frequency

2.4Ghz-2.5Ghz

Impedance

50 Ohms nominal

Gain

2dBi typical

Video
Algorithm supported
H.263+ (MPEG-4 Short header mode)

Audio
24Kbps
8K sampling rate

Video resolution
Up to 30 fps at 160x120
Up to 30 fps at 320x240

General 1/0
1 opto-isolated sensor input (max. 12VDC 50mA)
1 relay output (max. 24VDC 1A, 125VAC 0.5A)

*Maximum wireless signal rate derived from IEEE Standard 802.11b specifications. Actual
data throughput will vary. Network conditions and environmental factors, including volume of
network traffic, building materials and construction, and network overhead lower actual data
throughput rate.
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Technical Specifications (continued)

Security
Administrator and user group protected
Password authentication

LED indicator
Bi-color status indicator

Camera specification

1/3 inch color CMOS sensor

2.5Lux/F1.4

AGC/AWB

Electronic shutter: 1/60 ~ 1/15000 second
Standard CS mount type lens, 6mm, F1.8

Power
12VDC 1.5A, external power supply

Weight
328 grams (11.6 0z.)

Dimension
160mm(L) x 83.5mm(W) x 54mm(H) (6.3 in. x 3.3 in. x 2.1in.)

Viewing system requirement
Protocol
Standard TCP/IP Internet Suite
ActiveX
Operating system
Microsoft Windows XP, 2000, ME or 98SE
Browser
Internet Explorer 5.x or above

Environmental
Operating
40° to 113° F
Storage
-4°to 158° F
Humidity
Max 95% RH

Safety

FCC class B
CE
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Contacting Technical Support

Technical Support

You can find software updates and user documentation on the D-Link website.

D-Link provides free technical support for customers within the United States and
within Canada for the duration of the warranty period on this product.

U.S. and Canadian customers can contact D-Link Technical Support through our
website, or by phone.

Tech Support for customers within the United States:
D-Link Technical Support over the Telephone:
(877) 453-5465
24 hours a day, seven days a week.

D-Link Technical Support over the Internet:
http://support.dlink.com
email:support@dlink.com

Tech Support for customers within Canada:
D-Link Technical Support over the Telephone:
(800) 361-5265
Monday to Friday 7:30am to 12:00am EST

D-Link Technical Support over the Internet:
http://support.dlink.ca
email:support@dlink.ca
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Time Zone Table

GMT stands for Greenwich Mean Time, which is the global time that all
time zones are measured from.

(GMT-12:00) Inkernational Date Line YWesk
(EMT-11:00) Midway Island, Samoa

(EMT-10:007 Havai

{EMT-09:00) Alaska

(EMT-08:00) Pacific Time (US & Canada); Tijuana
(EMT-07:00) Arizona

(EMT-07:00) Chihuahua, La Pazg, Mazatlan
(GEMT-07:00) Maunkain Time (5 & Canada)
(GEMT-06:00) Central America

(GEMT-06:00) Central Time (U35 & Canada)
(EMT-06:00) Guadalajara, Mexico City, Monterrey
(GEMT-06:00) Saskatchewan

(EMT-05:00) Bogota, Lima, Quito

(GMT-0%:00) Eastern Time (LS & Canada)
(EMT-05:00) Indiana (East)

(GMT-04:00) Aklankic Time (Canada)

(GMT-04:00) Caracas, La Paz

(GEMT-04:00) Santiago

(GEMT-03:30) Mewfoundland

(GMT-03:00) Brasilia

(GEMT-03:00) Buenos Aires, Georgetown
(GMT-03:00) Greenland

(GEMT-02:00) Mid-Aklantic

(GEMT-01:00) Azores

(GEMT-01:00) Cape Werde Is,

(GEMT) Casablanca, Monrovia

(GMT) Greenwich Mean Time | Dubling, Edinburgh, Lisbon, Landan
(GMT+01:00) Amskerdam, Berlin, Bern, Rome, Stockhaolm, Yienna
(GEMT+01:00) Belgrade, Bratislava, Budapest, Ljubljana, Prague
(GMT+01:00) Brussels, Copenhagen, Madrid, Paris
(GMT+01:00) Sarajevo, Skopje, Warsaw, Zagreb
(GEMT4+01:00) West Central Africa

(GMT+02:00) Athens, Istanbul, Minsk
(GMT+02:00) Bucharest

(GEMT+02:00) Cairo

(GMT+02:00) Harare, Pretoria

(EMT+02:00% Helsink, Kyviv, Riga, Sofia, Tallinn, Yilnius
(GEMT+02:00) Jerusalem

(GMT+03:00) Baghdad

(GEMT+03:00) Kuwait, Rivadh

(GEMT+03:00) Moscow, Sk, Petersburg, Wolgograd
(GMT+03:00) MNairohi
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Time Zone Table (continued)

(GMT+03:30) Tehran

(GEMT+04:00) Abu Dhabi, Muscat
(GMT+04:00) Baku, Thilisi, Yerevan
{EMT+04: 300 Kabul

(GEMT+05;00) Ekaterinburg

(EMT+05;00) Islamabad, Karachi, Tashkent
(EMT+05:30) Chennai, Kolkata, Mumbai, Mew Delhi
(GEMT+05:45) Kakhrmandu

(GEMT+06;00) Almaty, Movosibirsk
(GEMT+06:00) Astana, Dhaka

(GMT+06:00) Sti lavawardenspura
(GEMT+06:30) Rangoon

(GEMT+07:00) Bangkok, Hanoi, Jakarta
(GEMT+07:00) Krasnoyvarsk,

(GMT+0&;00) Beijing, Chongaging, Hong Kong, Uromagi
(GEMT4+08:00) Irkutsk, laan Bataar
(GEMT+08: 000 Kuala Lumpur, Singapore
{EMT+035:00) Perth

(GMT+05:00) Taipei

(GEMT+09;00) Osaka, Sappora, Tokyo
(GEMT+09:00% Seoul

(EMT+09:00) Yakotsk

(GEMT+02;30) Adelaide

(GEMT4+09:30% Darwin

(GMT+10:00) Brishane

(EMT+10;00) Canberra, Melbourne, Syvdney
(GMT+10:000 Guarn, Part Mareshey
(GMT+10:00) Hobart

(GEMT+10:00) Wladivostok,

(GMT+11:00) Magadan, Solomon Is., Mew Caledonia
(GMT+12:000 Auckland, wWelington
(GEMT+12:000 Fiji, Kamchatka, Marshall Is,
(GEMT+13:000 Muky'alafa
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Warranty
USA only

Subject to the terms and conditions set forth herein, D-Link Systems, Inc. (“D-Link”) provides this Limited
warranty for its product only to the person or entity that originally purchased the product from:

. D-Link or its authorized reseller or distributor and
. Products purchased and delivered within the fifty states of the United States, the District of Columbia,
U.S. Possessions or Protectorates, U.S. Military Installations, addresses with an APO or FPO.

Limited Warranty: D-Link warrants that the hardware portion of the D-Link products described below will be
free from material defects in workmanship and materials from the date of original retail purchase of the
product, for the period set forth below applicable to the product type (“Warranty Period”), except as otherwise
stated herein.

1-Year Limited Warranty for the Product(s) is defined as follows:

. Hardware (excluding power supplies and fans) One (1) Year
. Power Supplies and Fans One (1) Year
. Spare parts and spare kits Ninety (90) days

D-Link’s sole obligation shall be to repair or replace the defective Hardware during the Warranty Period at no
charge to the original owner or to refund at D-Link’s sole discretion. Such repair or replacement will be
rendered by D-Link at an Authorized D-Link Service Office. The replacement Hardware need not be new or
have an identical make, model or part. D-Link may in its sole discretion replace the defective Hardware (or
any part thereof) with any reconditioned product that D-Link reasonably determines is substantially equivalent
(or superior) in all material respects to the defective Hardware. Repaired or replacement Hardware will be
warranted for the remainder of the original Warranty Period from the date of original retail purchase. If a
material defect is incapable of correction, or if D-Link determines in its sole discretion that it is not practical
to repair or replace the defective Hardware, the price paid by the original purchaser for the defective Hardware
will be refunded by D-Link upon return to D-Link of the defective Hardware. All Hardware (or part thereof) that
is replaced by D-Link, or for which the purchase price is refunded, shall become the property of D-Link upon
replacement or refund.

Limited Software Warranty: D-Link warrants that the software portion of the product (“Software”) will
substantially conform to D-Link’s then current functional specifications for the Software, as set forth in the
applicable documentation, from the date of original retail purchase of the Software for a period of ninety (90)
days (“Warranty Period”), provided that the Software is properly installed on approved hardware and operated
as contemplated in its documentation. D-Link further warrants that, during the Warranty Period, the magnetic
media on which D-Link delivers the Software will be free of physical defects. D-Link’s sole obligation shall be
to replace the non-conforming Software (or defective media) with software that substantially conforms to D-
Link’s functional specifications for the Software or to refund at D-Link’s sole discretion. Except as otherwise
agreed by D-Link in writing, the replacement Software is provided only to the original licensee, and is subject
to the terms and conditions of the license granted by D-Link for the Software. Software will be warranted for
the remainder of the original Warranty Period from the date or original retail purchase. If a material non-
conformance is incapable of correction, or if D-Link determines in its sole discretion that it is not practical to
replace the non-conforming Software, the price paid by the original licensee for the non-conforming Software
will be refunded by D-Link; provided that the non-conforming Software (and all copies thereof) is first returned
to D-Link. The license granted respecting any Software for which a refund is given automatically terminates.

Non-Applicability of Warranty: The Limited Warranty provided hereunder for hardware and software of D-
Link’s products will not be applied to and does not cover any refurbished product and any product purchased
through the inventory clearance or liquidation sale or other sales in which D-Link, the sellers, or the liquidators
expressly disclaim their warranty obligation pertaining to the product and in that case, the product is being
sold “As-Is” without any warranty whatsoever including, without limitation, the Limited Warranty as described
herein, notwithstanding anything stated herein to the contrary.

Submitting A Claim: The customer shall return the product to the original purchase point based on its
return policy. In case the return policy period has expired and the product is within warranty, the customer
shall submit a claim to D-Link as outlined below:

. The customer must submit with the product as part of the claim a written description of the Hardware
defect or Software nonconformance in sufficient detail to allow D-Link to confirm the same.
. The original product owner must obtain a Return Material Authorization (“RMA”) number from the

Authorized D-Link Service Office and, if requested, provide written proof of purchase of the product (such
as a copy of the dated purchase invoice for the product) before the warranty service is provided.
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Warranty (continued)
USA only

. After an RMA number is issued, the defective product must be packaged securely in the original or
other suitable shipping package to ensure that it will not be damaged in transit, and the RMA number
must be prominently marked on the outside of the package. Do not include any manuals or accessories
in the shipping package. D-Link will only replace the defective portion of the Product and will not ship
back any accessories.

. The customer is responsible for all in-bound shipping charges to D-Link. No Cash on Delivery
(“COD") is allowed. Products sent COD will either be rejected by D-Link or become the property of D-
Link. Products shall be fully insured by the customer and shipped to D-Link Systems, Inc., 17595
Mt. Herrmann, Fountain Valley, CA 92708. D-Link will not be held responsible for any packages
that are lost in transit to D-Link. The repaired or replaced packages will be shipped to the customer
via UPS Ground or any common carrier selected by D-Link, with shipping charges prepaid. Expedited
shipping is available if shipping charges are prepaid by the customer and upon request.

D-Link may reject or return any product that is not packaged and shipped in strict compliance with the
foregoing requirements, or for which an RMA number is not visible from the outside of the package. The
product owner agrees to pay D-Link’s reasonable handling and return shipping charges for any product that
Is not packaged and shipped in accordance with the foregoing requirements, or that is determined by D-Link
not to be defective or non-conforming.

What Is Not Covered: This limited warranty provided by D-Link does not cover: Products, if in D-Link’s
judgment, have been subjected to abuse, accident, alteration, modification, tampering, negligence, misuse,
faulty installation, lack of reasonable care, repair or service in any way that is not contemplated in the
documentation for the product, or if the model or serial number has been altered, tampered with, defaced or
removed,; Initial installation, installation and removal of the product for repair, and shipping costs; Operational
adjustments covered in the operating manual for the product, and normal maintenance; Damage that occurs
in shipment, due to act of God, failures due to power surge, and cosmetic damage; Any hardware, software,
firmware or other products or services provided by anyone other than D-Link; Products that have been
purchased from inventory clearance or liquidation sales or other sales in which D-Link, the sellers, or the
liquidators expressly disclaim their warranty obligation pertaining to the product. Repair by anyone other
than D-Link or an Authorized D-Link Service Office will void this Warranty.

Disclaimer of Other Warranties: EXCEPT FOR THE LIMITED WARRANTY SPECIFIED HEREIN, THE
PRODUCT IS PROVIDED “AS-IS” WITHOUT ANY WARRANTY OF ANY KIND WHATSOEVER INCLUDING,
WITHOUT LIMITATION, ANY WARRANTY OF MERCHANTABILITY, FITNESS FOR APARTICULAR PURPOSE
AND NON-INFRINGEMENT. IF ANY IMPLIED WARRANTY CANNOT BE DISCLAIMED INANY TERRITORY
WHERE APRODUCT IS SOLD, THE DURATION OF SUCH IMPLIED WARRANTY SHALL BE LIMITED TO
NINETY (90) DAYS. EXCEPTAS EXPRESSLY COVERED UNDER THE LIMITED WARRANTY PROVIDED
HEREIN, THE ENTIRE RISKAS TO THE QUALITY, SELECTION AND PERFORMANCE OF THE PRODUCT
IS WITH THE PURCHASER OF THE PRODUCT.

Limitation of Liability: TO THE MAXIMUM EXTENT PERMITTED BY LAW, D-LINK IS NOT LIABLE UNDER
ANY CONTRACT, NEGLIGENCE, STRICT LIABILITY OR OTHER LEGAL OR EQUITABLE THEORY FOR
ANY LOSS OF USE OF THE PRODUCT, INCONVENIENCE OR DAMAGES OF ANY CHARACTER,
WHETHER DIRECT, SPECIAL, INCIDENTAL OR CONSEQUENTIAL (INCLUDING, BUT NOT LIMITED TO,
DAMAGES FOR LOSS OF GOODWILL, LOSS OF REVENUE OR PROFIT, WORK STOPPAGE, COMPUTER
FAILURE OR MALFUNCTION, FAILURE OF OTHER EQUIPMENT OR COMPUTER PROGRAMS TO WHICH
D-LINK'S PRODUCT IS CONNECTED WITH, LOSS OF INFORMATION OR DATA CONTAINED IN, STORED
ON, OR INTEGRATED WITH ANY PRODUCT RETURNED TO D-LINK FOR WARRANTY SERVICE)
RESULTING FROM THE USE OF THE PRODUCT, RELATING TO WARRANTY SERVICE, OR ARISING
OUT OF ANY BREACH OF THIS LIMITED WARRANTY, EVEN IF D-LINK HAS BEEN ADVISED OF THE
POSSIBILITY OF SUCH DAMAGES. THE SOLE REMEDY FOR ABREACH OF THE FOREGOING LIMITED
WARRANTY IS REPAIR, REPLACEMENT OR REFUND OF THE DEFECTIVE OR NON-CONFORMING
PRODUCT. THE MAXIMUM LIABILITY OF D-LINK UNDER THIS WARRANTY IS LIMITED TO THE PURCHASE
PRICE OF THE PRODUCT COVERED BY THE WARRANTY. THE FOREGOING EXPRESS WRITTEN
WARRANTIES AND REMEDIES ARE EXCLUSIVE AND ARE IN LIEU OF ANY OTHER WARRANTIES OR
REMEDIES, EXPRESS, IMPLIED OR STATUTORY

Governing Law: This Limited Warranty shall be governed by the laws of the State of California. Some states
do not allow exclusion or limitation of incidental or consequential damages, or limitations on how long an
implied warranty lasts, so the foregoing limitations and exclusions may not apply. This limited warranty
provides specific legal rights and the product owner may also have other rights which vary from state to state.

141



Warranty (continued)
USA only

Trademarks: D-Link is a registered trademark of D-Link Systems, Inc. Other trademarks or registered
trademarks are the property of their respective manufacturers or owners.

Copyright Statement: No part of this publication or documentation accompanying
this Product may be reproduced in any form or by any means or used to make any
derivative such as translation, transformation, or adaptation without permission from
D-Link Corporation/D-Link Systems, Inc., as stipulated by the United States
Copyright Act of 1976. Contents are subject to change without prior notice.
Copyright® 2002 by D-Link Corporation/D-Link Systems, Inc. All rights reserved.

CE Mark Warning: This is a Class B product. In a domestic environment, this product may cause radio
interference, in which case the user may be required to take adequate measures.

FCC Statement: This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable protection
against harmful interference in a residential installation. This equipment generates, uses, and can radiate
radio frequency energy and, if not installed and used in accordance with the instructions, may cause harmful
interference to radio communication. However, there is no guarantee that interference will not occur in a
particular installation. If this equipment does cause harmful interference to radio or television reception,
which can be determined by turning the equipment off and on, the user is encouraged to try to correct the
interference by one or more of the following measures:

. Reorient or relocate the receiving antenna.

. Increase the separation between the equipment and receiver.

. Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.
. Consult the dealer or an experienced radio/TV technician for help.

For detailed warranty outside the United States, please contact corresponding local
D-Link office.
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Registration

Register online your D-Link product at http://support.dlink.com/register/

10/04/04
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