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Package Contents

Contents of Package:

D-Link DI-804HV Broadband Hardware VPN Router
Power Adapter — 5V DC

Ethernet (CAT5-UTP/Straight-Through) Cable
Manual on CD

Quick Installation Guide

Note: Using a power supply with a different voltage rating than the one included with the
DI-804HV will cause damage and void the warranty for this product.

If any of the above items are missing, please contact your reseller.
System Requirements For Configuration:
B Ethernet-Based Cable or DSL Modem

B Computer with Windows, Macintosh, or Linux-based
operating system with an installed Ethernet adapter

B Internet Explorer version 6.x or Netscape Navigator
version 6.x and above, with JavaScript enabled



Introduction

The D-Link DI-804HYV is a 4-port Broadband Router with Virtual Private Network
(VPN) functionality. It provides a complete solution for Internet surfing, office
resources sharing, and secure access to remote corporate networks.. Itis an
ideal way to extend the reach and number of computers connected to your
network.

After completing the steps outlined in the Quick Installation Guide (included in
your package) you will have the ability to share information and resources.

The DI-804HV is compatible with most popular operating systems, including
Macintosh, Linux and Windows, and can be integrated into a large network.
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Features & Benefits

B Broadband modem and IP sharing
Connects multiple computers to a broadband (cable or DSL) modem to surf

the Internet

B Auto-sensing Ethernet Switch
Equipped with a 4-port auto-sensing Ethernet switch

B Hardware VPN Termination Device
Supports up to 40 VPN Tunnels

B VPN Pass-Through supported
Supports pass-through VPN sessions and allows you to setup VPN server
and VPN clients

B Firewall
Unwanted packets from outside intruders can be blocked to protect your
network

B DHCP server supported
All of the networked computers can retrieve TCP/IP settings automatically
from the DI-804HV

B Web-based configuration
Configurable through any networked computer’s web browser using
Netscape or Internet Explorer



Features & Benefits continued

B Access Control supported
Allows you to assign different access rights for different users.

B Packet filter supported
Packet Filter allows you to control access to a network by analyzing the
incoming and outgoing packets and letting them pass or halting them
based on the IP address of the source and destination.

B Virtual Server supported
Enables you to expose WWW, FTP and other services on your LAN to be
accessible to Internet users.

B User-Definable Application Sensing Tunnel
You can define the attributes, for instance opening special ports to allow
packets to come through, to support special applications requiring multiple
connections, such as Internet gaming, video conferencing, and Internet
telephony. The DI-804HV can sense the application type and open a multi-
port tunnel for it.

B DMZ Host supported
Allows a networked computer to be fully exposed to the Internet; this
function is used when the special “application-sensing tunnel feature” is
insufficient to allow an application to function correctly.

Introduction to Broadband
Router Technology

A router is a device that forwards data packets from a source to a destination. Routers
forward data packets using IP addresses and not a MAC address. A router will forward
data from the Internet to a particular computer on your LAN.

The information that resides on the Internet gets moved around using routers. When
you click on a link on a web page, you send a request to a server to show you the next
page. The information that is sent and received from your computer is moved from your
computer to the server using routers. A router also determines the best route that your
information should follow to ensure that the information is delivered properly.

A router controls the amount of data that is sent through your network by eliminating
information that should not be there. This provides security for the computers con-
nected to your router, because computers from the outside cannot access or send
information directly to any computer on your network. The router determines which
computer the information should be forwarded to and sends it. If the information is not
intended for any computer on your network, the data is discarded. This keeps any
unwanted or harmful information from accessing or damaging your network.



Introduction to Firewalls

A firewall is a device that sits between your computer and the Internet that prevents
unauthorized access to or from your network. A firewall can be a computer using
firewall software or a special piece of hardware built specifically to act as a firewall. In
most circumstances, a firewall is used to prevent unauthorized Internet users from
accessing private networks or corporate LAN's and Intranets.

A firewall watches all of the information moving to and from your network and analyzes
each piece of data. Each piece of data is checked against a set of criteria that the
administrator configures. If any data does not meet the criteria, that data is blocked
and discarded. If the data meets the criteria, the data is passed through. This method
is called packet filtering.

A firewall can also run specific security functions based on the type of application or
type of port that is being used. For example, a firewall can be configured to work with
an FTP or Telnet server. Or a firewall can be configured to work with specific UDP or
TCP ports to allow certain applications or games to work properly over the Internet.

Introduction to Local Area Networking

Local Area Networking (LAN) is the term used when connecting several computers
together over a small area such as a building or group of buildings. LAN's can be
connected over large areas. A collection of LAN's connected over a large area is called
a Wide Area Network (WAN).

A LAN consists of multiple computers connected to each other. There are many types
of media that can connect computers together. The most common media is CAT5
cable (UTP or STP twisted pair wire.) Each computer must have a Network Interface
Card (NIC), which communicates the data between computers. A NIC is usually a
10Mbps network card, or 10/100Mbps network card, or a wireless network card.
Wireless Local Area Networks (WLANS) do not use wires; instead they communicate
over radio waves.

Most networks use hardware devices such as hubs or switches that each cable can be
connected to in order to continue the connection between computers. A hub simply
takes any data arriving through each port and forwards the data to all other ports. A
switch is more sophisticated, in that a switch can determine the destination port for a
specific piece of data. A switch minimizes network traffic overhead and speeds up the
communication over a network.

Networks take some time in order to plan and implement correctly. There are many
ways to configure your network. You may want to take some time to determine the
best network set-up for your needs.



Introduction to Virtual Private Networking

Virtual Private Networking (VPN) uses a publicly wired network (the Internet) to se-
curely connect two different networks as if they were the same network. For example,
an employee can access a corporate network from home using VPN, allowing the
employee to access files, databases, and other networked resources. Here are several
different implementations of VPN that can be used.

Point-to-Point Tunneling Protocol (PPTP)

PPTP uses proprietary means of connecting two private networks over the Internet.
PPTP is a way of securing the information that is communicated between networks.

PPTP secures information by encrypting the data inside of a packet.

IP Security (IPSec)

IPSec provides a more secure network-to-network connection across the Internet or a
Wide Area Network (WAN). IPSec encrypts all communication between the client and
server whereas PPTP only encrypts the data packets.

Both of these VPN implementations are used because there is not a standard for VPN
server software. Because of this, each ISP or business can implement its own VPN
network making interoperability a challenge.



LEDS

LED stands for Light-Emitting Diode. The DI-804HV has the following LEDs
as described below:

LED LED Activity

Power A steady light indicates
a connection to a power source

Flashes once per second to indicate an

M1 LED active system

M2 LED Lights up when the device has an Internet
connection

A solid light indicates connection on the
WAN WAN port. This LED blinks during data
transmission

A solid light indicates a connection to an

coM external dial-up analog modem

LOCAL A solid light indicates a connection to an
NETWORK Ethernet-enabled computer on ports 1-4. This
(Ports 1-4) LED blinks during data transmission




Getting Started

For additional information

about setting up a network,
see:

Networking Basics

Using the Configuration
Menu

For a typical network setup in a home or small office (as shown above),
please do the following:

You will need broadband Internet access (a Cable or DSL subscription line into
your home or office).

Consult with your Cable or DSL provider for proper installation of the modem.

Connect the Cable or DSL modem to the DI-804HV wireless broadband router (see
the Quick Installation Guide included with the DI-804HV.)

If you are connecting a desktop computer to your network and you need an Ethernet
connection, you can install the D-Link DFE-530TX+ Ethernet adapter into an
available PCl slot. (See the Quick Installation Guide included with the DFE-530TX+.)

If you are connecting a laptop computer to your network, install the drivers for the
Ethernet Cardbus adapter (e.g., D-Link DFE-690TXD) into a laptop computer.(See
the Quick Installation Guide included with the DFE-690TXD.)

You may connect an analog modem (optional) to function as a backup to the DI-
804HV. To use a backup modem, you must have dial-up service.

Q0 0 00O
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Using the Configuration Menu

Whenever you want to configure your network or the DI-804HV, you can access the
Configuration Menu by opening the web-browser (i.e., Internet Explorer or Netscape
Navigator) and typing in the IP Address of the DI-804HV. The DI-804HV default IP
Address is shown below:

LAt M= awsckez oo It
u Open the web browser €Y sec. - » 2 7
| Type in the IP Address of :

the DI-804HV (http://192.168.0.1)

Note: If you have changed the default IP Address assigned to the DI-804HV, make sure to

enter the correct IP Address.

sz 4] hittp://192.168.0.1

The factory default User name is admin and the default
Password is blank (empty). Itis recommended that you

LIS

change the admin password for security purposes. Please | .. g3
refer to Tools>Admin to change the admin password. S | =
Home > Wizard LI

DI-BO4HY e | e |
Brrarbond Horcwres U FR Brorher

Mamn The Home>Wizard screen will

?’ appear. Please refer to the
e L T b L R U E L e L Quick Installation Guide for
zar: T B b el inf i ding th
N ul|:':~1rJ."|-.-;-1¥.H:ulrhrrrﬂurr'l.'!lll.lLull' & more In Ormatlon regar Ing t e
ol Setup Wizard.
izl ©
M| g

@ Clicking Apply will save changes made to the page
Apply

&

3 Clicking Cancel will clear changes made to the page
Cancel

¥

0 Clicking Help will bring up helpful information regarding the page
Help

@ Clicking Restart will restart the router. (Necessary for some changes.)

Restart

11



Using the Configuration Menu

Setup Wizard

Once you have logged in, the
Home screen will appear.

DI-B04HY
Brandbong Hirdwans YPN Raibar

UL SR ddvanced | Tooks Statme Hrip

Srimp aband

4

(LT R R LE TR RURTT LITTITEN AT IERT, Sy L TERA S S T TRET TS
RATIRIT I R iy bR vacd Jwdlroarepan L o vl ol
SISOk Srrdee -medden D G

wizara P
L salmp ol el vaan e el e e eaties s Dl e
vl s Ly g i UHHIS
wry

Click Run Wizard

The welcome screen outlines the
steps to complete the setup

wizard. Click Next to continue.

—~ @
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b= [ I R S [V TSP I W T IR BB T
Clow 2 Gol sl rel vairene CLive

Staa 4. Faziad

Click Next

1Y

Exit
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Using the Configuration Menu
Setup Wizard > Set Password

N sptip WiEArA - Bdecasntl infRcoat | mlnnar

—————— IS8 S S p Wiz S
Set Pazswiord

W o dy chis g 2 U o asdmine s ool paseeon ] L eeilecie gin 2 nev paszea
I T T [T T

LIl =552%81] ascscmemesn

1425 =55 2001

Click Next S—1| D
Back Cancel fMaxt Exit
Old Password- This information is masked.
New Password- Type in the new password for the admin account.
Reconfirm- Type in the new password again to confirm. Click Next to

continue with the Setup Wizard.
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Using the Configuration Menu

Setup Wizard > Time Zone

Select the appropriate time zone for your location-

Se|ect the proper time zZone. & Sptop wrEard - Miconantl infRerRT Fypionar
Selections can be made by BLink
clicking on the drop down list.
Click Next to continue.

LN =00 LS8 = LIp L fratz gl

Chonxa Tima Fana

S e capnr 427 Hee e T wo i decadlen 2 - sl Reet b aedibne
[ersea - im0 e b 21058 2 -

Click Next ~——1 | D
et

Back Camcel Exit

Setup Wizard > Connection Type (WAN)

Select Your Internet Connection-

YOU W|" be prompted tO SeleCt = T Lup Wicu d - Miciugol - lnleriml Eamlom
the type of internet connection

L= B HY = CETR VY EES PO

for your_router. Choose the_ FelectIntemst Connesden Type (VAR
appl'OprIate Selectlon and Clle Scoxeldb - coarzeen beae o co wzokbe v ar SFL Gz 2 Hiewd T ccallrae

i Cl ks apt lial 1P ad:l
Next to continue. SLw I e CAl IRy s SR fbarnine

Callc nolony wEcrsy

Chuuww Thine uplivn L wel utalic [T

LA ke Twtorimeaclon proslded to yow by your [5H-
@ e Clizose this o ption if your [1EP uscos

e PR FEHAL . (Far minsd 51 umers)

i Choose Ak aptlon e St fec liberncd wa
L L dl-up Hele s e 1 MR

Cidomns FHELF amdd Ul Fand Calle.

Click Next el 2| (D

Bach Cancel |Hext Exit

If you are unsure of which setting to select, please contact
your Internet Service Provider.

Select Others only if you use PPTP in Europe or Big Pond
Cable in Australia.
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Using the Configuration Menu
Setup Wizard > Set Dynamic IP Address

|

LEOUS DV ESELHDRYY I Z AL
Set [vnamie IP Address

Ityour BsF Fegquirc “co o ehter a Sposmc oSt 13 C or Specimo MG

addrass, Fleasa aqiaritin. The Clane MAL Address buflon 12 Leed 12

copy the M2 addreSs of your Ethcrnet sdapter to the 20 S04 Sk
Ma=k to Zonfinue,

5 | Sebin Wirard - Micrnanft Interned Fxploren

lost Wame : _EI:II:IiIIrI:JL'I

MAC Address | T IT-IT-IT-T | linna )

[ QorcMAC sddrozs |

Click Next

Q2@ o

Back <Cancel (e Exit

If your ISP uses Dynamic IP Address, this screen will appear: (Used mainly for
Cable Internet service.)

Host Name- Host name is the section where you input the name of your
ISP. This section is optional and is not required to be filled in.

MAC Address- Each network adapter has a discrete Media Access Control
(MAC) address. Note that some computer and peripherals may

already include built-in network adapter.

Clone MAC By clicking on Clone MAC Address, the DI-804HV will auto-
Address- matically copy the MAC address of the network adapter in your
computer. You can also manually type in the MAC address.

Click Next to continue.
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Using the Configuration Menu
Setup Wizard > Set Static IP Address

2N Setiup Wirard - dicroandt Internel Feplnrer

D-Link

rrEp e e

_'9...'5"-:1" JI';"';.M oy '.lﬂ*l:n '*,ﬂr.-ﬁrlu
St Static IF Address

| Frer i the statie | indneenahi e peneided ool B ynne bt itk et
to comllnue.

VA IF Address | ULy |

WAl Saonet Masl [Les teses |

WA Goteweay |10 i
Parcrs DME a0y |

Sceoncors NS [ JuL |

2 9 (2 O

Back Cancel |Mext Exit

Click Next

If your ISP uses a Static IP Address, and this option is selected, then this screen will
appear.

WAN IP Address- If your ISP requires a Static IP Address, and this option is se-
lected, then this screen appear. Enter the IP address informa-

tion originally provided to you by your ISP. You will need to
complete all the required fields.

WAN Subnet Mask- The subnet for the DI-804HV is preconfigured to 255.255.255.0.
Configurations can be made in, but not recommended. This

feature is for advanced users.
WAN Gateway- This information is provided by your ISP.

Primary DNS- The Primary DNS can be found by contacting the ISP.

Secondary DNS- The Secondary DNS can be found by contacting the ISP.

16



Using the Configuration Menu
Setup Wizard > PPPoE

M Setiup Wirard - Microandt Internel Feploner
D-Link

Py s =

FICEUS HW 56 nigs 12T

Zet FEF aver Ethernet

The zarvica nama is oplionsl but w5y he reguited by your 12P. Click
Muzd Lo cunlinue.

SFFUE Avcuunl | |
PFPLE azswurl |seesssssss !

FRFPUE Sorvice Sarny | | ‘nptinnaly

&2 9 2 W

Back <Cancel [Mext Exit

Click Next

If your ISP uses PPPoE (Point-to-Point Protocol over Ethernet), and this option is se-
lected, then this screen will appear: (Used mainly for DSL Internet service.)

PPPoE Account- Enter in the username provided to you by your ISP.

PPPoE Password- Enter in the password provided to you by your ISP.

PPPOE Service Enter in the name of your service provider. This is an optional
Name- field and is not necessary to be filled in.

17



Using the Configuration Menu
Setup Wizard

< Sptip Wizard - Miceaandt Internel Feplorer
D-Link

Prrry —rrrrn

DS USRS Sat oy 1 ZaTd
et Dial-up Netwark

rrelup =~ riaannne | |

Mzl pAcenine | |

Flal Np 23550t  esssssssss |

Peaare TINA E_|||| 1 |

Ercnhrsr TINE !_IWI".TI |

S 92 9 D

Back <Cancel |Mext Exit

Click Next

Configure this section only if you have an analog dial-up account. Otherwise click Next
to skip.

Dial-up Enter the telephone number to connect to your ISP.
Telephone-

Dial-up Account- This information is provided by your ISP. The Dial-up Account is
also known as username.

Dial-up Password- Enter in the password to log into your Dial-up account.

Primary DNS- The Primary DNS can be found by contacting the ISP.

Secondary DNS- The Secondary DNS can be found by contacting the ISP.
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Using the Configuration Menu
Setup Wizard

M Setiup Wirard - Microandt Internel Feploner

Tz Selap Weicand hiag sormplelad. Sk un Bachk o roodife ob wrgies or
rislakas, Sliok Roslant Iy sa=d higcorar Leslls s “nd kool the

il E04HY
Click Restart
Back- Click on Back button to go back to previous page.
Restart- Click on Restart button to finalize the settings made.

Click on Exit button to end the Setup Wizard without saving
any changes.

Exit-

19



Using the Configuration Menu

Home > WAN

W Ol-B1HV
Elfscimut Braodbone Rescice

Ik 4

o

Home Al anced Tools Status 1]

M Carvinns
L T e P P T S e T L A o

PR ST LT Ty T LTT ] DRI R R N TR ETR T P

S Bl e ey

T omam Folao, LT T i TR BT TT |
TPz ALY TRt FTR LIRS O S o S R TTI | EEo
TR LA TR L T L L o

Chus St Cu™ere Ll
[T
g madeos

Choose WAN Type

WAN stands for Wide Area Network. In this case WAN represents the mode in which
you connect to the Internet. If you are uncertain, please ask your ISP which of the

following represents your connection mode to the Internet:

Dynamic
IP Address-

Static IP Address-
PPPOE-
Dial-up Network -

Others-
PPTP-

Obtain an IP address from your ISP automatically (mainly for
Cable users)

Your ISP assigns you a Static IP Address

Some ISPs require the use of PPPOE to connect to their
services (mainly for DSL users)

Dial-up users can select this option to connect to their ISP

through an analog dial-up modem if broadband connectivity
is unavailable.

For use in Europe only

Big Pond Cable- For use in Australia only

20



Using the Configuration Menu
Home >WAN > Dynamic IP Address

GI-B04HY
W fehemes Broodbomnd Bouker

AR

Most Cable modem users will select this option to obtain an IP Address automatically
from their ISP (Internet Service Provider).

Host Name-

MAC Address-

Clone
MAC Address-

Primary DNS
Address-

Secondary DNS
Address-

MTU-

Auto-reconnect -

Auto-backup -

This is optional, but may be required by some ISPs. The host
name is the device name of the Router.

The default MAC Address is set to the WAN's physical interface
MAC address on the Router.

This feature will copy the MAC address of the Ethernet card, and
replace the WAN MAC address of the Router with this Ethernet
card MAC address. It is not recommended that you change the
default MAC address unless required by your ISP.

Input the primary DNS address provided by your ISP

(Optional) Input the Secondary DNS address provided by your ISP.

Maximum Transmission Unit; default is 1500; you may need to
change the MTU to conform to your ISP.

If enabled, the Broadband Router will automatically connect to
your ISP after your system is restarted or if the connection is
dropped.

Enabling this feature will connect your router to the Internet using
a dial-up service if your broadband connection becomes unavail-
able. A subscription to a dial-up service is required for the auto-
backup to work. 21



Using the Configuration Menu
Home > WAN > Static IP Address

W DB-BOHW
Etherrog? Browdband Router

Homa Aovansed Tools Status Help

TR TEY I T o L LS

R B TRRCR T RCVET RALT R By

TR
T —
|

a e TLURARIEA (T L eAn AT

@ 9 0

Avube Tarel Hols

If you use a Static IP Address, you will input information here that your ISP has provided

to you.

IP Address-

Subnet Mask-

ISP Gateway
Address-

Primary DNS
Address-

Secondary DNS
Address-

MTU-

Input the IP Address provided by your ISP

Input the Subnet Mask provided by your ISP

Input the Gateway address provided by your ISP

Input the primary DNS address provided by your ISP

(Optional) Input the Secondary DNS address provided by your
ISP.

Maximum Transmission Unit; default is 1500; you may need to
change the MTU to conform to your ISP.
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Using the Configuration Menu
Home > WAN > PPPoE

Di-80aHY
Ethernet Broocbhond Bouter

Taals

T

Homo clw i £ i wtatus Hadp

S R LT
Uonita v

Faom ol

LT TR T T

v v Ml IETTTE ]

& O O

fpply CEncel Hslp

Most DSL users will select this option to obtain an IP address automatically from their
ISP through the use of PPPOE.

User Name-

Password-

Service Name-

IP Address-

Primary DNS
Address-

Maximum
Idle Time-

MTU-

Your PPPOE username provided by your ISP
Your PPPoE password is provided by your ISP

(Optional) Check with your ISP for more information if they
require the use of service name.

(Optional) Enter in the IP Address if you are assigned a static
PPPOE address.

You will get the DNS IP automatically from your ISP but you
may enter a specific DNS address that you want to use instead.

(Optional) Input the secondary DNS address

Enter a maximum idle time during which Internet connection is
maintained during inactivity. To disable this feature, enable Auto-
reconnect.
Maximum Transmission Unit; default is 1492; you may need to
change the MTU to conform to your ISP.
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Using the Configuration Menu
Home > WAN > Dial-up Network

Di-304HV
st Brosdbundd Euube
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Most Dial-up users will select this option to connect to their ISP through an analog
dial-up modem. This feature can be used as a back-up when your broadband connec-

tivity is unavailable.
Dial-up Telephone -
Dial-up Account-
Dial-up Password-

Primary DNS-
Seconday DNS-

Assigned
IP Address-

Extra Settings-

Maximum ldle Time-

Baud Rate-

Auto-reconnect -

Telephone number to connect to your ISP

Username provided by your ISP
Password provided by your ISP

If the settings are configured as “0.0.0.0,” they will be auto-
matically assigned upon connection.

(Optional) Enter in the IP Address if you are assigned a static
IP address.

This setting is used to optimize the communication quality
between the ISP and your analog dial-up modem. (Initializa-
tion string) - optional.

Enter a maximum idle time during which Internet connection
is maintained during inactivity. To disable this feature, en-
able Auto-reconnect.

The communication speed between the DI-804HV and your
modem.

If enabled, the Broadband Router will automatically connect
to your ISP after your system is restarted or if the connection

is dropped. 24



Using the Configuration Menu
Home > WAN > PPTP

W ol-804HV
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Apply Cancel  Help

Point-to-Point Tunneling Protocol (PPTP) is a WAN connection used in Europe and
Russia.

My IP Address- Enter the IP Address

My Subnet Mask-

Server IP Address-

PPTP Account-

PPTP Password-

Enter the Subnet Mask

Enter the Server IP Address

Enter the PPTP account name

Enter the PPTP password

Connection ID- (Optional) Enter the connection ID if required by your ISP

Maximum
Idle Time-

Enter a maximum idle time during which Internet connection is
maintained during inactivity. To disable this feature, enable Auto-
reconnect.
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Using the Configuration Menu
Home > WAN > BigPond Cable

W DI-E04HW
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Apply Cancel Help

Dynamic IP Address for BigPond is a WAN connection used in Australia.

User Name- Enter in the username for the BigPond account
Password- Enter the password for the BigPond account
Login Server IP- (Optional) enter the Login Server name if required

Renew IP forever- If enabled, the device will automatically connect to
your ISP after your unit is restarted or when the
connection is dropped.
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Home > LAN

I Ealu-i

I 4

WAN

LEN

RHEF

|

VPN

LAN IP Address-

Subnet Mask-

Domain Name-

S bnmia,
coniinbh

LAN (Local Area
DI-E04HV Network). This is

Ethamet Brandband Router considered your
internal network.

L Advanced  Tools  Stats  Help These are the IP

s settings of the LAN
interface for the DI-
e I 804HV. These
Rk settings may be

L | referred to as Private

O 8 0 settings. You may

Apply Carced Help change the LAN IP
address if needed.
The LAN IP address
is private to your
internal network and
cannot be seen on
the Internet.

The IP address of the LAN interface.
The default IP address is: 192.168.0.1

The subnet mask of the LAN interface.

The default subnet mask is 255.255.255.0.

(Optional) The name of your local domain
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DHCP stands for Dynamic Host Control Protocol. The DI-804HV has a built-in DHCP
server. The DHCP Server will automatically assign an IP address to the computers on
the LAN/private network. Be sure to set your computers to be DHCP clients by setting
their TCP/IP settings to “Obtain an IP Address Automatically.” When you turn your
computers on, they will automatically load the proper TCP/IP settings provided by the
DI-804HV. The DHCP Server will automatically allocate an unused IP address from the
IP address pool to the requesting computer. You must specify the starting and ending
address of the IP address pool.

DHCP Server- Enable or disable the DHCP service.

Starting IP

Address- The starting IP address for the DHCP server’s IP assignment.
Ending IP

Address- The ending IP address for the DHCP server’s IP assignment.
Lease Time- The length of time for the DHCP lease.

DHCP Clients List-  Lists the DHCP clients connected to the DI-804HV. Click
Refresh to update the list. The table will show the Host Name,
IP Address, and MAC Address of the DHCP client computer.
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Home >VPN Settings
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VPN Settings are settings that are used to create virtual private tunnels to remote
VPN gateways. The tunnel technology supports data confidentiality, data origin,
authentication and data integrity of network information by utilizing encapsulation
protocols, encryption algorithms, and hashing algorithms.

VPN -

NetBIOS broadcast-

Max. number of
tunnels-

Tunnel Name-

Method-

More-

Check here to enable VPN tunnels. When you are not
using the VPN feature, it is best to keep VPN disabled.

Enable this to allow NetBIOS braodcast over the VPN
tunnels.

Select the maximum number of allowable tunnels. It is
recommended that you select between 1 to 5 for optimal
performance.

Create a name for the tunnel.

IPSec VPN supports two kinds of key-obtained methods:
manual key and automatic key exchange. Manual key
approach indicates that the two endpoint VPN gateways
require setting up authentication and encryption key by
the Administrator manually. However, IKE approach will
perform automatic Internet key exchange. Admins of both
endpoint gateways will only need to set the same
pre-shared key.

For more in depth configuration to adjust
manual key or IKE method settings, click

More.
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Home >VPN Settings > Tunnel > Method>IKE
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Tunnel Name-

Aggressive Mode-
Local Subnet-
Local Netmask-

Remote Subnet-

Remote Netmask-

Remote Gateway-
Preshared Key-
IKE Proposal index-

IPSec Proposal
index-
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Current tunnel name.

Enabling this mode will accelerate establishing tunnel, but
the device will have less security.

The subnet of the VPN gateway’s local network. It can be a
host, a partial subnet or a whole subnet.

Local netmask combined with local subnet to form a subnet
domain.

The subnet of the remote VPN gateway’s local network. It
can be a host, a partial subnet or a whole subnet.

The subnet of the remote VPN gateway’s local network.
It can be a host, a partial subnet or a whole subnet.

The WAN IP address of remote VPN gateway.

The first key that supports IKE mechanism of both VPN
gateways for negotiating further security keys. The pre-
shared key must be the same for both endpoint gateways.

Click the button to setup a set of frequent-used IKE proposals
and select from the set of IKE proposals for the tunnel.

Click the button to setup a set of frequent-used IPSec proposals
and select from the set of IPSec proposals for the tunnel.
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IKE Proposal index- A list of selected proposal indexes from the IKE proposal pool
listed below.

Proposal Name- This is the name used to classify the IKE proposal.

DH Group- There are three groups can be selected: group 1 (MODP768),
group 2 (MODP1024), group 5 (MODP1536).

Encrypt algorithm-  There are two algorithms that can be selected: 3DES and
DES.

Auth algorithm- There are two algorithms that can be selected: SHAL and
MD5.
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Enter in the life time value.

There are two units that can be selected: second and KB.

The identifier of IKE proposal can be chosen for adding
corresponding proposal to the dedicated tunnel.

Click it to add the chosen proposal indicated by proposal ID
to IKE Proposal index list.
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IPSec Proposal A list of selected proposal indexes from the IPSec proposal
index- pool listed below.

Proposal Name- This is the name used to classify the IPSec Proposal

DH Group- There are three groups that can be selected: group 1

(MODP768), group 2 (MODP1024), group 5 (MODP1536).

Encap protocol- There are two protocols that can be selected: ESP and AH.

Encrypt algorithm-  There are two algorithms that can be selected: 3DES and
DES.

Auth algorithm- There are two algorithms that can be selected: SHAland
MDS.
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Enter in a life time value.

There are two units that can be selected: second and KB.

The identifier of IPSec proposal can be chosen for adding the
proposal to the dedicated tunnel.

Click it to add the chosen proposal indicated by proposal ID
to IPSec Proposal index list.
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Current tunnel name.

Enabling this mode will accelerate establishing tunnel, but
the device will have less security.

The subnet of the VPN gateway’s local network. It can be a
host, a partial subnet or a whole subnet.

Local netmask combined with local subnet to form a subnet
domain.

The subnet of the remote VPN gateway’s local network. It
can be a host, a partial subnet or a whole subnet.

The subnet of the remote VPN gateway’s local network.
It can be a host, a partial subnet or a whole subnet.

The WAN IP address of remote VPN gateway.
The set of rules applied when connecting to the VPN gateway.

The value of the local SPI should be set in hex format.

The value of the remote SPI should be set in hex format.
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Encapsulation

Protocol- There are two protocols that can be selected: ESP and AH.
Encryption

Algorithm- There are two algorithms that can be selected: 3DES and DES.
Encryption Key- For DES, the encryption key is 8 bytes (16 alpha-numeric

characters). For 3DES, the encryption key is 24 bytes (48
alpha-numeric characters).
Authentication

Algorithm- There are two algorithms that can be selected: SHA1 and MD5.

Authentication Key- For MD5, the authentication algorithm is16 bytes (32 alpha-
numeric characters).
For SHA1, the authentication algorithm is 20 bytes.(40 alpha-

numeric characters).

Life Time- Enter in the life time value.

Life Time Unit- There are two units that can be selected: Second and KB.
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Home >VPN Settings > Dynamic VPN Tunnel
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There are three parts that are necessary to setup the
configuration of IKE for the dedicated tunnel: basic setup, IKE
proposal setup, and IPSec proposal setup. Basic setup
includes the setting of following items: local subnet, local
netmask, remote subnet, remote netmask, remote gateway,
and pre-shared key. The tunnel name is derived from previous
page of VPN setting. IKE proposal setup includes the setting
of a set of frequent-used IKE proposals and selecting from the
set of IKE proposals.

Current tunnel name.

This feature works with a VPN software client so the DI-804HV
does not need to know the IP address of the remote clients.

Enabling this mode will accelerate establishing the tunnel,
but the device will have less security.

The subnet of the VPN gateway’s local network. It can be a
host, a partial subnet or a whole subnet.

The netmask of the VPN gateway’s local network.
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Preshared Key- The first key that supports IKE mechanism of both VPN

gateways for negotiating further security keys. The pre-
shared key must be the same for both endpoint gateways.

IKE Proposal index- Click the button to setup a set of frequent-used IKE
proposals and select from the set of IKE proposals for the

dedicated tunnel.
IPSec Proposal Click the button to setup a set of frequent-used IPSec

index- proposals and select from the set of IPSec proposals for the
dedicated tunnel.
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IKE Proposal index- A list of selected proposal indexes from the IKE proposal pool

listed below.
Proposal Name- This is the name used to classify the IKE proposal.
DH Group- There are three groups can be selected: group 1 (MODP768),

group 2 (MODP1024), group 5 (MODP1536).

Encrypt algorithm-  There are two algorithms that can be selected: 3DES and
DES.

Auth algorithm- There are two algorithms that can be selected: SHA1 and
MD5.
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Enter in the life time value.

There are two units that can be selected: second and KB.

The identifier of IKE proposal can be chosen for adding
corresponding proposal to the dedicated tunnel.

Click it to add the chosen proposal indicated by proposal ID
to IKE Proposal index list.
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A list of selected proposal indexes from the IPSec proposal
pool listed below.

This is the name used to classify the IPSec proposal.

There are three groups that can be selected: group 1
(MODP768), group 2 (MODP1024), group 5 (MODP1536).

There are two protocols that can be selected: ESP and AH.

There are two algorithms that can be selected: 3DES and
DES.

There are two algorithms that can be selected: SHA1 and
MDS5.
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Life Time- Enter in a life time value.
Life Time Unit- There are two units that can be selected: second and KB.
Proposal ID- The identifier of IPSec proposal can be chosen for adding the

proposal to the dedicated tunnel.

Add to- Click it to add the chosen proposal indicated by proposal ID
to IPSec Proposal index list.
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Enable L2TP Server- Click to enable the L2TP Server function.
Virtual IP of L2TP Enter your Virtual IP address to access the L2TP server.
Server-

Select one of the following authentication protocols: PAP,
CHAP, MSCHAP.

Authentication
Protocol-

Tunnel Name- Current tunnel name.

User Name- Enter in the username for the L2TP account.

Password- Enter in the password for the L2TP account.
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Enable PPTP Click to enable the PPTP Server function.

Server-

Virtual IP of PPTP Enter your Virtual IP address to access the PPTP server.
Server-

Authentication Select one of the following authentication protocols: PAP,
Protocol- CHAP, MSCHAP.

Tunnel Name- Current tunnel name.

User Name- Enter in the username for the PPTP account.
Password- Enter in the password for the PPTP account.
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The DI-804HYV can be configured as a virtual server so that remote users accessing Web
or FTP services via the public IP address can be automatically redirected to local servers
in the LAN (Local Area Network).

The DI-804HYV firewall feature filters out unrecognized packets to protect your LAN network
so all computers networked with the DI-804HYV are invisible to the outside world. If you
wish, you can make some of the LAN computers accessible from the Internet by enabling
Virtual Server. Depending on the requested service, the DI-804HYV redirects the external
service request to the appropriate server within the LAN network.

Name-

Private IP-

Protocol Type-

Private Port-

Public Port-

Schedule-

The name referencing the virtual service.

The server computer in the LAN network that will be providing
the virtual services.

The protocol used for the virtual service.
The port number of the service used by the Private IP computer.

The port number on the WAN side that will be used to access
the virtual service.

Select Always, or choose From and enter the time period dur-
ing which the virtual service will be available
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Some applications require multiple connections, such as Internet gaming, video
conferencing, Internet telephony and others. These applications have difficulties working
through NAT (Network Address Translation). Special Applications makes some of these
applications work with the DI-804HV. If you need to run applications that require multiple
connections, specify the port normally associated with an application in the Trigger
field, then enter the public ports associated with the trigger port into the Incoming
Ports field.

At the bottom of the screen, there are already defined special applications. To select
the pre-defined application you want to use, click on the corresponding check box
next to the application name. If the mechanism of Special Applications fails to make
an application work, try using DMZ host instead.

Note! Only one PC can use each Special Application tunnel.

Enabled- Select to activate the policy

Trigger Port- This is the port used to trigger the application. It can be either
a single port or a range of ports.

Public Ports- This is the port number on the WAN side that will be used to

access the application. You may define a single port or a range
of ports. You can use a comma to add multiple ports or port

ranges.
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IP Filter-

Use IP Filters to deny LAN IP addresses access to the internet

Enabled or Disabled-
Click Enabled to apply the filter policy or click Disabled to enter an inactive filter policy

(You can reactivate the policy later.)

IP Address- _ _
Enter in the IP address range of the computers that you want the policy to apply to. If it

is only a single computer that you want the policy applied to, then enter the IP address of
that computer in the Start Source IP and leave the End Source IP blank.

Port Range-

Enter in the port range of the TCP/UDP ports that you want the policy to apply to. Ifitis
only a single port that you want the policy applied to, then enter the port number in the
Start Port field and leave the End Port field blank. If you want to use all the ports, you
can leave the port range empty.

Schedule-

Select Always, or choose From and enter the time period during which the IP filter policy
will be in effect.
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MAC (Media Access Control) Filters are used to deny or allow LAN (Local Area Network)
computers from accessing the Internet and network by their MAC address.

At the bottom of the screen, there is a list of MAC addresses from the DHCP client
computers connected to the DI-804HV. To use them, select one from the drop down list.
Then click the “Clone” button followed by the“Apply” button and the MAC address will be

added to the filter list.
Disabled MAC Filter- Select this option if you do not want to use MAC filters.

Only allow computers with MAC address listed below to access the network-
Select this option to only allow computers that are in the list
to access the network and Internet. All other computers will
be denied access to the network and Internet.

Only deny computers with MAC address listed below to access the network-
Select this option to only deny computers that are in the list
to access the network and Internet. All other computers will
be allowed access to the network and Internet.

MAC Address- Enter the MAC Address of the client that will be filtered
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Use URL Blocking to deny LAN computers from accessing specific web sites by its
URL. A URL is a specially formatted text string that defines a location on the Internet.
If any part of the URL contains the blocked word, the site will not be accessible and

the web page will not display.

Disabled URL Blocking-
Select this option if you do not want to use URL Blocking.
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Use Domain Blocking to allow or deny computers access to specific Internet domains
whether it is through www, ftp, snmp, etc.

Disabled Domain Blocking-
Select this option if you do not want to use Domain Blocking.

Allow users to access all domains except “Blocked Domains” -
Select this option to allow users to access the specified Internet domains listed below.
Users will be denied access to all other Internet domains.

Deny users to access all domains except “Permitted Domains” -

Select this option to deny users to access the specified Internet domains listed below.
Users will be allowed access to all other Internet domains.
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Firewall Rules is an advance feature used to deny or allow traffic from passing through
the device. It works in the same way as IP Filters with additional settings. You can
create more detailed rules for the device.

Enabled or Disabled-
Click Enabled to apply the filter policy or click Disabled to enter an inactive filter policy
(You can reactivate the policy later).

Name-
Enter the name of the Firewall Rule.

Action-
Select Allow or Deny to allow or deny traffic to pass through the DI-804HV.

Source-

Choose between a LAN or WAN source. An asterisk signifies the selection of both
sources.

IP Start-

The starting IP address for the filter policy. Leaving the field blank selects all IPs.

IP End-
The ending IP address for the filter policy. Leaving the field blank sleects all IPs.
Destination-

Choose between a LAN or WAN destination. An asterisk signifies the selection of both
destinations.
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IP Address- . .
Enter in the IP address range of the computers that you want the policy to apply to. If it

is only a single computer that you want the policy applied to, then enter the IP address of
that computer in the Start Source IP and leave the End Source IP blank.

Protocol-
Select one of the following protocols: TCP, UDP, or ICMP

Port Range-

Enter in the port range of the TCP/UDP ports that you want the policy to apply to. Ifitis
only a single port that you want the policy applied to, then enter the port number in the
Start Port field and leave the End Port field blank. If you want to use all the ports, you
can leave the port range empty.

Schedule-

Select Always, or choose From and enter the time period during which the virtual ser-
vice will be available
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SNMP (Simple Network Management Protocol) is a widely used network monitoring and
control protocol that reports activity on each network device to the administrator of the
network. SNMP can be used to monitor traffic and statistics of the DI-804HV. The DI-
804HYV supports SNMP v1 or v2c

Enable SNMP-

Local-

Remote-

Get Community-

Set Community-

SNMP v1-

SNMP v2-

(Simple Network Management Protocol)
LAN (Local Area Network)

WAN (Wide Area Network)

Enter the password public in this field to allow “Read only” ac-
cess to network administration using SNMP. You can view the
network, but no configuration is possible wth this setting.

Enter the password private in this field to gain “Read and Write”
access to the network using SNMP software. The administra-
tor can configure the network with this setting.

Simple Network Management Protocol (SNMP) is an applica-
tion layer protocl that facilitates the exchange of management
information between nework devices.

Enhanced version of SNMP v1 with additional protocol opera-

tions such as UDP, IP, CLNS, DDP, and IPX.
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DDNS (Dynamic Domain Name System) keeps dynamic IP addresses (e.g., IP
addresses assigned by a DHCP capable router or server) linked to a domain name.
Users who have a Dynamic DNS account may use this feature on the DI-804HV.

DDNS- When an IP address is automatically assigned by a DHCP server,
DDNS automatically updates the DNS server. Select Disabled
or Enabled

Provider- Select from the pull-down menu

Host Name- Enter the Host name

Username/Email-  Enter the username or email address

Password/Key- Enter the password or key
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Advanced > Routing
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Dynamic Routing-  Dynamic Routing Settings allow the VPN Router to route IP
packets to another network automatically. The RIP protocol
is applied, and broadcasts the routing information to other
routers on the network regularly.

By default, it is set to disable. Check to enable (RIPv1/RIPv2)

protocol.
RIP v1- Protocol in which the IP address is routed through the internet.
RIP v2- Enhanced version of RIP viwith added features such as Au-

thentication, Routing Domain, Next Hop Fowarding, and Subnet-
mask Exchange.

55



Using the Configuration Menu
Advanced >DMZ

DI-BO4HVY
Etivernet Broodiband Rouler

CHimak - 3 fimahin

I —anlwar Ly |.-u..1':]
" AppSicatian ﬂ \!3 ﬂ

Apply Cancel Help

1A e-nna EET RO TEM ER Y1 I ITIEY B ST HE e W =1 =% - Hz: =W
it M et v
e
—

If you have a computer that cannot run Internet applications properly from behind the
DI-804HV, then you can allow that computer to have unrestricted Internet access. Enter
the IP address of that computer as a DMZ (Demilitarized Zone) host with unrestricted
Internet access. Adding a client to the DMZ may expose that computer to a variety of
security risks; so only use this option as a last resort.
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It is recommended that you

change the admin password from the default setting. The default passwords are blank

(no password).

Password-

Remote
Management-

IP Address-

Port-

To change the passwords, enter the new password twice to
confirm.

Remote Management allows the device to be configured
through the WAN (Wide Area Network) port from the Internet
using a web browser. A username and password is still
required to access the browser-based management inter-
face.

Internet IP Address of the computer that has access to the
DI-804HV. If the IP Address is set to 0.0.0.0, this allows all
Internet IP addresses to access the DI-804HV.

The port number used to access the DI-804HV.

E.g., http://x.X.x.x:8080, where x.x.x.x. is the WAN IP address
of the DI-804HV and 8080 is the port used for the Web Manage-
ment interface.
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Set the time here by entering it manually or use NTP (Network Time Protocol.) NTP is
standard protocol on the Internet that synchronizes the time settings accurately for the

DI-804HV.

Enable NTP-

Default NTP
server-

Time Zone-

Set Device Date
and Time-

Select to enable NTP and synchronize the time settings on
your network using an NTP server

If you are enabling NTP, please enter the link to the default server.

Select your time zone from the pull-down menu

If you are entering the time manually, select the correct Year;
Month; Day; Hour; Minute and Second
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The current system settings can be saved as a file onto the local hard drive. The
saved file or any other saved setting file created by the DI-804HV can be uploaded
into the unit. To reload a system settings file, click on Browse to search the local
hard drive for the file to be used. The device can also be reset back to factory default
settings by clicking on the Reset to Default button. Use the restore feature only if
necessary. This will erase previously saved settings for the unit. Make sure to save
your system settings to the hard drive before doing a factory restore.

Save Settings to Click Backup Setting to save the current settings to the local
Local Hard Drive- Hard Drive

Load Settings from

Click Browse to find the settings file, then click Load
Local Hard Drive-

Restore to Factory

. Click Restore to Default to restore the factory default settings
Default Settings-
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Tools > Firmware
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You can upgrade the firmware by using this tool. First, check the D-Link support site for
firmware updates at http://support.dlink.com. Make sure that the firmware you want to
use is saved on the local hard drive of your computer. Click on Browse to search the
local hard drive for the firmware that you downloaded from the D-Link website to be used
for the update. Upgrading the firmware will not change any of your system settings but
it is recommended that you save your system settings before doing a firmware upgrade.

Browse- After you have downloaded the new firmware, click Browse in
this window to locate the firmware update on your hard drive.
Click Apply to complete the firmware upgrade.

Note! Do not power off the unit when it is being upgraded. When the
upgrade is complete, the unit will be restarted automatically.
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In the open box, enter an URL (i.e. www.dlink.com) or an IP ad-
dress and click on Ping to test your internet connection.

Click Reboot to restart the unit.

Click Enable to block the WAN ping. Computers on the Internet
will not get a reply back from the DI-804HV when it is being
“ping”ed. This may help to increase security.

When this feature is enabled, the router will record the packet
information passed through the router such as IP address, port
address, ACK, SEQ number, and so on. The router will also
check every incoming packet to detect if it is valid.

When DoS is enabled, the router will prevent Denial of Service
attacks on all computers connected to the DI-804HV.
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UPNP is short for Universal Plug and Play which is a networking
architecture that provides compatibility among networking equip-
ment, software, and peripherals. The DI-804HV is a UPnP enabled
router and will only work with other UPnP devices/softwares. If you
do not want to use the UPnP Functionality, it can be disabled by
selecting “Disabled”.

The device supports VPN (Virtual Private Network) pass-through for
both PPTP (Point-to-Point Tunneling Protocol) and IPSec (IP Secu-
rity). Once VPN pass-through is enabled, there is no need to open
up virtual services. Multiple VPN connections can be made through
the device. This is useful when you have many VPN clients on the
LAN.

If an FTP server you want to access is not using the standard port
21, then enter in the port number that the FTP server is using in-
stead.
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This screen displays information about the DI-804HV

DHCP Renew- Click to renew IP addresses sent from the DHCP server.

DHCP Release- Click to release IP addreses sent from the DHCP server.
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This screen displays activities occurring on the DI-804HV.

First Page- Click First Page to go to the first page of the log.
Last Page- Click Last Page to go to the last page of the log.
Previous- Click Previous to go to the previous page of the log.
Next- Click Next to go to the next page of the log.

Clear- Click Clear to clear the entire log.

Log Settings- Click for advanced features (see next page).



Using the Configuration Menu
Status > Log Settings

W DI-604HV
Bthemat Boadband Router

Hame Advanocd Tanls CEUTT Help |

B L R e L Ry W T L F PR P A PRI R P RPN
-
M Aar

fattan o TRCTER o8 L RO %

== il
Loy T L I ] 1 Trabom 130 Pimakblse
LAL IS | - m
—_—

Atowin R T TR T LY
[EaY RN
= -oped “ackely
E -1~

2 OO0

Apply Carcal Helk

E-Mail Alert- The DI-804HV can be set up to send the log files to a specific
email address.

SMTP Server IP- Enter in the IP address of the mail server.

Email Address- Enter in the email address of the recipient who will receive the
email log.

Send Mail Now- Click to send mail immediately.

IP Address of the Enter in the IP address of a syslog server within the network.

Syslog Server- Click Enable to activate the policy. The DI-804HV will send all
of it's logs to the specified syslog server.

Log Type- Select the types of activity to log. By default, all values are
selected.
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In Stats section, traffic statistics are displayed.

Refresh-

Reset-

WAN-

LAN-

This will update the page.

This will reset the packet counter to zero.
Displays Received / Transmitted packets from the WAN port.

Displays Received / Transmitted packets from the LAN port.
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This screen displays the complete Help menu. For help at anytime, click the Help tab
in the Configuration menu.
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Using the Network Setup Wizard in Windows XP

In this section you will learn how to establish a network at home or work,
using Microsoft Windows XP.

Note: Please refer to websites such as http://www.homenethelp.com
and http://www.microsoft.com/windows2000 for information about networking
computers using Windows 2000, ME or 98.

Go to Start>Control Panel>Network Connections
Select Set up a home or small office network

Network Setup Wizand

Welcome to the Network Setup
Wizard

Thiz wizard will help you set up this computer ba run an Yaur
netwark. "With a network, you can:

+ Share an lntermet connection

+ Setup Intemet Connection Firewall
+ Share filez and folders

+ Share a printer

To continue, click MNext,

Cancel

When this screen appears, Click Next.

68



Networking Basics

Please follow all the instructions in this window:
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Click Next

In the following window, select the best description of your computer. If your
computer connects to the internet through a gateway/router, select the
second option as shown.
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Click Next
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Enter a Computer description and a Computer name (optional.)

Click Next
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Enter a Workgroup name. All computers on your network should have the
same Workgroup name.

Click Next
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Please wait while the Network Setup Wizard applies the changes.

Aaady ta apply metwork eellinps_

he ar=ed vall =peb b-e ol seclings |- omeess magcako= s b moches oo l=le
PO R I O T TR |

Lelhrgs:

Meln: e g, |
| =repoiles Asz-npkniye Mavys Coampuler

Conpalm jmme, T

Worcroup nanc ADCTUN

T-a Shaiez Dozu-wnks Zloe ad smy plictes cornzcied o th s comzuser Fave basn

o

naplu h=i= s lngs, —ick Fest

When the changes are complete, click Next.

Please wait while the Network Setup Wizard configures the computer.
This may take a few minutes.
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Flomsc wail... ["-"‘,
L% l

Fleaui wuci. vhil= the o cad congoes the compates o bome g wl o cenddookn_, Thiv
DROCESE Nal La4a 2 F2w mitues.
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Networking Basics

In the window below, select the option that fits your needs. In this example, Create a
Network Setup Disk has been selected. You will run this disk on each of the
computers on your network. Click Next.

hetarnirk Sotnp Wfizand

uu'tg alimel dame.... ?‘_
3 ‘;

=2 o] oo s Btk S st cand oe o Ciia=ch ol ha an palers oe o
\lrf] g koo oen s emead o sompdaz oA g nchuen e e s v g wee
T s indzwvss =] L1 o 2 Bombook, U ebuz L ge
Whae dno o rwerk b dn?
D Ede aNe i s TEE
:::l Jue e Mok Selbua L ve | gpgaon - gwz

b Y R R R

Crduztfrizh chewizard | dzn' rees o ke wEand onoathe Zopuizis

Insert a disk into the Floppy Disk Drive, in this case drive A.

Hitwark Setap ¥i=aed

e L Qb digk, pow warl B ues,

=il a des= bl el alovar g Jdid Jivz and Hen ChCk Boes,
Shllazpy a0

Il =ik - Inmak b= Al ==k Foenne Did:

| zims: Lk

[ s La=ch
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Networking Basics

Copying...

Please wait while the wizard copies files, ..

[ ) iZancel |

Please read the information under Here’s how in the screen below. After you complete
the Network Setup Wizard you will use the Network Setup Disk to run the Network

Setup Wizard once on each of the computers on your network. To continue click Next.

Matwork Setup Wizarnd

To run the wizord wath the Hebwork Selup Disk...

L~

i Comp ete the wizaid and restart thiz compater. Ther, use thz Mewwork Setup Disk 1o e
"«;) e Metyork Selup Wizarc once ch each of the cther computers ar paur networs,

Hewe's haw:
. rzenl e Helwonk Setup Disk,irlo Uie riest conpulze pou weanl o nebaok,

1
2. Jpor My Computer and thon open tac Mobeods Sclup Dizle
1 Deublechck retistap
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Networking Basics

Please read the information on this screen, then click Finish to complete the
Network Setup Wizard.

Network Setup Wizard

Complcting the Network Sctup
% Wizard

You have siccestfuly set up this compate: for home or small
offica netwarking.

For belp with barme o snall off ce nelwerking, see the
following tooics inHelp anc Suppart Zenter;

+ Usingthe Sharzd Jocymerts falder

+ Skanng fles and bolders

To zee other cormpubers onyvour rebaork, click Start, and ther
ok by Hetwork, Places.,

To chze ths wizard, click Finizh.

[ < Eacs [ Finizh ]

The new settings will take effect when you restart the computer. Click Yes to
restart the computer.

System Settings Change

P ‘You must reskark yaur computer before the new settings will kake effect,

Do wou wank bo restart wour compuker now?

You have completed configuring this computer. Next, you will need to run the
Network Setup Disk on all the other computers on your network. After run-
ning the Network Setup Disk on all your computers, your new wireless net-
work will be ready to use.
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Networking Basics
Naming your Computer

To name your computer, please follow these directions: In Windows XP:

W Click Start (in the lower left corner of the screen)

m Right-click on My Computer

B Select Properties and click

4 Intcrnct
oF C lenie . Sopdurer

“*3 € mall

M Sl Exprees

——
Commard 2rzmzt
‘!’ FI3H Exake

@ ‘mnaweE ez | laver

@ ‘winzoms vk Makse
@ T e =1

ﬁ Fies anil Seli v Trander
ST wEad

J Py Dom ol s
.:'} My Rerenk Donmeenks ¢

i} My 1Nhiees

g ]
____p'l My =uskc
‘; My Yeleurk Explzri
Y
9 et s Maneee

M Melwa ik D,

ﬁ ol Tu
=

e Porbers andl

[ Ly Tl bl DR T R e BT

A= on Niesdon
e

LIRS, e ]

B Select the Computer
Name Tab in the System
Properties window.

B You may enter a Com-
puter Description if you
wish; this field is optional.

B To rename the computer
and join a domain, Click

Change.

System P rnpertics

Fiemocc
Advanzed

. i'c _I|:-:I.:|:-'¢3
R E U]

55.5;3':rr. H:lal
Gareral

v g ‘Anzows wzss tra folow ng nloiratizn b idencfe vour compLber
oy o~ ha necwark
Lomzule: dossist o

e marl= “rche - omenlet ot kA

el
Fulcapumnzi e Gz
L orkgroup: ABToaning

T sz the bk, Idzntilizatizn ™ zad (o joi- 2
condn ahd croeabc alzed ussr azeounk el o
IL.

Tu e ame this conpaler o wrradoa wie, dick Cha gz
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Networking Basics
Naming your Computer

B |n this window, enter the
Computer name

B Select Workgroup and enter
the name of the Workgroup

M All computers on your network

must have the same
Workgroup name.

B Click OK

Computer Name Ehanges:

WA noatge e nare A e mercherbip =L Eos
crple . O oangey nzy o el o=y oo ek oo,

Campuler nams:
irica
Il comp bernzme
Office
Mo
Mzrrban ol

i) Ldrn= =

o walkzrp

syl

Checking the IP Address in Windows XP

The wireless adapter-equipped computers in your network must be in the same IP Ad-
dress range (see Getting Started in this manual for a definition of IP Address Range.) To
check on the IP Address of the adapter, please do the following:

B Right-click on the
Local Area
Connection icon

in the task bar

B Click on Status

Status

Disable

Repair
YWieww Available Wireless Networks

Cpen Mebwork, Connections
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Networking Basics
Checking the IP Address in Windows XP

ireless Network: Connection £ Status E||E|

Gzneral |l Suapart '

This window will appear.

rkernet Frctoco [TCRAR)

u Click the _
Support tab e T, Axcnizl oy DHCF
[ 1P address: 21630104 |
S thnet Wazk- b e ek |
erait aalruar 144 TRE I

[ | Click Close

Claze

Assigning a Static IP Address in Windows XP/2000

Note: Residential Gateways/Broadband Routers will automatically assign IP Ad-
dresses to the computers on the network, using DHCP (Dynamic Host Configura-
tion Protocol) technology. If you are using a DHCP-capable Gateway/Router you
will not need to assign Static IP Addresses.

If you are not using a DHCP capable Gateway/Router, or you need to assign a Static IP
Address, please follow these instructions:

o -E-" Control 2arel
@ Tuar i s KP

13,:] Printers and Faces
+ % Tiles and Sektings “rans er
3 Wirard

B Goto Start

!’J lelp and Sepoort

w Fan: -)
& Search

All Programs D i
m| Loy GfF |15| Torn 21T Curnp ke

B Double-click on
Control Panel
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Networking Basics

Assigning a Static IP Address in Windows XP/2000

B Double-click on
Network
Connections

B Right-click on Local Area
Connections

B Click on Properties

B Comtrol Panc
Fk =4:

VN Fzaebsr Tezk bz
';-__,-rl' ez (= | I _"'-...:l:.‘a £ |-|:-_' Focers E‘-

odzress B en omd

E’ nnlrnl rand Al
- T Ly S
Q Suoxhbe Dzhegoe et LN TRT TR I S
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B e Ly
[} o B B B YOS
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g Lo Zr o
S JUTEN BN DY

Ioroe ks Siter conpobe 5. ez ard e Inksmet
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" Metwark CemnecHes
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%
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17k arl Inh=Snesd Trtamst

W ler e

E el el

bk
e

of Hedrvs e
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Networking Basics
Assigning a Static IP Address
in Windows XP/2000

B Click on Internet Protocol (TCP/IP)

B Click Properties

® In the window below, input your IP
address, subnet mask, default
gateway and DNS server address.
(The IP Addresses on your network
must be within the same range. For
example, if one computer has an IP
Address of 192.168.0.2, the other
computers should have IP Addresses
that are sequential, like 192.168.0.3
and 192.168.0.4. The subnet mask
must be the same for all the computers
on the network.)

IP Address:
e.g., 192.168.0.2

Subnet Mask:
255.255.255.0

Enter the LAN IP address of
the Wireless Router. (D-Link
wireless routers have a LAN [P
address of 192.168.0.1)

m Select Use the following DNS
server addresses.
Enter the LAN IP address of
the Wireless Router. (D-Link
wireless routers have a LAN [P
address of 192.168.0.1)

B Click OK

L Local Area Connection, 7 Properties E]r)__(J

General Advanced
Connect using:

B3 D-Link DWL-4650

S QoS Packet Scheduler

G et
Install...

[ escription

This connection uses the following items:

. gtlient for Microzoft Metworks
@ File: atd Printer Sharing for Microzaft Metwaorks

| [=fu[¥)[<]
Protocol (TCPAF) )

Transmizzion Contral Protocol/Internet Pratocol. The default
wide area netwark. protocal that pravides communication
across diverse interconnected networks.

[ Show icon in naotification area when connected

oo ]

oK ] [ Cancel

Indernet Brotocal [TERARE )P mperies

Geneid

i appiafilada IF satiege

71 Dhbin an IF addwaz aunnalcaly
‘-:l Lige fhee blboang 1P addies: ,

[
Sobret nek
[lezi it gederap:

T can el IP aebings szmgned sdomabcely i vow nebw ok ooppois
He capabdbe. therraze. pou need o azk your rebeork admirshabor o

192 168 0 2
Eh SR OEE 0

192.168. 0 . 1

rf\ Lz i loliowing DS Wadﬂm)

Prefened DHS seve:

#limnae DM zarm:

192.168. 0 . 1

" ienced |

The DNS server information will be supplied by your ISP (Internet Service Provider.)
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Networking Basics
Assigning a Static IP Address with Macintosh OSX

[ T-%= e Adaa
= 2A8 a
B Go to the Apple Menu and se- m e |poa T @
lect System Preferences i 5
g2 =4 . B % A
B Click on Network e
a@a u
¥ & § @ 4
‘a8 [T

B Select Built-in Ethernetinthe ¢ = & @
Show pull-down menu

Lo & ARbvalit A
Chima  Bily-e Fivemes +
m Select Manually in the Con- m
figure pull-down menu Gl g )
Lhirg EostP

ek L e )
F Adgman
Prvicia iy OV P Larvai
Suhari Mok 353.19%.3380
e TTRTIT Smars Domwr sDpume
TeRCF {lmre B0
[

Frampr ami oo cmisbm oy
Elbaireet e fess

T ek e ek 90 preve et Farlhes dasmmes

Ba He v =
= =A@ &
et 1 .- Leml Chiew CEREC TN EYY
§s iy Gz b =}
ihaw: | ECIR-11 Ethene e |

B |nput the Static IP Address, freriey erar | appiemen 7 tmaive |
the Subnet Mask and the
Router IP Address in the ap-
propriate fields

Cemfoire | Warncll ad

Ciarian Hanme: Seeser sdpdaash
Fadiras 132 EA0.2
Gulecl Kbk £33.035.2055 0

Hzaluy 492 AGEDA Fesisi Tarelns LiTara

mamne e v e b bt
Flherarl sk irsa, DTN S5 S5 a0t

"i‘_., kL ke b In pearre furhes chenges o anpie M

B Click Apply Now



Networking Basics

Selecting a Dynamic IP Address with Macintosh OSX

B Gotothe Apple Menu and select e e

System Preferences

B Click on Network

B Select Built-in Ethernet in the
Show pull-down menu

B Select Using DHCP in the
Configure pull-down menu

B Click Apply Now

B The IP Address, Subnet
mask, and the Router’s IP
Address will appear in a few
seconds

m
« =A@ 3
e e e el
m o= " | @ R
e e G B e e
e i
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Networking Basics
Adding and Sharing Printers in Windows XP

After you have run the Network Setup Wizard on all the computers in your network
(please see the Network Setup Wizard section at the beginning of Networking Basics,)
you can use the Add Printer Wizard to add or share a printer on your network.

Whether you want to add a local printer (a printer connected directly to one computer,)
share an LPR printer (a printer connected to a print server) or share a network printer
(a printer connected to your network through a Gateway/Router,) use the Add Printer
Wizard. Please follow the directions below:

First, make sure that you have run the Network Setup Wizard on all of the computers
on your network.

On the following pages, we will show you these 3 ways to use the Add Printer Wizard:

1. Adding alocal printer
2. Sharing an network printer

3. Sharing an LPR printer

(Other Networking Tasks)

For help with other tasks, that we have not covered here, in home or small office net-
working, see Using the Shared Documents folder and Sharing files and folders in
the Help and Support Center in Microsoft Windows XP.
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Networking Basics
Adding alocal printer (a printer connected directly to a computer)

A printer that is not shared on the network and is connected directly to one computer
is called a local printer. If you do not need to share your printer on a network, follow

these directions to add the printer to one computer.

B Goto
Start> . el Windows Movie Maker Contral Panel
Printers B
and Faxes @ Tour Windows %P
i | Files and Settings TransFer Q/] Help and Support

] Wizard 7

)._) Search
@ Motepad

=7 Run...

All Programs D

| 15 Start

ornpuker

B Click on Add a printer

See Also

L?j Troubleshoat printing
@) Get help with printing

Other Places

[ Control Panel

% Scanners and Cameras
|E‘| My Docurnents

@ My Fickures

L; My Computer

Details




Networking Basics
Adding alocal printer

B Click Next

B Select Local printer
attached to this

computer

B (Deselect Automati-
cally detect and install
my Plug and Play
printer if it has been
selected.)

B Click Next

B Select Use the follow-
ing port:

B From the pull-down menu
select the correct port
for your printer

(Most computers use the LPT1: port,
as shown in the illustration.)

B Click Next

Bdel Printer Wizard

Welcome to the Add Prnter
Wizard

Trie wessd bl pou imtel & prmter o msks vk
et
= . ¥ pou have w Phug andPlap pinter that comacts
!-2 racugh 4 LSS pak (or ey other hot plugpabl e
pert. gussh g [EEE 135, wirarecl, and 50 and. poar
ki rwal resed o g tes Pz rd. Cliok Canced o
chase the vz, andthen phagthe pin i cable
min pour congulen ar pand tha pnber ioveerd vor
compute ‘Tinlred pod,. snd bumn e pnleran
Wimdoesr pill sularsinsly real the minksr koo

Toconane, ok Meal

S e=a=s

Lecal o Melwoik Prantem
The pirsd sy b ko which lyps of pes bo ot oo
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Networking Basics
Adding alocal printer

Select and highlight
the correct driver for
your printer.

Click Next

(If the correct driver is
not displayed, insert the
CD or floppy disk that
came with your printer
and click Have Disk.)

At this screen, you
can change the name
of the printer (optional.)

Click Next

Select Yes, to print a
test page. A successful
printing will confirm that
you have chosen the
correct driver.

Click Next

It ol Prisbes G oltwnsn
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Networking Basics
Adding alocal printer

This screen gives you information about your printer.

Add Printer Wizard

Completing the Add Printer
Wizard

“Y'ou have successfully completed the ddd Printer YWizard,
r'ou specified the follawing printer settings:

M arne: HF DeskJet 500
Share name:  <Mat Shared:
Fart; LPTT:

todel: HF DeskdJet 500
Default Yeg

Test page:  Yes

To cloge this wizard, click Finish.

Click Finish

When the test page has printed,

HP DeskJet 500

A test page is now being sent to the printer. Depending on the
zpeed of vour printer, it may take a minute or bwo before the page
ig prinked,

The test page briefly demonstrates the printer's ability bo print
graphicz and text, and it provides technical infarmation about the
prinker driver.

[f the test page printed, click OF.
[f the test page did not print, click Troubleshoot,

Troublezhoot...

Click OK



Networking Basics
Adding alocal printer

B Goto Start> Printers
and Faxes

A successful installation will display
the printer icon as shown at right.

You have successfully added a local
printer.

Sharing a network printer

| Printer Tasks

!El add a prinker
£5] See what's printing
Select printing

preferences

i3 Pause printing

l.fg Share this printer
Em Rename this printer
¥ Delete this printer
Q’ Set printer properties

See Also

@ G0 ko manufacturer's
Weh site

Other Places

[3 control Fanel

% Scanners and Cameras
(£} My Documents

uﬂ My Pictures

§ My Computer

‘4 Start

After you have run the Network Setup Wizard on all the computers on your network,
you can run the Add Printer Wizard on all the computers on your network. Please
follow these directions to use the Add Printer Wizard to share a printer on your

network:

B Goto Start>
Printers and Faxes

\'ﬂh il M0y Maksr E}":W“'m'

y % Frintsrs and Faces
.@ Toar Findoas HF

Filss arod Sstiiigs Trersfer E} Help &nd Suppark
= Wizard =
é-.-} Search
;" Nobspad
I RN
Al Prorams [




Networking Basics
Sharing a network printer

. Printer Tasks
B Click on

Add a printer [2] Add aprinter

En Seb up Faxioo
: ]Start the Add Printer Wizard, which helps vou install a printer. L

Add Printer Wizard

Welcome to the Add Printer
Wizard

Thiz wimand helps vou iretal & pinter or make prnks;
corrmec] OFe

1y vt Pt g & Pl privdes thik coni cle
"‘IJ {hipagh & USE pol |or ary otber hol plugpabls
po, such = [EEE 1394, mirared, and so.an] wou
dio e pead 1o uee s sizand Chok Cancel 10
chse the mizad, 2nd fhen plag the pintel's cable
wla poul compuber of poird tha printer bossnd pod
compubss mlrsied pord. and b e pcles o
“efirachioss vl subernaticallp iretal B priveer for poa

Toconinue, dick Hedt

B Click Next i ar | [ cama |

Add Printer Wizard
B Select Loizal o Malwoik Printber
Network Printer The mizad needs to krow which gps of pinter o sel up

Sedact Hie option that descibes e printer ol veen bo Lse:
i Laoal printer attached oo i compues

[lbornatical; detiet sl retall iy P v Pl rivesd
{504 nghvork, prrker. o1 a prvke allechad o anctber compuler

T sei up & nebvwork, pinfer thal & nol stachsd o a pick aerer,
JIJ use b “Local pivter’’ ophma

[ spoh [ o> | [ Comd |

B Click Next
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Sharing a network printer

Bl Select Browse for
a printer

B Click Next

Select the printer you
would like to share

B Click Next

M Click Finish

dd Printer Wirard

Epecify & Pantm
¥ s oot ke i ranes o sk 25 of T prinal, b0d i saanch ot apintil
izl s e neads

What pantar da pouwsanl jo oot io?
1] hb-.ﬂll Form i'll'\hl
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) Gt o prinked o s |riyest or 008 hone o olfice nekvos:
LAL
Enample: hig: S prniandmepnind prim

[ cpok | iz | [ Corest |

hdd Printer Wizard

Erowxe lm Printar
Wb ha ke ol prinkat: aopeals. sokact tha oina p o vanl K L

Brrdar:  WWOCHHP Decklat 500

Shared palrkas
gl Wmosal Warddosst Ristacst,

DL
g.é ez
[l =)

Fards wbanion

Corsrsant
Sihr Fiaadp Duacisnants taing a
[epsk | Wwiz | [ Cored |

Add Printes Wizesd

Completing the Add Printer
Wizard

oul e macesafully congietad the Ao Pt 'wized
eal spesoilend e Pollosng Denter reing!

Rl HF Dgske b EO0RIOC2

Drafandt ez

Logséa:

Cowent

Tocloss this vizsd, chok Finish
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Networking Basics
Sharing a network printer

B To check for proper
installation:

B Goto Start > Printers
and Faxes

The printer icon will appear at right,
indicating proper installation.

You have completed adding the
printer.

To share this printer
on your network:

B Remember the printer
name

B Runthe Add Printer
Wizard on all the
computers on your
network

B Make sure you have
already run the
Network Setup
Wizard on all the
network computers

After you run the Add Printer
Wizard on all the computers in the
network, you can share the printer.

Conkrol Panel

@ windaws Maovie Maker

@ Tour Windows XP

il } Files and Settings Transfer @ Help and Support
1 Wizard =
,'._) Search
@ Motepad
7 Run...

All Programs D

15 Start

Printer Tasks

E Add a printer

12l See what's printing

Select printing
preferences

l‘é}‘j: Pause prinking

Q Share this prinker
IEE Rename this printer
X Delete this printer
Q" Set printer properties

See Also

@ Go ko manuFackurer's
Web site

Other Places

[ Control Panel

% Scanners and Cameras
|E', My Documents

(2} My Pictures

;_;l My Compuber

'4 Start
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Networking Basics
Sharing an LPR printer

To share an LPR printer (using a print server,) you will need a Print Server such as
the DP-101P+. Please make sure that you have run the Network Setup Wizard on
all the computers on your network. To share an LPR printer, please follow these

directions:

Add Printer Wizard

B Goto Start >
Printers and
Faxes

M Click on Add
a Printer

1

Welcome to the Add Printer
Wizard

This wizard helpz you install a printer or make printer
connechions.

If pou have a Plug and Play printer that connects
through a USE port [or any other hot pluggable

The screen to the
right will appear

B Click Next

B Select
Local
Printer...

B Click Next

port, such az IEEE 1394, infrared, and so on), you
do not need to use this wizard. Click Cancel to
cloze the wizard, and then plug the printer's cable
into wour computer or point the: printer toward your
computer's infrared port, and tumn the printer on.
windows will automatically install the printer for you,

To continue, click Nest.

Cancel

Add Printer Wizard

Local or Metwork Printer
The wizard needs to know which type of printer to set up.

Select the option that describes the printer you want to uze:

[ (®iLocal printer attached ta this computer ]
| Awtomatically detect and install my Plug and Play printer

() A ngtweork, printer, or & printer attached to another computer

- To set up a netwark, printer that iz not attached to a print server,
y uze the "Local printer'' option.

< Back I[ Mest » ][ Cancel
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Networking Basics
Sharing an LPR printer

B This screen will show you
information about your

printer.

M Click Finish

B Select the printer you
are adding from the list
of Printers.

W Insert the printer driver disk thal

came with your printer.

M Click Have Disk

If the printer driver is already installed, do
the following:

B Select Keep existing
driver

B Click Next

Mg Standard TCMIR Prinlor Part Wizssd |

Compéeting the Add Standacd
TGRS TP Prnter Poct Wizard
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S = [
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Ematail Panier Soltwane
Thet rarniachaed i raodd delerwine sahich Dt sofbase Dige.

h Skl e vankaotes el wodelof youl paied || o Drink oes rl an nitalation
gl ok, cick Hrea Dok, il pour prnker i ok xbed . conmul e prder ccureantsion b
orpLstible prinker sodae
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Fugtau " HP Dl wt 400
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SFHP Dkl 400 (Moratrene]
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Networking Basics
Sharing an LPR printer

| You can rename your printer if
you choose. It is optional.

| Please remember the name of
your printer. You will need this
information when you use the
Add Printer Wizard on the
other computers on your
network.

M Click Next

[ | Select Yes, to print a test page.

[ | Click Next

This screen will display information
about your printer.

M Click Finish to complete the
addition of the printer.
| Please run the Add Printer

Wizard on all the computers
on your network in order to

share the printer.

Mome Yot Fristes
Vs it arsign & s b ths partm

T ppom s e b thiz it B 1oira prograne o rick Tuppart pantas and 1erer
e vieol wges thn 31 charstess, § s best o ks ther s 26 shinl s
parchla

P narsa

T

Pl Teal Page
To cordrs hat tha ke = irchalad propare, vou can pack a laripags

[l I il bl page?
&

Cibig

kdd Printer Wizesd

Completing the Add Printer
Wizard

Vo hawm ruccmztuly complrisd e Sdd Prinker Wineed
“Tion el e oloeang [ee oM B

Humra HP Dadclal 500
Chasnmss <Hol Shawd:

Pt |F 1501 AL 028
adal HF [askcln 500

Dalwst a

Tarl page: '

Tai oo B s, olok Firigh

T ) N

Note: You must run the Network Setup Wizard on all the computers on your network before

you run the Add Printer Wizard.
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Resetting the DI-804HV to the
Factory Default Settings

After you have tried other methods for troubleshooting your network, you
may choose to Reset the DI-804HYV to the factory default settings.

- e e R o i ! — \ \‘K\_‘_ ‘I“

To hard-reset the D-Link DI-804HV to the Factory Default Settings, please do
the following:

B Locate the Reset button on the back of the DI-804HV

B Use a paper clip to press the Reset button and
power on.

m Hold for about 5 seconds (don’t hold too long) and
then release. (Or, release when M1 and M2 flash
at the same time.)

B After you have completed the above steps, the DI-804HV
will be reset to the factory default settings
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Technical Specifications

Standards
B |EEE 802.3 10BASET-T Ethernet
IEEE 802.3u 100BASE-TX Fast Ethernet

[ |
B |EEE 802.3x Flow Control
B ANSI/IEEE 802.3 NWay auto-negotiation

VPN Pass Through Function
m PPTP
m L2TP
B [IPSec

Device Management

B Web-Based — Internet Explorer 6x or later; Netscape Navigator 6x or
later; or other Java- enabled browsers.
LEDs

WAN

LAN

M1

M2

COM
Operating Temperature

B 41°F to 131°F ( 5°C to 55°C)

Humidity

B 10-90%
Power

m DC5V

Dimensions
M L = 7.56inches (192mm)
B W =4.65 inches (48mm)
B H=1.22inches (31mm)
Weight
M -10.8 0z. (0.3 kg)

Ports
4 x NWay 10BASE-T/100BASE-TX Fast Ethernet LAN (Media Auto Sensin

[ |
B 1 x NWay 10BASE-T/100BASE-TX Fast Ethernet WAN (Media Auto Sensir
B 1 Com Port (Dial-Up Modem) 95



Frequently Asked Questions

Why can’t | access the web based configuration?

When entering the IP Address of the DI-804HV (192.168.0.1), you are not connecting
to the Internet or have to be connected to the Internet. The device has the utility built-
in to a ROM chip in the device itself. Your computer must be on the same IP subnet
to connect to the web-based utility.

To resolve difficulties accessing a web utility, please follow the steps below.

Step 1 Verify physical connectivity by checking for solid link lights on the device. If
you do not get a solid link light, try using a different cable or connect to a different
port on the device if possible. If the computer is turned off, the link light may not be
on.

What type of cable should | be using?

The following connections require a Crossover Cable:
Computer to Computer

Computer to Uplink Port

Computer to Access Point

Computer to Print Server

Computer/XBOX/PS2 to DWL-810
Computer/XBOX/PS2 to DWL-900AP+

Uplink Port to Uplink Port (hub/switch)

Normal Port to Normal Port (hub/switch)

The following connections require a Straight-through Cable:
Computer to Residential Gateway/Router

Computer to Normal Port (hub/switch)

Access Point to Normal Port (hub/switch)

Print Server to Normal Port (hub/switch)

Uplink Port to Normal Port (hub/switch)

Rule of Thumb:
"If there is a link light, the cable is right.”
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Frequently Asked Questions (continued)

Why can’t | access the web based configuration? (continued)

What type of cable should | be using? (continued)

What's the difference between a crossover cable and a straight-through
cable?

The wiring in crossover and straight-through cables are different. The two types
of cable have different purposes for different

LAN configurations. EIA/TIA 568A/568B e
define the wiring standards and allow for |—’

1 White-Green

2 Green

I Whita (rang s
Rlur

|

4

5 White-Flur
T 6 orange

!

i

two different wiring color codes as
illustrated in the following diagram.

i i T nali i f WD le-Browm
*The wires with colored backgrounds may ... I i B
have white stripes and may be denoted SGUA CALLL LML
that way in diagrams found elsewhere. P _ = 11 While O angs

1

a

d Wihila Grean
a crossover cable: _‘.g Bluw

. . _ == Wit e Blue
The main way to tell the difference b % Green

. - 7 Wihite.D
between the two cable types is to compare . § R
the wiring order on the ends of the cable. If

the wiring is the same on both sides, it is
straight-through cable. If one side has opposite wiring, it is a crossover cable.

How to tell straight-through cable from |: _ Sranag

H68E CABLE END

All you need to remember to properly configure the cables is the pinout order of
the two cable ends and the following rules:

A straight-through cable has identical ends

A crossover cable has different ends

It makes no functional difference which standard you follow for straight-through
cable ends, as long as both ends are the same. You can start a crossover cable
with either standard as long as the other end is the other standard. It makes no
functional difference which end is which. The order in which you pin the cable is
important. Using a pattern other than what is specified in the above diagram
could cause connection problems.

When to use a crossover cable and when to use a straight-through cable:
Computer to Computer — Crossover
Computer to an normal port on a Hub/Switch — Straight-through
Computer to an uplink port on a Hub/Switch - Crossover
Hub/Switch uplink port to another Hub/Switch uplink port — Crossover
Hub/Switch uplink port to another Hub/Switch normal port - Straight-through
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Frequently Asked Questions (continued)

Why can’t | access the web based configuration? (continued)

Step 2 Disable any Internet security software running on the computer. Software
firewalls like Zone Alarm, Black Ice, Sygate, Norton Personal Firewall, etc. might
block access to the configuration pages. Check the help files included with your

firewall software for more information on disabling or configuring it.
T T T

Step 3 Configure your Internet settings. R e
2308

Go to Start>Settings>Control Panel. Double click
the Internet Options Icon. From the Security tab,
click the button to restore the settings to their
defaults.

Click to the Connection tab and set the dial-
up option to Never Dial a Connection. Click

the LAN Settings button

Nothing should be checked. Click OK

Go to the Advanced tab and click the
button to restore these settings to their

defaults

W

Click OK. Go to the desktop and close any open

windows



Frequently Asked Questions (continued)

Why can’t | access the web based configuration? (continued)

Step 4 Check your IP Address. Your computer must have an IP Address in the same
range of the device you are attempting to configure. Most D-Link devices use the
192.168.0.X range.

How can | find my IP Address in Windows 95, 98, or
ME?

Step 1 Click on Start, then click on Run.

Step 2 The Run Dialogue Box will appear. Type winipcfg in the window as shown
then click OK.

Hum “E
Iyaz lercnd dpumaann., Juer wceoang., 31
izl aama e wi

Nprer |n'ri'|-lg ‘-J

| UF. * Laza | Biiema I

Step 3 The IP Configuration window will appear, displaying your Ethernet
Adapter Information.

M Select your adapter from the drop down menu.

M If you do not see your adapter in the drop down menu, your adapter is
not properly installed.

5| 1P Cmdigu o im
“Fland &, adaldunain

[7== a1

= = T o T T T R W W e

IZak | 1L

mowHI | JuL .

Ltk - ey

TP B -1 | Fidicha |

Ay | Hurma 2l | I-'n..-l-i-.-:--l

Step 4 After selecting your adapter, it will display your IP Address, subnet
mask, and default gateway.
Step 5 Click OK to close the IP Configuration window
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Frequently Asked Questions (continued)

Why can’t | access the web based configuration? (continued)

Step 4 (continued) Check your IP Address. Your computer must have an IP Address

in the same range of the device you are attempting to configure. Most D-Link devices
use the 192.168.0.X range.

How can | find my IP Address in Windows 2000/XP?

Step 1 Click on Start and select Run.
Step 2 Type cmd then click OK.
Run [_?_J A

s Twpe the rame of 3 Jragran, “oder, doLmznt, of
2 Intatrek rasourca, and Wincows will ozenik For o,

er; | cmd

2

| oK JI Cancal II Ercwusa, ., |

Step 3 From the Command Prompt, enter ipconfig. It will return your IP
Address, subnet mask, and default gateway

i
Hanpduae: 2088 [F Conf igeeal iun

Ctlesrnet sdsptar Local Ares Connectioan®

Step 4 Type exit to close the command prompt.
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Frequently Asked Questions (continued)

Why can’t | access the web based configuration? (continued)

Step 4 (continued) Check your IP Address. Your computer must have an IP Address

in the same range of the device you are attempting to configure. Most D-Link devices
use the 192.168.0.X range.

Make sure you take note of your computer’s Default Gateway IP Address. The Default
Gateway is the IP Address of the D-Link router. By default, it should be 192.168.0.1.

How can | assign a Static IP Address in Windows XP?

Step 1
Click on Start > Control Panel > Network and Internet Connections >
Network connections.

Step 2 See Step 2 for Windows 2000 and continue from there.

How can | assign a Static IP Address in Windows 20007?

Step 1 Right-click on My Network L D BT
. R T A ST
Places and select Properties. <l .m".m.-,.n..:__g =
LR g il | _" bl -a
Step 2 Right-click on the Local Nwn b nbap 5 S 5
Area Connection which represents ot 2mt mmd
your network card and select :
Properties.
ETED
T v Ui
|I3| Ld AL oA T wdL) vz tdezar
rav..
Cyrar athoown v L wn L A
Highlight Internet Protocol (TCP/ - SR ST
: - T B
IP) and click Properties. "‘I .-
e | rem | S|
(LR B R
|11 L : ='w-.+ |JP'|.lJl. TII.I. -
L LR
Foflaw ari od somr i dn
S|
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Frequently Asked Questions (continued)

Why can’t | access the web based configuration? (continued)

How can | assign a Static IP Address in Windows 20007?

(continued)
Click Use the following IP Address and s
enter an IP Address that is on the same Larwar |
subnet as the LAN IP Address on your e o
router. Example: If the router’s LAN IP T
Address is 192.168.0.1, make your IP T LBz an tzzmes sl sz

_ S en el by | ke
Address 192.168.0.X where X = 2-99. . o P —
Make sure that the number you choose is e P
not in use on the network. TR ERE

L R e LA LR

Set the Default Gateway to be the b e b
same as the LAN IP Address of your L geenic
router (192.168.0.1).
Set the Preferred DNS server to be the

same as the LAN IP address of your
router (192.168.0.1).

The Alternate DNS server is not needed or enter a DNS server from your ISP.

Click OK twice. You may be asked if you want to reboot your computer. Click

Yes.
How can | assign a Static IP T
Address in Windows 98/Me? e T

i L T ST T LT [

ke abRaoad b -

A3L- [FE 2000 Fano Slea- daoJl Fu-di

Step 1 From the desktop, right-click on the
Network Neigborhood icon (Win ME - My

Network Places) and select Properties

=41 1 arw-n 1 wrndm, |

Fur 0l sa kb m

Highlight TCP/IP and click the Properties TR ]
button. If you have more than 1 adapter, L|
then there will be a TCP/IP “Binding” for R e

s R

each adapter. Highlight TCP/IP > (your

network adapter) and then click
Properties. 25




Frequently Asked Questions (continued)

Why can’t | access the web based configuration? (continued)

How can | assign a Static IP Address in Windows

98/Me? (continued)
Step 2 Click Specify an IP Address.

Enter in an IP Address that is on the same
subnet as the LAN IP Address on your router.
Example: If the router’s LAN IP Address is
192.168.0.1, make your IP Address
192.168.0.X where X is between 2-99. Make
sure that the number you choose is not in
use on the network.

Step 3 Click on the Gateway tab.

Enter the LAN IP Address of your router
here (192.168.0.1).

Click Add when finished.

Step 4 Click on the DNS Configuration tab.

Click Enable DNS. Type in a Host (can be
any word). Under DNS server search order,
enter the LAN IP Address of your router
(192.168.0.1). Click Add.

Step 5 Click OK twice.

When prompted to reboot your computer,
click Yes.

After you reboot, the computer will now have
a static, private IP Address.

Step 5 Access the web management. Open your web
browser and enter the IP Address of your D-Link device in
the address bar. This should open the login page for the web
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management. Follow instructions to login and complete the configuration.
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Frequently Asked Questions (continued)

How can | setup my router to work with a Cable modem connection?

Dynamic Cable connection

(IE AT&T-BI, Cox, Adelphia, Rogers, Roadrunner, Charter, and Comcast).

Note: Please configure the router with the computer that was last connected directly

to the cable modem.

Step 1 Log into the web based configuration by typing in the IP Address of the router
(default:192.168.0.1) in your web browser. The username is admin (all lowercase) and

the password is blank (nothing).

Step 2 Click the Home tab and click the
WAN button. Dynamic IP Address is the
default value, however, if Dynamic IP Address
is not selected as the WAN type, select
Dynamic IP Address by clicking on the radio
button. Click Clone Mac Address. Click on
Apply and then Continue to save the

changes.
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Frequently Asked Questions (continued)

How can | setup my router to work with a Cable modem connection?
(continued)

Step 3 Power cycle the cable modem and router:

Turn the cable modem off (first) . Turn the router off Leave them off for 2 minutes.**
Turn the cable modem on (first). Wait until you get a solid cable light on the cable
modem. Turn the router on. Wait 30 seconds.

** |f you have a Motorola (Surf Board) modem, leave off for at least 5 minutes.

Step 4 Follow step 1 again and log back into the web configuration. Click the Status
tab and click the Device Info button. If you do not already have a public IP Address

under the WAN heading, click on the DHCP Renew and Continue buttons.

Static Cable Connection
Step 1 Log into the web based configuration by typing in the IP Address of the router
(default:192.168.0.1) in your web browser. The username is admin (all lowercase) and

the password is blank (nothing). A b B .1 =

Lelmdk o= ke

Step 2 Click the Home tab and click the WAN rR o
button. Select Static IP Address and enter your
static settings obtained from the ISP in the fields

T rzrerezzrove sasoed

provided. e ||
If you do not know your settings, W
DI-B0AHY
you must contact your ISP. Efretned drondnond Reuter
I Advanced | Taooks Slatus Hedp
E wx v:a\m
Step 3 Click on Apply and then = 5w Wil
click Continue to save the = it e
changes. C e |
LT XTI [
Step 4 Click the Status tab and i
click the Device Info button. Your Wl T:r bk
IP Address information will be & @ o
displayed under the WAN heading. At
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Frequently Asked Questions (continued)

How can | setup my router to work with Earthlink DSL or any PPPoE
connection?

Make sure you disable or uninstall any PPPoE software such as WinPoet or Enternet
300 from your computer or you will not be able to connect to the Internet.

Step 1 Upgrade Firmware if needed.

(Please visit the D-Link tech support website at: http://support.dlink.com for the latest
firmware upgrade information.)

Step 2 Take a paperclip and perform a hard reset. With the unit on, use a paperclip
and hold down the reset button on the back of the unit for 10 seconds. Release it and
the router will recycle, the lights will blink, and then stabilize.

Step 3 After the router stabilizes, open your browser and enter 192.168.0.1 into the
address window and hit the Enter key. When the password dialog box appears, enter
the username admin and leave the password blank. Click OK.

If the password dialog box does not come up repeat Step 2.
Note: Do not run Wizard.
Step 4 Click on the WAN tab on left-hand side of the screen. Select PPPoE.

Step 5 Select Dynamic PPPoE (unless your ISP supplied you with a static IP
Address).

Step 6 In the username field enter ELN/username@earthlink.net and your
password, where username is your own username.

For SBC Global users, enter username@sbcglobal.net.
For Ameritech users, enter username@ameritech.net.
For BellSouth users, enter username@bellsouth.net.

For Mindspring users, enter username@mindspring.com.
For most other ISPs, enter username.

Step 7 Maximum Idle Time should be set to zero. Set MTU to 1492, unless
specified by your ISP, and set Autoreconnect to Enabled.

Note: If you experience problems accessing certain websites and/or email issues,

please set the MTU to a lower number such as 1472, 1452, etc. Contact your ISP for
more information and the proper MTU setting for your connection.
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Frequently Asked Questions (continued)

How can | setup my router to work with Earthlink DSL or any PPPoE
connection? (continued)

Step 8 Click Apply. When prompted, click Continue. Once the screen refreshes,
unplug the power to the D-Link router.

Step 9 Turn off your DSL modem for 2-3 minutes. Turn back on. Once the modem
has established a link to your ISP, plug the power back into the D-Link router. Wait
about 30 seconds and log back into the router.

Step 10 Click on the Status tab in the web configuration where you can view the
device info. Under WAN, click Connect. Click Continue when prompted. You should
now see that the device info will show an IP Address, verifying that the device has
connected to a server and has been assigned an IP Address.

Can | use my D-Link Broadband Router to share my Internet
connection provided by AOL DSL Plus?

In most cases yes. AOL DSL+ may use PPPoE for authentication bypassing the
client software. If this is the case, then our routers will work with this service. Please
contact AOL if you are not sure.

To set up your router:

Step 1 Log into the web-based configuration (192.168.0.1) and configure the WAN
side to use PPPoOE.

Step 2 Enter your screen name followed by @aol.com for the user name. Enter your
AOL password in the password box.

Step 3 You will have to set the MTU to 1400. AOL DSL does not allow for anything
higher than 1400.

Step 4 Apply settings.

Step 5 Recycle the power to the modem for 1 minute and then recycle power to the
router. Allow 1 to 2 minutes to connect.

If you connect to the Internet with a different internet service provider and want to use
the AOL software, you can do that without configuring the router’s firewall settings.
You need to configure the AOL software to connect using TCP/IP.

Go to http://www.aol.com for more specific configuration information of their software.
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Frequently Asked Questions (continued)

How can | establish a VPN connection with another DI-804HV router?

Step 1 Log into the web based
configuration of the router by typing in
the IP address of the router (default:
192.168.0.1) in your web browser. By
default the username is “admin” and
there is no password.

Step 2 Click the VPN button on the left
column, select the checkbox to Enable
the VPN, and then in the box next to Max.
number of tunnels, enter the maximum
numbers of VPN tunnels that you would
like to have connected.

Step 3 In the space provided, enter the
Tunnel Name for ID number 1, select IKE,
and then click More.
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Frequently Asked Questions (continued)

(continued)

How can | establish a VPN connection with another DI-804HV router?

Step 4 In the Local Subnet and Local
Netmask fields enter the network
identifier for the local DI-804HV's LAN
and the corresponding subnet mask.

Step 5 In the Remote Subnet and
Remote Netmask fields enter the
network identifier for the remote DI-
804HV's LAN and the corresponding
subnet mask.

Step 6 In the Remote Gateway field
enter the WAN IP address of the remote
DI-804HV and in the Preshared Key field,
enter a key which must be exactly the
same as the Preshared Key that is
configured on the remote DI-804HV.

Step 7 Click Apply and then click on
Select IKE Proposal...
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Frequently Asked Questions (continued)

How can | establish a VPN connection with another DI-804HV router?
(continued)

Step 8 Enter a name for proposal ID w
number 1 and select Group 1, 2, or 5 Brccsdnand Harde e VIN Esshur

from the DH Group dropdown menu. e
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Step 9 Select DES or 3DES as the
Encryption Algorithm and either SHA-1 iy e

or MD5 as the Authentication Algorithm. Rl e
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Step 10 Enter a Lifetime value and then
either select Sec. or KByte as the unit P e L

for the lifetime value. ame
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Frequently Asked Questions (continued)

(continued)

How can | establish a VPN connection with another DI-804HV router?

Step 11 Select 1 out of the Proposal
ID dropdown menu and click Add To,
which will add the proposal that was just
configured to the IKE Proposal Index.
Click Apply and then click Back.

Step 12 Click on Select IPSec
Proposal...

Step 13 Enter a name for proposal ID
number 1 and select Group 1, 2, 5, or
None from the DH Group dropdown
menu.

Step 14 Select ESP or AH as the
Encapsulation Protocol.
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Frequently Asked Questions (continued)

How can | establish a VPN connection with another DI-804HV router?
(continued)

Step 15 Select DES or 3DES as the W
Encryption Algorithm and either SHA-1, NenesEnna Wise e WPH Bratar

MDS5, or None as the Authentication B
Algorithm. @ g -
B e .
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Step 16 Enter a Lifetime value and then
either select Sec. or KB as the unit for L Rt
the lifetime value. LTl i vancod_Foola _Seurua__Wolp_]
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Step 17 Select 1 out of the Proposal
ID dropdown menu and click Add To, icakre i

which will add the proposal that was just [l Atvonosd * Tocia seuius_Hely
configured to the IPSec Proposal Index. Q - -
Click Apply and then click Restart. e r_n- .
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Frequently Asked Questions (continued)

How can | establish a VPN connection with another DI-804HV router?
(continued)

Step 18 Follow these instructions to configure your Other DI-804HV using the exact
same settings for the IKE Proposal and the IPSec Proposal. Also make sure that
Step 4 is configured to reflect the LAN settings for what is now the Local DI-804HV
and that Steps 5 & 6 are configured to reflect the Subnet and WAN IP of what is now
the Remote DI-804HV

Step 19 To establish the connection, open a command prompt and ping an IP
address of a computer on the remote LAN. Once you receive replies the tunnel has
been established.

How can | establish a VPN connection with a DI-804V router?

You need to first configure your DI-804HV router.

Step 1 Log into the web based EsfeERNELFETT A
configuration of the router by typing in == v
the IP address of the router (default: F¥g

St
192.168.0.1) in your web browser. By A
default the username is “admin” and there -
is no password. DLk DI-S0kHY
Uzcr nome E E i b
Faeeword |

|| remmerber v pesasord

ok || gt |

Step 2 Click the VPN button on the left column, select the checkbox to Enable the
VPN, and then in the box next to Max. number of tunnels, enter the maximum numbers
of VPN tunnels that you would like to have connected.
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Frequently Asked Questions (continued)

How can | establish a VPN connection with a DI-804V router?
(continued)

Step 3 In the space provided, enter the W
Tunnel Name for ID number 1, select IKE, Brocsdared Hadmans VEH bsetir

and then click More. ! Bl
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M ] | Tl
e
o Forw i s
N |
i I i B
T 2 [ B e ]
1 | P o |
van 1 [ =E e
s | Wl |
@ 90
43y Caszal Halp

Step 4 In the Local Subnet and Local P
H H-BOAHY
Netmask fields enter the network N e

identifier for DI-804HV’s LAN and the Home

corresponding subnet mask. Q o
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Step 5 In the Remote Subnet and
Remote Netmask fields enter the network DI-BO4HY
identifier for the DI-804V's LAN and the EYRUbEE RN P A

. Hama
corresponding subnet mask. ¢ W traap T
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Frequently Asked Questions (continued)

How can | establish a VPN connection with a DI-804V router?
(continued)

Step 6 In the Remote Gateway field V_*
enter the WAN IP address of the remote O e T S

DI-804V and in the Preshared Key field, CUCRE Cdvancad | Toolz | Stahes | He
enter a key which must be exactly the ?, e T
same as the Preshared Key that is ST, m——
configured on the DI-804V. S i
w L e
p— Frecmirs T
[ ;:.\.E:Ill:.:":': FEJ:O
i e —
@ @ Q9
Enc Apgplp Cwwml iz

Step 7 Click Apply and then click on Select IKE Proposal...

Step 8 Enter a name for proposal ID number 1 and select Group 2 from the DH Group
drop down menu.

Step 9 Select 3DES as the Encryption Algorithm and SHA-1 as the Authentication
Algorithm.

Step 10 Enter a Lifetime value of 28800 P
and then select Sec. as the unit for the B

lifetime value. (TP Sdvunced  Taels  States | Hulp
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Frequently Asked Questions (continued)

How can | establish a VPN connection with a DI-804V router?
(continued)

Step 11 Select 1 out of the Proposal
DI-E04HV

ID dropdown menu and click Add To, Rstuel bl Hvsbvasii VPN Bt
which will add the proposal that was just il Advunced  Toals  Status  Hulp
configured to the IKE Proposal Index. ?’ G
Click Apply and then click Back. B rﬂl'
T wdirmrn ey

Step 12 Click on Select IPSec B ol Bl Pl e [
Proposal... — =
Step 13 Enter a name for proposal ID =~ * ==
number 1 and select None from the DH =
Group dropdown menu. ==

e |
Step 14 Select ESP as the

Encapsulation Protocol.

Step 15 Select 3DES as the Encryption Algorithm and MD5 as the Authentication
Algorithm.

Step 16 Enter a Lifetime value of 3600
and then select Sec. as the unit for the m,,_,.f.f,'.]::":mmm

lifetime value. (TP, fianced | Ruots | Btetws | Help
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Frequently Asked Questions (continued)

How can | establish a VPN connection with a DI-804V router?
(continued)

Step 17 Select 1 out of the Proposal

i D-B04HY
ID _drop<_jown menu and click Add _To, s e el
which will add the proposal that was just [ Advarvsd  Tooin  Stamua Hu
configured to the IPSec Proposal Index. ¢ B -
Click Apply and then click Restart. ERER R
el .
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Next you need to configure the DI-804V router.
Step 1 Access the router’s web configuration by entering the router’'s IP address in

your web browser. The default IP address is 192.168.0.1. Login using your password.
The default username is “admin” and the password is blank.

Step 2 Click on Basic Setup and then select Device IP Settings on the left.

Step 3 Change the LAN IP address so D-Link ¥FN Aumter
that it is on a different subnet than the o | vk TN o e e

LAN of the DI-804HV. Heln #mon

TIRC SETHIAGE

Hin diviin AR I asdirnss nml sulmad fask se lims
Step 4 Click Next until you reach the E wonddiwes: [iE2 ) fign F [
Save & Restart screen. Click Save & L

UL W suhunt Mask: [P | B3 B |

Restart and then click Basic Setup once e

the unit has rebooted. ARTTINGE
AETTinss & s | My

DEYICE LANIP BETTINGS

Step 5 Click on VPN Settings.

LI 105 Flosse cics Muet! e auipd dm omlings

Euqepraghl o 3855
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Frequently Asked Questions (continued)

How can | establish a VPN connection with a DI-804V router?
(continued)

Step 6 Name your VPN connection and T sl VPN Rourer
CI'Ck ADD D Lmk Ot O L .-15%! A o el

B T
NI R A

Step 7 In Remote IP Network and Remote R ...ine [ e
IP Netmask fields enter the network [Eaiiit
identifier and corresponding subnet mask SRS

Of the DI'804HV’S LAN. llnlnﬂall_r‘.!‘!_lll.

TN

FOLA

AFT TERDA

WA @ EEUTART

Step 8 In the Remote Gateway IP field
enter the WAN IP address of the DI-804HV
and make sure that the Network Interface
is set to WAN Ethernet. SR

Step 9 Verify that Secure Association is set to IKE and that Perfect Forward Secure is
Disabled.

Step 10 Verify the Encryption Protocol D-Link WEN Ronter QO
is set to 3DES and enter in your Preshared m Erap sl g [ SR
Key. ‘Aan moew

FIML SRTF MG

WRH AFTTIL AR

Note: The Preshared Key needs to be 5555 [T ,:,'J—
identical to the one configured on the [SEEEEEE o psic dunie Pun
DI-804HV. (LRI Muirenia 1 Hark E

AR ABEITIOHLL Rainmkz [P Hetinass E FF
PATHIARE [P PRI SR T T T T
L) Hitwinrk kilidice " L1 LTI 1;
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Step 11 Leave the Key Life and IKE Life
Time values at their default levels and click
SAVE.

Huy Life

1= Tl Time

Step 12 Click Next and then click on Save
& Restart
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Frequently Asked Questions (continued)

How can | establish a VPN connection with a DI-804V router?
(continued)

After you have configured both routers, you need to establish a connection.

Step 1 Open a command prompt and
from a computer on the internal LAN of
the DI-804HV and ping the IP address of
a computer that is on the internal LAN
of the DI-804V, or vice versa.

Step 2 Once you begin to receive
replies, the VPN connection has been
established.

Step 3 To view the Status of the VPN -
on the DI-804V, click on Device Status. ARATIED | TR e

®Aln sanna DEWIGE £ a1 uE

WaN Ctharmul

Step 4 From the Device Status screen ]
click on VPN Status.

e e
Step 5 When the VPN has been
established the Status will be Active.
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How can | ¢ with a DFL-300 firewall?

You need to first configure your DI-804HV router.

Step 1 Log into the web based configuration of the router by typing in the IP address of
the router (default: 192.168.0.1) in your web browser. By default the username is “admin”
and there is no password.

Step 2 Click the VPN button on the left column, select the checkbox to Enable the
VPN, and then in the box next to Max. number of tunnels, enter the maximum numbers
of VPN tunnels that you would like to have connected.

119



Frequently Asked Questions (continued)

How can | establish a VPN connection with a DFL-300 firewall?
(continued)

Step 3 In the space provided, enter the T
Tunnel Name for ID number 1, select IKE, o Mo P et

and then click More. il AAvanced  Tool  Stwtum  Hels
e.!! - —
o 7 Costin
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Step 4 In the Local Subnet and Local
. DI-BD4AHY
Netmask fields enter the network Braodbard Badwars VP Roukar
identifier for DI-804HV’'s LAN and the Homa
corresponding subnet mask. i -
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Step 5 In the Remote Subnet and P
; BI-B04HY
Remote _Netr.n'ask fields enter th,e i ol
network identifier for the DFL-300"s L Wanced | Tools | Stamis | Help
Internal interface and the corresponding Q AT Sk i
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Frequently Asked Questions (continued)

How can | establish a VPN connection with a DFL-300 firewall?
(continued)

Step 6 In the Remote Gateway field
enter the WAN IP address of the remote B e

DFL-300 and in the Preshared Key field, Huame
enter a key which must be exactly the ? R -
same as the Preshared Key that is - B
configured on the DFL-300. it T

i s
Step 7 Click Apply and then click on e i
Select IKE Proposal... - T Lo

aaln

Step 8 Enter a name for proposal ID number 1 and select Group 2 from the DH Group
dropdown menu.

Step 9 Select 3DES as the Encryption Algorithm and SHA-1 as the Authentication
Algorithm.

Step 10 Enter a Lifetime value of 28800
and then select Sec. as the unit for the m,h_::::::ﬂmm

lifetime value. LD Advinzed  Tooin  Stamus Halp
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Frequently Asked Questions (continued)

(continued)

How can | establish a VPN connection with a DFL-300 firewall?

Step 11 Select 1 out of the Proposal
ID dropdown menu and click Add To,
which will add the proposal that was just
configured to the IKE Proposal Index.
Click Apply and then click Back.

Step 12 Click on Select IPSec
Proposal...

Step 13 Enter a name for proposal ID
number 1 and select None from the DH
Group dropdown menu.
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Step 14 Select ESP as the Encapsulation Protocol.

Step 15 Select 3DES as the Encryption Algorithm and MD5 as the Authentication

Algorithm.

Step 16 Enter a Lifetime value of 28800
and then select Sec. as the unit for the
lifetime value.
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Frequently Asked Questions (continued)

How can | establish a VPN connection with a DFL-300 firewall?
(continued)

Step 17 Select 1 out of the Proposal
DI-30s4HY

ID .dropQOwn menu and click Add _To, S el T
which will add the proposal that was just (Rl hchanced | Tosls | Sotus | Help
configured to the IPSec Proposal Index. ?ﬁ A
Click Apply and then click Restart. . —— g
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Next you need to configure the DFL-300 firewall.

Step 1 Access the configuration screen of the DFL-300 by opening a web browser
such as Internet Explorer and type the IP address of the DFL-300 in the address bar
(192.168.1.1).

Step 2 Enter the username (admin) and the password (admin). Click OK.
- AT

Step 3 Click on

Configuration and

take note of the IP

Cffice Firewall

€ Trarzparers rds

address that your — we=e AT Wude
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Frequently Asked Questions (continued)

How can | establish a VPN connection with a DFL-300 firewall?
(continued)

Step 4 Click on Policy and verify that

|

. : . Office Firewall
you have an Outgoing policy configured.
If not, click on New Entry, accept the e
i [ea | -
default values, and click OK. .
Uy
b
Pl T TA0
ol e DR
Ve
iy
EEErTT
[amimn |
[
Er-

Step 5 Click on VPN and then click | g e N e G ey BT
New Entry.

un S

Step 6 Give the VPN connection a name with no spaces.

Step 7 Enter the network identifier and subnet mask of the Internal interface.

Step 8 In the To Destination section, select either Remote Gateway—Fixed IP or
Remote Gateway—Dynamic IP. Enter the WAN IP address of the DI-804HV if Remote
Gateway—Fixed IP is selected.

Step 9 Enter the network identifier corresponding subnet mask of the DI-804HV’s LAN.

Step 10 Enter a Preshared Key. The Preshared Key needs to be identical to the one
configured on the DI-804HV

Step 11 Select Data Encryption and Authentication as the Encapsulation and click
OK.
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Frequently Asked Questions (continued)

How can | establish a VPN connection with a DFL-300 firewall?
(continued)

Office Firewall
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After you have configured both the router and firewall, you need to establish a
connection.

Step 1 Open a command prompt and & Fig
from a computer connected to the Inter-
nal interface of the DFL-300 and ping the
IP address of a computer that is on the
internal LAN of the DI-804HV, or vice
versa.

Step 2 Once you begin to receive replies, the VPN connection has been established.
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Frequently Asked Questions (continued)

How do | open ports on my router?

To allow traffic from the internet to enter your local network, you will need to open up
ports or the router will block the request.

Step 1 Open your web browser w P
| Toul  MEale L Hale |

and enter the IP Address of your D-
Link router (192.168.0.1). Enter
username (admin) and your
password (blank by default).

Step 2 Click on Advanced on top
and then click Virtual Server on
the left side.

LgoRed: 4

Step 3 Check Enabled to activate
entry.

Step 4 Enter a name for your virtual server entry.

Step 5 Next to Private IP, enter the IP Address of the computer on your local
network that you want to allow the incoming service to.

Step 6 Choose Protocol Type - either TCP, UDP, or both. If you are not sure, select
both.

Step 7 Enter the port information next to Private Port and Public Port. The private
and public ports are usually the same. The public port is the port seen from the WAN
side, and the private port is the port being used by the application on the computer
within your local network.

Step 8 Enter the Schedule information.
Step 9 Click Apply and then click Continue.

Note: Make sure DMZ host is disabled. If DMZ is enabled, it will disable all Virtual
Server entries.

Because our routers use NAT (Network Address Translation), you can only open a
specific port to one computer at a time. For example: If you have 2 web servers on
your network, you cannot open port 80 to both computers. You will need to configure
1 of the web servers to use port 81. Now you can open port 80 to the first computer
and then open port 81 to the other computer.
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Frequently Asked Questions (continued)

What is DMZ?

Demilitarized Zone:

In computer networks, a DMZ (demilitarized zone) is a computer host or small
network inserted as a neutral zone between a company’s private network and the
outside public network. It prevents outside users from getting direct access to a
server that has company data. (The term comes from the geographic buffer zone that
was set up between North Korea and South Korea following the UN police action in
the early 1950s.) A DMZ is an optional and more secure approach to a firewall and
effectively acts as a proxy server as well.

In a typical DMZ configuration for a small company, a separate computer (or host in
network terms) receives requests from users within the private network for access to
Web sites or other companies accessible on the public network. The DMZ host then
initiates sessions for these requests on the public network. However, the DMZ host is
not able to initiate a session back into the private network. It can only forward packets
that have already been requested.

Users of the public network outside the company can access only the DMZ host. The
DMZ may typically also have the company’s Web pages so these could be served to
the outside world. However, the DMZ provides access to no other company data. In
the event that an outside user penetrated the DMZ hosts security, the Web pages
might be corrupted but no other company information would be exposed. D-Link, a
leading maker of routers, is one company that sells products designed for setting up

a DMz

How do | configure the DMZ Host?

The DMZ feature allows you to forward all incoming ports to one computer on the local
network. The DMZ, or Demilitarized Zone, will allow the specified computer to be
exposed to the Internet. DMZ is useful when a certain application or game does not
work through the firewall. The computer that is configured for DMZ will be completely
vulnerable on the Internet, so it is suggested that you try opening ports from the
Virtual Server or Firewall settings before using DMZ.

Step 1 Find the IP address of the computer you want to use as the DMZ host.
To find out how to locate the IP Address of the computer in Windows XP/2000/ME/9x

or Macintosh operating systems please refer to Step 4 of the first question in this
section (Frequently Asked Questions).
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Frequently Asked Questions (continued)

How do | configure the DMZ Host? (continued)

Step 2 Log into the web based configuration j
of the router by typing in the IP Address of the

DI-804HV

router (default:192.168.0.1) in your web f{@‘
browser. The username is admin (all A ’\
lowercase) and the password is blank
(nothing) Access Paint
User name: ﬁ admin b

Password:

[ remember my password

[ [o]4 H Cancel ]

Step 3 Click the Advanced tab and then click on the DMZ button. Select Enable
and type in the IP Address you found in step 1.

DI-804HY
Ethetnet Bioadband Router

Step 4 Click Apply | Home PTG N Tools | Status Heip
and then Continue to T

save the Changes. _;l":ur,u_;::_n.--.-u LTI R TRRYTY I FEUCNE T ) PPN T TRRCRAEY LT S STy )
Note: When DMZ iS AACTErer ez LR |
enabled, Virtual Server

- 2 39

settings will still be
effective. Remember, izl
you cannot forward the
same port to multiple
IP Addresses, so the
Virtual Server settings
will take priority over

DMZ settings.

Apply Canccl ol

HANT g

HOEOCNE 4

2
L]
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Frequently Asked Questions (continued)

How do | open a range of ports on my DI-804HV using Firewall rules?

Step 1 Access the router's web configuration by entering the router’'s IP Address in
your web browser. The default IP Address is 192.168.0.1. Login using your password.
The default username is “admin” and the password is blank.

If you are having difficulty accessing web management, please see the first question
in this section.

Step 2 From the web management Home page, click the Advanced tab then click

the Firewall button.
W DI-B04HY
Etfirmel Braodbsin Resuler

Step 3 Click on
Enabled and type in a
T Advanced [T

name for the new rule.

Status Hedp

Step 4 Choose WAN
as the Source and
enter a range of IP
Addresses out on the
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internet that you would
like this rule applied
to. If you would like
this rule to allow all
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Eirmvanii
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e
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Apply Cancal  -leip

internet users to be
able to access these
ports, then put an
Asterisk in the first
box and leave the

second box empty.
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Soar bane Zouny
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Step 5 Select LAN as the Destination and enter the IP Address of the computer on
your local network that you want to allow the incoming service to. This will not work

with a range of IP Addresses.

Step 6 Enter the port or range of ports that are required to be open for the incoming
service.

Step 7 Click Apply and then click Continue.

Note: Make sure DMZ host is disabled.

Because our routers use NAT (Network Address Translation), you can only open a
specific port to one computer at a time. For example: If you have 2 web servers on
your network, you cannot open port 80 to both computers. You will need to configure
1 of the web servers to use port 81. Now you can open port 80 to the first computer

and then open port 81 to the other computer. 129



Frequently Asked Questions (continued)

What are virtual servers?

A Virtual Server is defined as a service port, and all requests to this port will be
redirected to the computer specified by the server IP. For example, if you have an FTP
Server (port 21) at 192.168.0.5, a Web server (port 80) at 192.168.0.6, and a VPN
server at 192.168.0.7, then you need to specify the following virtual server mapping

table:
Server IP Enable

21 192.168.0.5 X
80 192.168.0.6 X
1723 192.168.0.7 X

How do | use PC Anywhere with my DI-804HV router?

You will need to open 3 ports in the Virtual Server section of your D-Link router.
Step 1 Open your web browser and enter the IP Address of the router (192.168.0.1).
Step 2 Click on Advanced at the top and then click Virtual Server on the left side.

Step 3 Enter the information as W
seen below. The Private IP is Ariaipie bl Ll T

i RO
the IP Address of the computer AW s e b vt W e
on your local network that you

want to connect to.

Step 4 The first entry will read
as shown here:

Al

RREERRE: %

Step 5 Click Apply and then click
Continue.

ks dabBldesund
EdodwEsSry reroask
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Frequently Asked Questions (continued)

How do | use PC Anywhere with my DI-804HYV router? (continued)

Step 6 Create a second entry as

shown here:

Step 7 Click Apply and then click

Continue.

Di-804HW
L{EEE B e LR

ATl i
w T P Iy iy
i
w peanywhere2
ot g5 ] Fra - o
e [ [N
fa o
i 2 —Hirt Lok
Bt h e

[ il

il :

Step 8 Create a third and final entry as shown here:

Step 9 Click Apply and then
click Continue.

.=
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SCECTIN Avvanced TN T

Di-B03HW
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Step 10 Run PCAnywhere from the remote site and use the WAN IP Address of the
router, not your computer’s IP Address.
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Frequently Asked Questions (continued)

How can | use eDonkey behind my D-Link Router?

You must open ports on your router to allow incoming traffic while using eDonkey.
eDonkey uses three ports (4 if using CLI):

4661 (TCP) To connect with a server

4662 (TCP) To connect with other clients

4665 (UDP) To communicate with servers other than the one you are connected to.
4663 (TCP) *Used with the command line (CLI) client when it is configured to allow
remote connections. This is the case when using a Graphical Interface (such as the

Java Interface) with the client.

Step 1 Open your web browser and enter the IP Address of your router
(192.168.0.1). Enter username (admin) and your password (leave blank).

Step 2 Click on
A.dvan.ced and then DLE04HY
click Firewall. Bhernet Brondband Rouer

Step 3 Create a new m Asvancnd BT R R R
firewa” rUle: w EXTCT I - TR TR P I LU SCRNT TN I YTINCRT I RS I S | L0)
Click Enabled. & i Dien

Enter a name (edonkey). i i Ei“jl":_y it ‘

Click Allow. r— St TioThd e Bl
Next to Source, select m A o - o
WAN under interface. In J— L L BRI
the first box, enter an *. e 2 o

Leave the second box &
empty . . ﬁ ::y rﬁal Ep
Next to Destination, m

select LAN under e ) Srmdardss T ozmel
interface. Enter the IP W M R R ‘i
Address of the computer Tomz o) CO A :_.::

you are running eDonkey
from. Leave the second
box empty. Under
Protocol, select *. In the
port range boxes, enter
4661 in the first box and then 4665 in the second box. Click Always or set a

schedule.

Step 4 Click Apply and then Continue.
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Frequently Asked Questions (continued)

How do | set up my router for SOCOM on my Playstation 2?

To allow you to play SOCOM and hear audio, you must download the latest firmware
for the router (if needed), enable Game Mode, and open port 6869 to the IP Address of

your Playstation.

Step 1 Upgrade firmware (follow link above).

Step 2 Open your web browser and enter the IP Address of the router (192.168.0.1).
Enter username (admin) and your password (blank by default).

Step 3 Click on the Advanced tab and then click on Virtual Server on the left side.

Step 4 You will now create a new Virtual Server entry. Click Enabled and enter a
name (socom). Enter the IP Address of your Playstation for Private IP.

Step 5 For Protocol Type select Both. Enter 6869 for both the Private Port and
Public Port. Click Always. Click Apply to save changes and then Continue
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Step 6 Click on the Toolstab and then Misc on the left side.

Step 7 Make sure Gaming Mode is Enabled. If not, click Enabled. Click Apply

and then Continue.
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Frequently Asked Questions (continued)

How can | use Gamespy behind my D-Link router?

Step 1 Open your web browser and enter the IP Address of the router (192.168.0.1).
Enter admin for the username and your password (blank by default).

Step 2 Click on the Advanced tab and then click Virtual Server on the left side.

Step 3 You will create 2 entries.

Step 4 Click Enabled and enter W Sl b vt

Settings: -::a:u Adcaercad

NAME - Gamespy1l ‘- i

4

PRIVATE IP - The IP Address of
your computer that you are
running Gamespy from.

PROTOCOL TYPE - Both

EEECEEE

PRIVATE PORT - 3783 -
PUBLIC PORT - 3783 e o
SCHEDULE - Always. i

Click Apply and then continue

Ol-E0HH W
vl e bedred Ruulem

BRI madwanced 5 ST Faviere Hrip

running Gamespy from.
PROTOCOL TYPE - Both
PRIVATE PORT - 6500
PUBLIC PORT - 6500
SCHEDULE - Always.

Step 5 Enter 2nd entry: T

Click Enabled - R

NAME - Gamespy2 | o =

PRIVATE IP - The IP Address of "-I MO e

your computer that you are =l s ®.or & 5 £
sl i f
U
[ e ]

Click Apply and then continue.



Frequently Asked Questions (continued)

How do | configure my router for KaZaA and Grokster?

The following is for KaZzaA, Grokster, and others using the FastTrack P2P file sharing
system.

In most cases, you do not have to configure anything on the router or on the Kazaa
software. If you are having problems, please follow steps below:

Step 1 Enter the IP Address of your router in a web browser (192.168.0.1).
Step 2 Enter your username (admin) and your password (blank by default).
Step 3 Click on Advanced and then click Virtual Server.

Step 4 Click Enabled and then enter a Name (kazaa for example).

Step 5 Enter the IP Address of the computer you are running KaZaA from in the
Private IP box. Select TCP for the Protocol Type.

Step 6 Enter 1214 in the Private and Public Port boxes. Click Always under
schedule or set a time range. Click Apply.
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Make sure that you did not enable proxy/firewall in the KaZaA software.
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Frequently Asked Questions (continued)

How do | configure my router to play Warcraft 3?

You must open ports on your router to allow incoming traffic while hosting a game in
Warcraft 3. To play a game, you do not have to configure your router.

Warcraft 3 (Battlenet) uses port 6112.

For the DIS04HV: WI <5, Ml

BTN Advanced BRES St mturs Hrip
o A P i L S R L

Step 1 Open your web browser and
enter the IP Address of your router
(192.168.0.1). Enter username (admin)
and your password (leave blank).

Ay L
warcrat3
- frova 100
=.odmy- o Bah |
EET R 6500
! 6500

wirn b L
& o
Jqmdy Samad Halp

Step 2 Click on Advanced and then
click Virtual Server.

Ta

L TP o
AL HF Lo

o
1

DOREERR: 6

Step 3 Create a new entry: Click s
Enabled. Enter a name (warcraft3). - e
Private IP - Enter the IP Address of the T o
computer you want to host the game. Ch AR
Select Both for Protocol Type Enter
6112 for both Private Port and Public Port Click Always
or set a schedule.

PRETEEMEEEY

Step 4 Click Apply and then Continue.

Note: If you want multiple computers from you LAN to play in the same game that
you are hosting, then repeat the steps above and enter the IP Addresses of the other
computers. You will need to change ports. Computer #2 can use port 6113, computer
#3 can use 6114, and so on.

You will need to change the port information within the Warcraft 3 software for
computers #2 and up.

Configure the Game Port information on each computer:
Start Warcraft 3 on each computer, click Options > Gameplay. Scroll down and you
should see Game Port. Enter the port number as you entered in the above steps.
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Frequently Asked Questions (continued)

How do | use NetMeeting with my D-Link Router?

Unlike most TCP/IP applications, NetMeeting uses DYNAMIC PORTS instead of
STATIC PORTS. That means that each NetMeeting connection is somewhat different
than the last. For instance, the HTTP web site application uses port 80. NetMeeting
can use any of over 60,000 different ports.

All broadband routers using (only) standard NAT and all internet sharing programs like
Microsoft ICS that use (only) standard NAT will NOT work with NetMeeting or other
h.323 software packages.

The solution is to put the router in DMZ.

Note: A few hardware manufacturers have taken it on themselves to actually provide
H.323 compatibility. This is not an easy task since the router must search each
incoming packet for signs that it might be a netmeeting packet. This is a whole lot
more work than a router normally does and may actually be a weak point in the
firewall. D-Link is not one of the manufacturers.

To read more on this visit http://www.HomenetHelp.com

How do | set up my router to use iChat? -for Macintosh users-

You must open ports on your router to allow incoming traffic while using iChat.
iChat uses the following ports: 5060 (UDP) 5190 (TCP) File Sharing 16384-16403
(UDP) To video conference with other clients

Step 1 Open your web browser and enter the IP Address of your router

(192.168.0.1). Enter username (admin) and your password (leave blank).

Step 2 Click on Advanced and then click Firewall.
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Frequently Asked Questions (continued)

How do | set up my router to use iChat? -for Macintosh users-
(continued)

Step 3 Create a new firewall

rule: r
o-a0aHY
CI|Ck Enabled Ethemm:k Brcadbone Rouber

Enter a name (ichatl). | Honie PUETLSN Tools | Sumus | Heelp |
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WAN under interface. = i
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Leave the second box empty. Under Protocol, select UDP. In the port range boxes,
enter 5060 in the first box and leave the second box empty.

Click Always or set a schedule.
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Step 4 Click Apply and then
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Frequently Asked Questions (continued)

How do | set up my router to use iChat? -for Macintosh users-

For File Sharing:

Step 1 Click on Advanced and W
then Virtual Server. bt Db el Rl

[ iome AR
Step 2 CheCk Enabled to w ERETRE :.,.:;_ .:-n, Mesvnsn
activate entry. e g gt A

m ; :-'I:-.'fl 3 el_s'oT)'
Step 3 Enter a name for your el ks w0
virtual server entry (ichat3). = eivn o e

e | o 9 o
Step 4 Next to Private IP, enter e | L IR
the IP Address of the computer on T T ST Lw
your local network that you want e e n@
to allow the incoming service to. sk e o Hi

i s s ow

Step 5 Select TCP for Protocol £ae R Lid
Type. . w AT e
Step 6 Enter 5190 next to Private . B ' ”

Port and Public Port.
Stsp 7 Click Always or configure a schedule.

Step 8 Click Apply and then Continue.

If using Mac OS X Firewall, you may need to temporarily turn off the firewall in
the Sharing preference pane on both computers.

To use the Mac OS X Firewall, you must open the same ports as in the router:

Step 1 Choose Apple menu > System Preferences.

Step 2 Choose View > Sharing.

Step 3 Click the Firewall tab.

Step 4 Click New.

Step 5 Choose Other from the Port Name pop-up menu.

Step 6 In the Port Number, Range or Series field, type in: 5060, 16384-16403.
Step 7 In the Description field type in: iChat AV

Step 8 Click OK.
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Frequently Asked Questions (continued)

How do | send or receive a file via iChat when the Mac OSX firewall
is active? -for Macintosh users- Mac OS X 10.2 and later

The following information is from the online Macintosh AppleCare knowledge base:

“iChat cannot send or receive a file when the Mac OS X firewall is active in its default
state. If you have opened the AIM port, you may be able to receive a file but not send
them.

In its default state, the Mac OS X firewall blocks file transfers using iChat or America
Online AIM software. If either the sender or receiver has turned on the Mac OS X firewall,
the transfer may be blocked.

The simplest workaround is to temporarily turn off the firewall in the Sharing preference
pane on both computers. This is required for the sender. However, the receiver may keep
the firewall on if the AIM port is open. To open the AIM port:

Step 1 Choose Apple menu > System Preferences.

Step 2 Choose View > Sharing.
Step 3 Click the Firewall tab.
Step 4 Click New.

Step 5 Choose AOL IM from the Port Name pop-up menu. The number 5190
should already be filled in for you.

Step 6 Click OK.

If you do not want to turn off the firewall at the sending computer, a different file sharing
service may be used instead of iChat. The types of file sharing available in Mac OS X are
outlined in technical document 106461, "Mac OS X: File Sharing" in the AppleCare Knowl-
edge base online.

Note: If you use a file sharing service when the firewall is turned on, be sure to click the

Firewall tab and select the service you have chosen in the "Allow" list. If you do not do
this, the firewall will also block the file sharing service. “
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Frequently Asked Questions (continued)

What is NAT?

NAT stands for Network Address Translator. It is proposed and described in RFC-
1631 and is used for solving the IP Address depletion problem. Basically, each NAT
box has a table consisting of pairs of local IP Addresses and globally unique
addresses, by which the box can “translate” the local IP Addresses to global address
and vice versa. Simply put, it is a method of connecting multiple computers to the
Internet (or any other IP network) using one IP Address.

D-Link’s broadband routers (ie: DI-804HV) support NAT. With proper configuration,
multiple users can access the Internet using a single account via the NAT device.

For more information on RFC-1631: The IP Network Address Translator (NAT), visit
http://www.fags.org/rfcs/rfc1631.html
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Contacting Technical Support

You can find the most recent software and user documentation on the D-Link website.

D-Link provides free technical support for customers within the United States for the
duration of the warranty period on this product.

U.S. customers can contact D-Link technical support through our web site,
or by phone.

D-Link Technical Support over the Telephone:
(877) 453-5465
24 hours a day, seven days a week.

D-Link Technical Support over the Internet:
http://support.dlink.com

When contacting technical support, you will need the information below. (Please look
on the back side of the unit.)

B Serial number of the unit
B Model number or product name

B Software type and version number

142



Warranty

Subject to the terms and conditions set forth herein, D-Link Systems, Inc. (“D-Link”) provides this Limited
warranty for its product only to the person or entity that originally purchased the product from:

[ | D-Link or its authorized reseller or distributor and

B Products purchased and delivered within the fifty states of the United States, the District of
gglgmb::aﬁg.s. Possessions or Protectorates, U.S. Military Installations, addresses with an
or .

Limited Warranty: D-Link warrants that the hardware portion of the D-Link products described

below will be free from material defects in workmanship and materials from the date of original retail

Burc_:hase of the product, for the period set forth below applicable to the product type (“Warranty
eriod”), except as otherwise stated herein.

1-Year Limited Warranty for the Product(s) is defined as follows:

B Hardware (excluding power supplies and fans) One (1) Year
B Power Supplies and Fans One (1) Year
B Spare parts and spare kits Ninety (90) days

D-Link’s sole obligation shall be to repair or replace the defective Hardware during the Warranty Period
at no charge to the original owner or to refund at D-Link’s sole discretion. Such repair or replacement will
be rendered by D-Link at an Authorized D-Link Service Office. The replacement Hardware need not be
new or have an identical make, model or part. D-Link may in its sole discretion replace the defective
Hardware (or any part thereof) with any reconditioned product that D-Link reasonably determines is
substantially equivalent (or superior) in all material rezpects to the defective Hardware. Repaired or
replacement Hardware will be warranted for the remainder of the original Warranty Period from the date
of original retail purchase. If a material defect is incapable of correction, or if D-Link determines in its sole
discretion that it is not practical to repair or replace the defective Hardware, the price paid by the original
purchaser for the defective Hardware will be refunded by D-Link upon return to D-Link of the defective
Hardware. All Hardware (or part thereof) that is replaced by D-Link, or for which the purchase price is
refunded, shall become the property of D-Link upon replacement or refund.

Limited Software Warranty: D-Link warrants that the software portion of the product (“Software”)
will substantially conform to D-Link’s then current functional specifications for the Software, as set forth
in the applicable documentation, from the date of original retail purchase of the Software for a period of
ninety (90) days (“Warranty Period”), provided that the Software is Pro erly installed on approved
hardware and operated as contemplated in its documentation. D-Link further warrants that, during the
Warranty Period, the magnetic media on which D-Link delivers the Software will be free of physical
defects. D-Link’s sole obligation shall be to replace the non-conforming Software (or defective media)
with software that substantially conforms to D-Link’s functional specifications for the Software or to
refund at D-Link’s sole discretion. Except as otherwise agreed by D-Link in writing, the replacement
Software is provided only to the original licensee, and is subject to the terms and conditions of the
license granted by D-Link for the Software. Software will be warranted for the remainder of the original
Warranty Period from the date or original retail purchase. If a material non-conformance is incapable of
correction, or if D-Link determines in its sole discretion that it is not practical to replace the non-
conforming Software, the price paid by the original licensee for the non-conforming Software will be
refunded by D-Link; provided that the non-conforming Software (and all copies thereof) is first returned
to D-Link. The license granted respecting any Software for which a refund is given automatically
terminates.

Non-Applicability of Warranty: The Limited Warranty provided hereunder for hardware and software
of D-Link’s products will not be applied to and does not cover any refurbished product and any product
purchased through the inventory clearance or liquidation sale or other sales in which D-Link, the sellers,
or the liquidators expressly disclaim their warranty obligation pertaining to the product and in that case,
the product is being sold “As-Is” without any warranty whatsoever including, without limitation, the
Limited Warranty as described herein, notwithstanding anything stated herein to the contrary.

Submitting A Claim: The customer shall return the product to the original purchase point based on its
return policy. In case the return policy period has expired and the product is within warranty, the
customer shall submit a claim to D-Link as outlined below:

B The customer must submit with the product as part of the claim a written description of the
I?]ardware defect or Software nonconformance In sufficient detail to allow D-Link to confirm
the same.
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B The original product owner must obtain a Return Material Authorization (“‘RMA”) number from
the Authorized D-Link Service Office and, if requested, provide written proof of purchase of
the product (such as a copy of the dated purchase invoice for the product) before the
warranty service is provided.

B After an RMA number is issued, the defective product must be packaged securely in the
original or other suitable shipping package to ensure that it will not be damaged in transit, and
the RMA number must be prominently marked on the outside of the package. Do not include any
manuals or accessories in the shipping package. D-Link will only replace the defective portion
of the Product and will not ship back any accessories.

B The customer is responsible for all in-bound shipping charges to D-Link. No Cash on Delivery
(“COD") is allowed. Products sent COD will either be rejected by D-Link or become the
property of D-Link. Products shall be fully insured by the customer and shipped to D-Link
Systems, Inc., 17595 Mt. Herrmann, Fountain Valley, CA 92708. D-Link will not be held
responsible for any packages that are lost in transit to D-Link. The repaired or replaced
Backages will be shipped to the customer via UPS Ground or any common carrier selected by

-Link, with shipping charges prepaid. Expedited shipping is available if shipping charges are
prepaid by the customer and upon request.

D-Link may reject or return any product that is not packaged and shipped in strict compliance with the
foregoing requirements, or for which an RMA number is not visible from the outside of the package. The
product owner agrees to pay D-Link’s reasonable handling and return shipping charges for any product
that is not packaged and shipped in accordance with the foregoing requirements, or that is determined
by D-Link not to be defective or non-conforming.

What Is Not Covered: This limited warranty provided by D-Link does not cover: Products, if in D-Link’s
judgment, have been subjected to abuse, accident, alteration, modification, tampering, negligence, misuse,
faulty installation, lack of reasonable care, repair or service in any way that is not contemplated in the
documentation for the product, or if the model or serial number has been altered, tampered with, defaced
or removed; Initial installation, installation and removal of the product for repair, and shipping costs;
Operational adjustments covered in the operating manual for the product, and normal maintenance;
Damage that occurs in shipment, due to act of God, failures due to power surge, and cosmetic damage;
Any hardware, software, firmware or other products or services provided by anyone other than D-
Link; Products that have been purchased from inventory clearance or liquidation sales or other sales in
which D-Link, the sellers, or the liquidators expressly disclaim their warranty obligation pertaining to the
product. Repair by anyone other than D-Link or an Authorized D-Link Service Office will void this
Warranty.

Disclaimer of Other Warranties: EXCEPT FOR THE LIMITED WARRANTY SPECIFIED HEREIN, THE
PRODUCT IS PROVIDED “AS-IS” WITHOUT ANY WARRANTY OF ANY KIND WHATSOEVER INCLUDING,
WITHOUT LIMITATION, ANY WARRANTY OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE
AND NON-INFRINGEMENT. IF ANY IMPLIED WARRANTY CANNOT BE DISCLAIMED IN ANY TERRITORY
WHERE A PRODUCT IS SOLD, THE DURATION OF SUCH IMPLIED WARRANTY SHALL BE LIMITED TO
NINETY (90) DAYS. EXCEPT AS EXPRESSLY COVERED UNDER THE LIMITED WARRANTY PROVIDED
HEREIN, THE ENTIRE RISK AS TO THE QUALITY, SELECTION AND PERFORMANCE OF THE PRODUCT IS
WITH THE PURCHASER OF THE PRODUCT.

Limitation of Liability: TO THE MAXIMUM EXTENT PERMITTED BY LAW, D-LINK IS NOT LIABLE
UNDER ANY CONTRACT, NEGLIGENCE, STRICT LIABILITY OR OTHER LEGAL OR EQUITABLE THEORY
FOR ANY LOSS OF USE OF THE PRODUCT, INCONVENIENCE OR DAMAGES OF ANY CHARACTER,
WHETHER DIRECT, SPECIAL, INCIDENTAL OR CONSEQUENTIAL (INCLUDING, BUT NOT LIMITED TO,
DAMAGES FOR LOSS OF GOODWILL, LOSS OF REVENUE OR PROFIT, WORK STOPPAGE, COMPUTER
FAILURE OR MALFUNCTION, FAILURE OF OTHER EQUIPMENT OR COMPUTER PROGRAMS TO WHICH D-
LINK'S PRODUCT IS CONNECTED WITH, LOSS OF INFORMATION OR DATA CONTAINED IN, STORED ON,
OR INTEGRATED WITH ANY PRODUCT RETURNED TO D-LINK FOR WARRANTY SERVICE) RESULTING
FROM THE USE OF THE PRODUCT, RELATING TO WARRANTY SERVICE, OR ARISING OUT OF ANY
BREACH OF THIS LIMITED WARRANTY, EVEN IF D-LINK HAS BEEN ADVISED OF THE POSSIBILITY OF
SUCH DAMAGES. THE SOLE REMEDY FOR A BREACH OF THE FOREGOING LIMITED WARRANTY IS
REPAIR, REPLACEMENT OR REFUND OF THE DEFECTIVE OR NON-CONFORMING PRODUCT. THE MAXIMUM
LIABILITY OF D-LINK UNDER THIS WARRANTY IS LIMITED TO THE PURCHASE PRICE OF THE PRODUCT
COVERED BY THE WARRANTY. THE FOREGOING EXPRESS WRITTEN WARRANTIES AND REMEDIES
é_I?AETIa)_(I%IT_\EJYSIVE AND ARE IN LIEU OF ANY OTHER WARRANTIES OR REMEDIES, EXPRESS, IMPLIED OR
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Governing Law: This Limited Warranty shall be governed by the laws of the State of California. Some
states do not allow exclusion or limitation of incidental or consequential damages, or limitations on how
long an implied warranty lasts, so the foregoing limitations and exclusions may not apply. This limited
warranty provides specific legal rights and the product owner may also have other rights which vary
from state to state.

Trademarks: D-Link is a registered trademark of D-Link Systems, Inc. Other trademarks or registered
trademarks are the property of their respective manufacturers or owners.

Copyright Statement: No part of this publication or documentation accompanying
this Product may be reproduced in any form or by any means or used to make any
derivative such as translation, transformation, or adaptation without permission from
D-Link Corporation/D-Link Systems, Inc., as stipulated by the United States Copyright
Act of 1976. Contents are subject to change without prior notice. Copyright® 2003 by
D-Link Corporation/D-Link Systems, Inc. All rights reserved.

CE Mark Warning: This is a Class B product. In a domestic environment, this product may cause radio
interference, in which case the user may be required to take adequate measures.

FCC Statement: This equipment has been tested and found to comply with the limits for a Class B
digital device, pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation. This equipment generates, uses, and
can radiate radio frequency energy and, if not installed and used in accordance with the instructions,
may cause harmful interference to radio communication. However, there is no guarantee that interference
will not occur in a particular installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and on, the user is encouraged
to try to correct the interference by one or more of the following measures:

B Reorient or relocate the receiving antenna.

B Increase the separation between the equipment and receiver.

B Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

B Consult the dealer or an experienced radio/TV technician for help.
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Registration

Register online your D-Link product at http://support.dlink.com/register/
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