
DAP-1620 Firmware Patch Notes 

Firmware: v1.04.B04 [BETA03] 
Hardware: A1 
Date: 2016/06/27 

Note: 
None 

Problems Resolved: 

Fixed Security vulnerability listed below: 

 Updated previous vulnerable versions of DNSMasq and Lighttpd.
- Discovered by: Tommi Vänninen tommi@vanninen.org

Related Links:  
Lighttpd/1.4.28-devel-3429M 
https://www.cvedetails.com/vulnerability-list.php?vendor_id=2713 

 Added the ability to enable/disable PIN WPS
- Discovered by: Cedric Conti  
- Reported by: Tommi Vänninen tommi@vanninen.orgi 

 WPS PIN is disabled by default

Enhancements: 
None 

Known Issues: 
None 

DISCLAIMER: Please note that this is a device beta software, beta firmware, or hot-fix release 
which is still undergoing final testing before its official release. The beta software, beta 
firmware, or hot-fix is provided on an “as is” and “as available” basis and the user assumes all 
risk and liability for use thereof. D-Link does not provide any warranties, whether express or 
implied, as to the suitability or usability of the beta firmware. D-Link will not be liable for any 
loss, whether such loss is direct, indirect, special or consequential, suffered by any party as a 
result of their use of the beta firmware.
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