
DIR-600M Firmware Patch Notes 

Driver: v3.06TCB01 
Hardware: Cx 
Date: December 12, 2017 

Note: 

The following only affects D-Link Models and revisions that are distributed outside the 
US. 

Problems Fixed: 

D-Link was recently made aware of an issue involving leaked WPAD (Web Proxy Auto-
Discovery) queries that could result in domain name collisions with our routers’ DHCP
default setting domain name.

Attackers may register the leaked domain and exploit the leaked queries by configuring 
users’ IE browser proxies.  

It is important to update your devices with the appropriate patch otherwise it could be 
potentially at risk: DIR-600M/C1, DIR-612/B1, DIR-615/T1 & T3, and DSL-2750U/I1. 

DISCLAIMER: Please note that this is a device beta software, beta firmware, or hot-fix release which is 
still undergoing final testing before its official release. The beta software, beta firmware, or hot-fix is 
provided on an “as is” and “as available” basis and the user assumes all risk and liability for use thereof. 
D-Link does not provide any warranties, whether express or implied, as to the suitability or usability of 
the beta firmware. D-Link will not be liable for any loss, whether such loss is direct, indirect, special or 
consequential, suffered by any party as a result of their use of the beta firmware.


