
DIR-822 Firmware Release Notes

Firmware: FW v3.01B02
Hardware: Rev. Cx 

Data:2016/4/27 

Problem Resolved: 

 Fixed Security Vulnerability: Stack-based buffer overflow exploit - CVE-2016-5681 VU#332115

 – Reported by Daniel Romero - NCC Group - Street: Calle Serrano Galvache Number: 56 
Building: Abedul Floor: 4th, Madrid, 28033 

For additional details please visit: http://supportannouncement.us.dlink.com/announcement/
publication.aspx?name=SAP10063  

Enhancements: 

 Enhance wireless performance in interference environment.


