
DIR-822 Firmware Patch Notes 

Firmware: 3.11B01_icjg_WW 
Hardware: Cx 
Date: December 21, 2018 

Report: 
A research report to D-Link has reported multiple routers (DIR-850L A1/B1, DIR-822 C1 and 
DIR-880L A1) with security vulnerabilities: Authenticated bypass and Authenticated RCE. 

3rd Party Researcher: Henry Huang (happyholic1203 at gmail dot com)

Problems Fixed: 
1. Authentication bypass
2. Authenticated RCE

DISCLAIMER: Please note that this is a device beta software, beta firmware, or hot-fix release which is 
still undergoing final testing before its official release. The beta software, beta firmware, or hot-fix is 
provided on an “as is” and “as available” basis and the user assumes all risk and liability for use thereof. 
D-Link does not provide any warranties, whether express or implied, as to the suitability or usability of the 
beta firmware. D-Link will not be liable for any loss, whether such loss is direct, indirect, special or 
consequential, suffered by any party as a result of their use of the beta firmware.




